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I. Introduction

The Law Library of Congress has previously produced two major multinational reports related to the regulation of cryptocurrencies. The first, published in January 2014, surveyed statements issued by government authorities regarding Bitcoin and similar cryptocurrencies in 41 jurisdictions.¹ That report demonstrated that the debate over how to regulate cryptocurrencies was still in its infancy, with authorities primarily warning the public about the risks of acquiring or transacting with cryptocurrencies.

The second report, published in June 2018 and covering 130 countries, revealed that many more jurisdictions had issued statements and guidance regarding cryptocurrencies, and that some countries had enacted or were considering regulations or legislative amendments in certain areas.² This included, for example, clearer indications of the tax treatment of cryptocurrencies, the application of anti-money laundering and counter-financing of terrorism (AML/CFT) laws to cryptocurrency exchanges and other businesses engaged in cryptocurrency activities, and new warnings to consumers regarding the risks of investing in cryptocurrencies. The broad survey of the policies of 130 countries was accompanied by detailed reports on fourteen jurisdictions.³

The following report covers 46 jurisdictions, including the European Union (EU), and focuses primarily on regulatory approaches to cryptoassets created through blockchain, or distributed ledger technology (DLT), in the context of financial market and investor protection laws. It also contains updated information regarding the application of tax and AML/CFT laws to cryptocurrencies in the countries covered. Additional countries not covered in this report may also have taken actions in one or both of these areas, but were not included due to there being no existing policies, or new or pending laws, related to financial regulation and oversight of cryptocurrency activities. Some countries may also have issued more recent public warnings than those included in the 2018 report.

The report shows that a number of countries are currently applying existing legislation to cryptoassets that have the characteristics of securities or other financial products or instruments, with regulators providing guidance on this issue. However, around a dozen countries have enacted legislation that specifically governs cryptoassets and the entities that deal with them, including exchange platforms and businesses providing custodian services. In addition, a

number of other countries are at various stages of developing legislation on cryptoassets, including in relation to establishing requirements for initial coin offerings (ICOs).

Although not covered in the report, we note that the Strategic Hub for Innovation and Financial Technology of the US Securities and Exchange Commission has recently issued information on the potential application of federal securities law to ICOs, indicating that the digital assets offered through an ICO should be assessed based on their particular characteristics.4 Previously, in 2015, the Commodity Futures Trading Commission (CFTC) first found that virtual currencies are commodities under the Commodity Exchange Act.5 The CFTC’s jurisdiction is therefore implicated “when a virtual currency is used in a derivatives contract, or if there is fraud or manipulation involving a virtual currency traded in interstate commerce.”6

II. Application of Financial Markets and Services Laws

Legislation governing financial markets, products, and services in various countries include requirements related to registration, licensing, and the disclosure of information to investors, such as through a prospectus. Relevant financial services in the area of cryptocurrencies may include, for example, exchanges, custodial services, advisory services, and brokering.

A. Application Dependent on Characteristics of Particular Cryptoasset

The financial regulatory authorities in a number of countries covered in this report have formally stated that existing financial market, products, and services laws are applicable to cryptocurrencies and/or to ICOs if the relevant tokens have certain characteristics. The authorities have published guidance on determining the applicability of the laws on a case-by-case basis. The jurisdictions that have taken this approach include Australia, the Bahamas, Canada, Denmark, Finland, Germany, Israel, Jersey, Liechtenstein, Lithuania, New Zealand, Singapore, Sweden, Switzerland, Taiwan, and the United Arab Emirates (UAE) (with respect to the Abu Dhabi Global Market). The United Kingdom (UK) is currently consulting on guidance in this area. In addition, it appears that a similar approach would be taken in the Cayman Islands, although no official guidance has been published.

Several of the relevant authorities have established “innovation hubs” or “sandboxes” to assist entities in the financial technology (fintech) sector navigate regulations and to encourage or enable innovation. This includes Australia, Canada, Hong Kong, and Switzerland, with such an entity also proposed in Israel.


6 Id.
B. Specific Extension of Securities Laws to Cryptoassets

A few jurisdictions have specifically brought cryptocurrencies into the regulatory framework applicable to financial products and services through regulations or official statements. This includes Hong Kong, Israel (where “virtual currency” is included in the definition of “financial asset”), Luxembourg (which has officially recognized tokenized securities as securities), and Malaysia (where recent regulations bring all digital assets and tokens created by blockchain within the securities regulatory framework, with specific requirements applying for the registration of digital asset platforms).

III. Specific Laws on Cryptoassets

Several countries have recently enacted specific laws or regulations that govern various activities related to cryptoassets, including exchanges and wallets. These cover matters such as technical requirements, governance structures, risk management, information disclosure, and other investor protection issues. There has been some regulation specific to ICOs, and this is an area in which several countries are currently considering possible regulatory approaches.

The following countries have enacted new laws or regulations specifically on cryptocurrency businesses or activities: Anguilla (in relation to tokens that are not considered securities), Belarus (where the regulations are applicable to residents of a government-established technology park), Bermuda, Gibraltar (in relation to DLT services, with officially regulated blockchain exchanges established), Indonesia (in relation to recognizing cryptocurrencies as commodities that can be subject to futures trading), Malta, Mauritius (in relation to custodian services), Mexico, Singapore (in relation to payment services), UAE, Uzbekistan, and Venezuela (including the establishment of a national cryptocurrency).

The following countries are currently at various stages of considering proposals for specific legislation related to cryptoassets: Australia (recently consulted on possible ICO regulation), the Bahamas (proposed payment instruments legislation), France (currently considering an ICO bill plus additional regulations), Germany (considering proposals to regulate blockchain securities, non-security ICOs, and DLT), Gibraltar (regulation of ICOs and tokens), Israel, Italy (considering a bill containing restrictions on token anonymization), Japan, Liechtenstein, Malaysia (in relation to ICOs), Philippines (ICO), South Africa, Switzerland, and Ukraine.

Ireland appears to be at an earlier stage in this process, having established a working group to monitor developments and consider whether policy recommendations are required. The UK has also established a task force and is working on developing relevant proposals for consultation.

In addition, the EU is currently reviewing whether existing financial legislation applies to cryptoassets and ICOs and whether regulatory action is needed. There are currently divergent approaches in the EU Member States, and the European Securities and Markets Authority has indicated that it supports the introduction of EU-wide rules to ensure investor protection.
IV. Regulation of Cryptoassets Not Considered Securities

Where cryptoassets are not considered securities or other financial products, government authorities have indicated that other types of laws may be applicable, or have stated more broadly that such cryptoassets are unregulated. For example, general consumer protection legislation is applicable in relation to cryptocurrency activities in Australia, Canada, Finland, and New Zealand. In other jurisdictions, payment services laws may be applicable, which requires entities to be licensed in order to perform certain activities. This includes the EU, France, Japan, Singapore, and the UK. In Italy, some cryptocurrency businesses may be treated as money exchange operators.

Jurisdictions that have indicated that non-security cryptocurrencies, such as utility tokens, and ICOs offering such tokens, are generally unregulated include Brazil, Gibraltar, Isle of Man, Jersey, Spain, and the UAE. China and Indonesia appear to have taken a stronger approach, essentially banning the use of all cryptocurrencies as a means of payment and prohibiting financial institutions from dealing in cryptocurrencies (except in relation to futures trading in Indonesia). However, other laws of general application, such as property and contract law, may be applicable to cryptoassets in China.

V. Custodianship

Some of the new cryptocurrency laws referred to above contain requirements specifically applicable to entities that provide cryptoasset custodial or storage services, such as technical measures for protecting assets, transactions, and client information. This includes, for example, Bermuda, Indonesia, Mauritius, Norway, and the UAE. Specific measures proposed in other countries, such as Liechtenstein, also contain provisions setting out the obligations of providers of custodial services.

In Venezuela, the government has established the Crypto Assets Treasury with responsibility for the custody, collection, and distribution of cryptoassets in accordance with presidential instructions.

In other jurisdictions, cryptoasset custodial services may be considered a regulated financial service, with standard rules applying under the relevant legislation. This includes Australia (if the relevant assets are considered a financial product), Canada (where regulators expect certain technical measures), and Switzerland (if the tokens are considered financial instruments).

VI. Application of AML/CFT Laws

Several of the countries covered in the report apply existing AML/CFT laws to entities that deal with cryptoassets, including the Cayman Islands (although this may depend on the nature of the particular assets), Israel, Lithuania (which is also considering regulatory changes in this area), Mauritius (in relation to custodian services), New Zealand, Norway, Philippines, Singapore, Sweden (depending on the nature of the assets involved), and Switzerland.

A number of other jurisdictions have made specific legislative changes to bring cryptoasset activities under the relevant laws. This includes Australia, Belarus, Bermuda, Canada, France,
Gibraltar, Isle of Man, Italy, Malaysia, Malta, Norway, Japan, Jersey, Liechtenstein, Taiwan, the UAE, and Uzbekistan. Relevant legislative changes are currently being considered in the UK. The EU has also amended its Anti-Money Laundering Directive in order to bring wallet providers and exchange platforms within its scope. These changes are in the process of being implemented through legislative changes in the EU Member States.

VII. Taxation

The tax authorities of several countries covered by this report have published guidance on the application of income or capital gains tax rules to cryptocurrency activities, including Australia, Brazil, Canada, Denmark, Ireland, Israel, Italy (in relation to corporate tax), Japan, Jersey (in relation to corporate tax), Lithuania, Luxembourg, New Zealand, Norway, and Switzerland.

France has enacted specific provisions regarding the taxation of cryptocurrencies, while there is a current bill in South Africa that covers this issue, as well as in Ukraine, where an extended tax break is proposed. Other countries that have stated that cryptocurrencies are not subject to tax include Belarus (in relation to residents of the government-established technology park), Gibraltar (although exchanges must pay corporate income tax), and Uzbekistan.

The application of value-added tax or goods and services tax has also been considered in several countries, with authorities stating that existing exemptions apply to the buying and selling of cryptocurrencies. This includes Australia (unless the entity involved in the transaction is a business) and EU Member States, following a European Court of Justice ruling on this issue.
SUMMARY  Anguilla has enacted legislation to regulate the issuance of utility tokens that do not fall under securities law. The Anguilla Utility Token Offering Act (AUTO Act) provides that only qualified companies registered with the Anguilla Financial Services Commission may issue utility tokens. In order to register, a significant amount of disclosure must be made, and once registered, the companies must follow the anti-money laundering legislation of Anguilla to ensure that utility tokens are not used in an unlawful manner.

I. Introduction

The Anguillan government has taken a proactive approach towards cryptocurrencies. In 2018, the government enacted the Anguilla Utility Token Offering Act (AUTO Act). The AUTO Act is one of the first in the world to establish a registration process for first offerings of utility tokens that are not securities.1 The objective of the AUTO Act is to provide an easy to use framework for the registration of, and disclosure of information by, issuers of utility tokens, with clear rules and a small levy charged to issuers.

II. Approach to Assets Created Through Blockchain

The AUTO Act provides a set of rules applicable to issuers of tokens that do not have the features of a security and therefore fall outside the existing financial services regulatory framework.2 The Act creates

a simple but effective standardized registration and disclosure protocol for blockchain projects wishing to issue utility tokens. The government’s goal is to strike a sound balance between meeting the information requirements of the purchasing public, and creating an accelerated but prudent process to meet the needs of the fast-moving blockchain industry.3

The AUTO Act was co-authored by an Anguillian finance and tax lawyer and a US finance and blockchain lawyer, who stated:


3 Id.
In drafting this Act, we saw that tokens that were in effect “securities” in Anguilla are required to comply with the same Anguillan and international regulatory regime as all other securities offerings. However, there remained a large swathe of non-security tokens with no clear guidance as to how they should be offered to the public. Therefore, we focused our efforts on creating a safe and effective regulatory framework for non-security token offerings.4

The aim of the AUTO Act is to provide clear guidance for both issuers of cryptocurrencies and the public that wishes to purchase them:

The objective is a simple but effective standardized registration and disclosure protocol for blockchain projects wishing to issue utility tokens. The government’s goal is to strike a sound balance between meeting the information requirements of the purchasing public, and creating an accelerated but prudent process to meet the needs of the fast-moving blockchain industry.5

A. Financial Regulation and Consumer Protection

The AUTO Act regulates initial blockchain utility token offerings conducted in, or from within, Anguilla.6 An initial utility token offering is defined as “an initial offer to the public to subscribe for the purchase of utility tokens to be issued by an issuer made by the issuer to any person who is not connected to the issuer.”7

The AUTO Act provides that only qualified companies9 registered under the AUTO Act by the Anguilla Financial Services Commission (the Commission) may undertake an initial or secondary utility token offering.10 The application for registration must include a US$10,000 application fee;11 a statement that contains specified information, including the type and scope of business the applicant will carry out; a statement about the scope of the initial token offering; the white paper providing detailed information about the tokens; and the financial, technical, and human

---

4 Id.
5 Id.
6 Blockchain is defined in section 1(1) of the AUTO Act as “a continuously growing list of decentralised digital records that are linked and secured using cryptography.”
7 Section 1(2) of the AUTO Act states “a person is considered to be undertaking an initial or secondary utility token offering in or from within Anguilla if the person is resident in Anguilla, organised or incorporated under the laws of Anguilla or representing to be undertaking an initial or secondary utility token offering in or from within Anguilla.”
8 AUTO Act § 1(1).
9 Section 1(1) of the AUTO Act defines “qualified company” as: “a company incorporated under the International Business Companies Act, R.S.A. c. 120, the Companies Act, R.S.A. c.C65 or the Limited Liability Company Act, R.S.A. c. L65 or such other entity prescribed by regulations[.]”
10 AUTO Act § 2.
resources available to the applicant. The Commission has stated there are exclusions to the types of tokens that it will register:

The Commission will not register an issuer to undertake a utility token offering that is intended to enable access to any of the following online businesses: gambling, pornography, trading in securities, foreign exchange contracts, binary options, contracts for differences and similar instruments, or any business prohibited by the laws of Anguilla.

As noted above, the AUTO Act was created to provide a framework for tokens that are not securities and thus do not fall under the financial services framework. The AUTO Act defines a token as “any cryptographically secured digital representation of a set of rights, including smart contracts, provided on a digital platform and issued or to be issued by an issuer.” “Utility token” is defined as

any token that –
(a) does not, directly or indirectly, provide the holder(s) thereof, individual or collectively with the other holder(s), any of the following contractual or legal rights –
   (i) ownership or equity interest in the issuer or in any person or pool of assets,
   (ii) entitlement to a share of profits, losses, assets or liabilities of the issuer or any other person or pool of assets (other than, in the event of liquidation or dissolution of the issuer, to receive a portion of (but not in excess of) the original subscription price paid for the utility token in the initial utility token offering (“Limited Return Rights”)),
   (iii) legal status as a creditor (other than with respect to Utility Token Features, or with respect to Limited Return Rights), or
   (iv) entitlement to receive distributions of profits, revenues, assets or other distributions from the issuer or any other person or pool of assets other than with respect to Limited Return Rights; and
(b) has or will have in the future, upon launch of the issuer's Utility Token Platform, one or more Utility Token Features;

“Utility Token Features” means the contractual right for a holder thereof to utilise a token to –
(a) have access to, become a member of, or become a user of a Utility Token Platform developed and managed, or proposed in the issuer's white paper to be developed and managed, by the issuer;
(b) use as the sole or preferred (by economic discount, preferred access, preferred use or otherwise) purchase, lease or rental price for the products and/or services provided or proposed to be provided by or in the Utility Token Platform developed and managed, or proposed in the issuer's white paper to be developed and managed, by the issuer; or

---

12 AUTO Act § 5.
In order to be approved to undertake an initial utility token offering, the qualified company must publish disclosure documents. These are aimed at providing transparency and clarity for the consumer. These documents must include the structure of the company; business status; a detailed description of the project; the technical and legal description of the tokens offered; current ownership of the tokens; how the proceeds will be used; plans to protect the offering proceeds; anti-money laundering measures; and the risk factors to purchase tokens. The white paper must include, at a minimum, the following information:

(a) the objectives of the issuer;
(b) subscription restrictions;
(c) risk factors of the issue;
(d) minimum and maximum subscription, if applicable, for subscribers;
(e) the corporate structure and location, including ownership structure of the issuer and any affiliated companies that collectively will develop, manage and operate the blockchain project(s) operated or to be developed and operated using the proceeds from the initial or secondary utility tokens offering;
(f) officers and directors of the issuer including relevant backgrounds;
(g) description of technical functionality of utility tokens proposed to be offered;
(h) the contractual and legal rights provided by the utility tokens being offered;
(i) where the initial utility token offering will be offered or restricted from being offered;
(j) the total amount of utility tokens that may be issued in the initial or secondary offering or in the future by the issuer;
(k) the initial utility token offering timeline, including any discounts provided to purchasers on the price of offering based on time, amount, auction or other staged investment;
(l) any actual or projected cap on the total amount offered in the initial offering;
(m) detailed use of proceeds from the initial or secondary offering, especially any material payments that will be made to affiliates of the issuer;
(n) any rights or obligations of the holders of tokens to have their tokens redeemed by the issuer or affiliates;
(o) all proposed uses of the tokens within the blockchain project or platform owned or to be developed by the issuer;
(p) the mechanism of the initial utility token offering issue;
(q) a description of the AML/KYC compliance requirements applicable to the offering and how they will be addressed;
(r) any plan for holding offering proceeds in escrow, both prior to the closing of the offering and for purposes of staged releases subsequent to closing, including conditions for release;
(s) security measures to be adopted including measures for protection against hacking or diversion of subscriber funds or value;
(t) any other material information that the issuer reasonably determines to be necessary for a potential subscriber to understand.

14 AUTO Act § 1(1).
Regulatory Approaches to Cryptoassets: Anguilla

(i) the business or proposed business of the issuer and its affiliates,
(ii) the operation of the proposed blockchain project and
(iii) the management structure of the issuer.15

Upon registration, the issuer is liable to pay a fee of US$20,000 where maximum subscription proceeds are set at US$100 million or less, and US$30,000 for those that are set at more than US$100 million.16

In order to ensure the AUTO Act is kept up to date, the Distributed Ledger Technology Advisory Committee was established to advise the Commission on any amendments that it recommends should be made to the AUTO Act.17

B. Anti-Money Laundering Law

The AUTO Act places an obligation on the issuer of utility tokens to conduct due diligence on subscribers, and these obligations are set out in the Anguilla Utility Token Offering (Anti-Money Laundering and Terrorist Financing) Regulations 2018.18 Every application to be registered as an issuer under the AUTO Act must include the procedure the issuer will take to conduct “due diligence on the subscribers to the offering for AML/CFT purposes in accordance with the AUTO AML/CFT Regulations.”19 This due diligence must be carried out by an AUTO Administrator, or a third party that is considered acceptable to the Commission.20

Section 2 of the 2018 Regulations provides that registered issuers must collect and maintain a list of subscribers that contain specific information, including personal details of the subscriber, such as their full name; a declaration of the country of residence; and addresses of subscribers that pay less than US$5,000. Subscriptions up to US$25,000 must also include a verified address in the form of a utility bill and government issued identification. Subscriptions up to US$100,000 require the address to be verified by a letter from a licensed financial institution. Subscriptions up to US$500,000 require all the information above, certified by a notary public, as well as additional photographic identification certified by a notary public and a declaration that includes any net worth over US$1 million, the source of wealth, that the subscriber is not a politically exposed person, and that the subscription is not undertaken on behalf of a third party.21


16 Anguilla Financial Services Commission, supra note 13, at 4.

17 AUTO Act § 3.


19 Anguilla Financial Services Commission, supra note 13, at 2.


21 Id.
C. Taxation

There do not appear to be any specific taxes that apply to cryptocurrencies in Anguilla. Issuers of utility token offerings are subject to a 1.5% levy on the aggregate value of subscriptions, as measured at the time of completion of the utility token offering.22

Argentina

Graciela Rodriguez-Ferrand
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I. Financial Regulation and Consumer Protection

Under the National Constitution of Argentina the only authority capable of issuing legal currency is the Central Bank. Bitcoins are not legal currency strictly speaking, because they are not issued by the government monetary authority and therefore are not legal tender. They may be considered money but not legal currency, since they are not a mandatory means of cancelling debts or obligations.

Although bitcoins are not specifically regulated, they are increasingly being used in Argentina, a country that has strict control over foreign currencies. According to some experts a bitcoin may be considered a good or a thing under the Civil Code, and transactions with bitcoins may be governed by the rules of the sale of goods under the Civil Code.
II. Anti-Money Laundering Law

A formal recognition of electronic currency was issued by the Unidad de Información Financiera (UIF) (Financial Information Unit) of the Ministry of Finance through Resolution 300/2014, which warned entities and individuals required by law to report suspicious transactions involving money laundering or terrorism financing and to be particularly alert with regard to operations carried out with virtual currency.9 The UIF Resolution differentiates “virtual currency” and “electronic currency,” stating that the latter involves the electronic transfer of legal tender while virtual currency transactions do not involve legal tender.10

III. Taxation

The latest amendment to the Income Tax law provides that the profit derived from the sale of digital currency will be considered income and taxed as such.11 Income derived from the sale of digital currency is taxed at 15% when derived from either Argentine or foreign sources.12 The tax treatment of cryptocurrency corresponds with the treatment of profits on securities and bonds, which represent a liability in favor of the holder—something that does not happen in the case of cryptocurrencies.13

---


10 Id. art. 2.


12 Decreto 1170/2018 art. 90, para. 2.
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I. Approach to Assets Created Through Blockchain

On October 18, 2018, Armenia opened its first crypto mining farm, with an investment of US$50 million and the capacity of 3,000 Bitcoin (BTC) and Ethereum (ETH) mining machines. It is envisaged that the capacity of the farm would reach 120,000 machines.\(^1\) The crypto mining farm was created on the basis of the Governmental Decree on the Creation of a Free Economic Zone of August 30, 2018, and operates under the legal framework for free economic zones.\(^2\)

In May 2018, a Bill on Amending the Law on Information Technologies was introduced.\(^3\) The bill defines cryptocurrency as an asset accessible exclusively through digital means.\(^4\) The bill establishes a liberal regulatory approach towards mining of cryptocurrencies. According to article 4 of the bill, any physical person (at least 18 years old), as well as legal entity, may be employed in the crypto mining sector.\(^5\) In addition, article 4 states that no prior licensing or permits are required in order to engage in crypto mining activities.

Previously, the Central Bank of Armenia had issued a statement in which it expressed serious reservations concerning the circulation of cryptocurrencies, citing insufficient mitigation of the following risks:

- Cryptocurrencies are lacking security and are extremely unstable;
- In most schemes that use cryptocurrencies, there are no legally responsible entities;


\(^4\) Id. art. 3.

\(^5\) Id. art. 4.
• Transactions executed with cryptocurrencies can often be part of the money laundering and terrorist financing schemes, as they allow anonymous and cross-border transactions, the return of which cannot be secured; and

• In cases of fraud or criminal distortions in information security, authentic mechanisms to protect the legitimate interests of clients or to compensate for their losses are not in place, as a result of which the consumers' interests may be violated.6

According to the Central Bank, these concerns do not apply to mining activities, as their regulation can be delegated to the regulators of the IT sector rather than financial sector.7 In a subsequent statement, the chairman of the Central Bank reiterated its support for blockchain technologies, but cautioned against using cryptocurrencies.8 Furthermore, the statement indicated that when international cryptocurrencies regulation is adopted, Armenia would enact a national law to regulate cryptocurrencies.9

II. Taxation

The Bill on Information Technologies proposes to lift taxation requirements for crypto-mining transactions until December 31, 2023. The Bill also states that other tax, customs or other privileges may be introduced provided that equal economic competition is observed.10

---


7 Id.


9 Id.

SUMMARY
The Australian Securities and Investments Commission (ASIC) states that whether cryptoassets are a type of financial product under the Corporations Act 2001 (Cth) depends on their nature. Where tokens created through blockchain are considered to be an interest in a managed investment scheme, shares, derivatives, or a non-cash payment facility, an entity that deals with or provides custodial services with respect to such tokens could be providing financial services, with disclosure and licensing requirements applying. If the tokens are not financial products, the Australian Consumer Law would apply. Both this law and the Corporations Act prohibit false and misleading conduct. ASIC has been delegated functions under the Australian Consumer Law in relation to initial coin offerings that do not involve financial products.

Amendments to the anti-money laundering and counter-financing of terrorism legislation that came into force in April 2018 impose registration, recording, and reporting obligations on digital currency exchanges. Australian taxation law is also applicable to investing or dealing in cryptoassets, with capital gains or losses subject to the capital gains tax system.

The Australian Treasury recently sought public feedback on the regulatory treatment of initial coin offerings in Australia, including with respect to financial regulation, consumer protection, and taxation.

I. Approach to Assets Created Through Blockchain

A recent report analyzing the legal environment with respect to cryptocurrency in Australia states that,

*[t]o date, the [Australian] Government has taken a largely non-interventionist approach to the regulation of cryptocurrency, allowing the landscape to evolve at a faster rate than its regulatory responses. Australian law does not currently equate digital currency with fiat currency and does not treat cryptocurrency as “money”.

Furthermore,

*[w]hile there have been recent amendments to various pieces of legislation to accommodate the use of cryptocurrencies, these have predominantly focused on the

---

transaction relationships, such as the issuing and exchanging process, rather than the cryptocurrencies themselves.\(^2\)

Several Australian laws are relevant to the regulatory treatment of cryptocurrencies and other assets created through blockchain, including the Corporations Act 2001 (Cth) (regulation of financial products and services);\(^3\) Australian Securities and Investments Commission Act 2001 (Cth) (establishes the role and powers of the Commission with regard to consumer protection in relation to financial services);\(^4\) Australian Consumer Law, which is contained in the Competition and Consumer Act 2010 (Cth) (regulation of non-financial products and services);\(^5\) Anti-Money Laundering and Counter-Terrorism Financing Act 2006 (Cth) (anti-money laundering obligations and registration of digital currency exchanges);\(^6\) and Income Tax Assessment Act 1997 (Cth).\(^7\)

In January 2019, the Australian Treasury published an issues paper on initial coin offerings (ICOs) that sought feedback on, among other matters, the regulatory treatment of ICOs in Australia, including with respect to financial regulation, consumer protection, and taxation.\(^8\) Consultation on the paper ended on February 28, 2019, and the feedback received will inform Treasury’s advice to the government.\(^9\)

A. Financial Regulation and Consumer Protection

The Australian Securities and Investments Commission (ASIC) updated its guidance on business obligations under the Corporations Act 2001 (Cth) and other Australian legislation in relation to

\(^2\) Id.


ICOs and cryptocurrency in May 2018.\textsuperscript{10} The guidance had originally been published in September 2017.\textsuperscript{11} The guidance states that

[f]or ICOs and crypto-assets that are financial products,\textsuperscript{12} the Corporations Act includes prohibitions against misleading and deceptive conduct. . . .

For ICOs and crypto-assets that are not financial products (for example, ASIC has stated that it does not consider bitcoin to be a financial product), the same prohibitions against misleading or deceptive conduct apply under the Australian Consumer Law.\textsuperscript{13}

In April 2018, ASIC “received delegated powers from the ACCC [Australian Competition and Consumer Commission] that enabled ASIC to take action under the Australian Consumer Law for misleading or deceptive conduct in the marketing or selling of ICOs, even if the ICO does not involve a financial product.”\textsuperscript{14}

Whether the Corporations Act applies depends on the nature of the ICO or cryptoasset. The guidance explains that

[f]or ICOs, the mere fact that the token issued is described as a utility token does not mean it is not a financial product. The mere existence of a statement that the ICO or the token is not a financial product also does not mean it is not a financial product. It is important for entities to consider all of the rights and features associated with the token.

Similarly, the mere fact that a crypto-asset is described as a digital currency does not mean it is not a financial product.\textsuperscript{15}

The guidance goes on to examine when tokens issued by an ICO could be a managed investment scheme, share, derivative, or non-cash payment facility under the Corporations Act. Where one of these categories applies, an entity that provides advice on, deals with, makes a market for, or provides a custodial or depositary service for such a financial product could be considered to be

\begin{itemize}
\item \textsuperscript{12} Note that the term “financial product” can be seen as synonymous with the term “securities” in the United States. Frederick H.C. Mazando, \textit{The Taxonomy of Global Securities: Is the U.S. Definition of a Security Too Broad?}, 33(I) NW. J. INT’L L. & BUS. 121 (2012), https://scholarlycommons.law.northwestern.edu/cgi/viewcontent.cgi?article=1029&context=njilb, archived at https://perma.cc/SKG4-QXRN.
\item \textsuperscript{13} INFO 225, supra note 10.
\item \textsuperscript{15} INFO 225, supra note 10.
\end{itemize}
providing a financial service under the Act and various obligations would apply.\textsuperscript{16} This includes disclosure requirements\textsuperscript{17} and a requirement to hold an Australian financial services license.\textsuperscript{18} If a cryptoasset trading platform enables trading in tokens that are financial products, this may involve the operation of a financial market and a market license may be required.\textsuperscript{19}

The guidance states that

\begin{quote}

[a]n assessment of what rights are attached to the tokens issued under an ICO is the key consideration in relation to assessing the legal status of an ICO. These rights are generally described in the ICO’s ‘white paper’, an offer document issued by the business making the offer or sale of an ICO token. What is a right should be interpreted broadly and includes rights that may arise in the future or on a contingency, and rights that are not legally enforceable.\textsuperscript{20}
\end{quote}

In addition to the above guidance, ASIC directs investors to its “Moneysmart” website, which contains information and warnings about cryptocurrencies\textsuperscript{21} and ICOs.\textsuperscript{22}

ASIC also published information on its approach to evaluating distributed ledger technology or blockchain in March 2017.\textsuperscript{23} The guidance is intended for “both existing licensees and start-ups that are considering operating market infrastructure, or providing financial or consumer credit services, using distributed ledger technology (DLT) or blockchain.”\textsuperscript{24} It states that ASIC’s historical approach to the obligations contained in the existing regulatory framework is that they are “technology neutral.” It notes, however, that “as DLT matures, we anticipate that additional regulatory considerations may arise. These are most likely to be resolved with early and collaborative dialogue between ASIC and the industry.”\textsuperscript{25}

\begin{footnotes}

\footnote{16} Corporations Act 2001 (Cth) s 766A (when does a person provide a financial service?).

\footnote{17} \textit{See id.} pt 7.7 (financial services disclosure).

\footnote{18} \textit{Id.} pt 7.6 (licensing of providers of financial services); \textit{AFS Licensees}, ASIC, \url{https://asic.gov.au/for-finance-professionals/afs-licensees/} (last visited Mar. 11, 2019), archived at \url{https://perma.cc/Y7A5-BAZF}.


\footnote{20} INFO 225, \textit{supra} note 10.


\footnote{22} \textit{Initial Coin Offerings (ICOs)}, ASIC’s MONEYSMART, \url{https://www.moneysmart.gov.au/investing/investment-warnings/initial-coin-offerings-icos} (last updated Dec. 12, 2018), archived at \url{https://perma.cc/RV6X-ZLJN}.


\footnote{24} \textit{Id.}

\footnote{25} \textit{Id.}

\end{footnotes}
The guidance contains an assessment tool for evaluating DLT-based services, which sets out a list of questions related to how the DLT will be used, what platform is being used, how the DLT uses data, how the DLT is run, how the DLT works under the law, and how the DLT affects others.\textsuperscript{26} It also provides a summary of license obligations relevant to DLT (including financial services licenses and other types of license), depending on the nature of the business.\textsuperscript{27}

In 2015, ASIC launched an “Innovation Hub,” which “assists fintech startups developing innovative financial products or services to navigate [ASIC’s] regulatory system.”\textsuperscript{28}

In its 2018-2022 Corporate Plan, published in August 2018, ASIC stated that a particular focus area for 2018-19 is the following:

\textbf{Potential harms from technology} driven by the growing digital environment and structural changes in financial services and markets. We will continue to focus on monitoring threats of harm from emerging products (e.g. ICOs and crypto currencies), cyber resilience, the adequate management of technological solutions by firms and markets, and misconduct that is facilitated by or through digital and/or cyber-based mechanisms.\textsuperscript{29}

In addition, a new project for 2018-19 was identified as follows:

\begin{itemize}
  \item Developing our approach for applying the principles for regulating market infrastructure providers to crypto exchanges
  \item Monitoring emerging products, such as ICOs, and intervening where there is poor behaviour and potential harm to consumers and investors\textsuperscript{30}
\end{itemize}

**B. Anti-Money Laundering Law**

The Australian Parliament passed the Anti-Money Laundering and Counter-Terrorism Financing Amendment Act 2017 (Cth) in December 2017.\textsuperscript{31} This legislation brought providers of digital currency exchange services within the anti-money laundering and counter-financing of terrorism

\begin{footnotesize}


\footnotesuperscript{30} Id. at 26.

\end{footnotesize}
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(AML/CFT) legal framework, requiring such entities to be registered with the Australian Transaction Reports and Analysis Centre (AUSTRAC), maintain an AML/CFT program, and meet certain recording and reporting obligations. The amendments came into effect on April 3, 2018.

AUSTRAC guidance explains that digital currency exchange services include

- exchanging digital currency for money (whether Australian or not)
- exchanging money (whether Australian or not) for digital currency

where the exchange is provided in the course of carrying on a digital currency exchange business.

A transaction between two individuals in a personal capacity is not considered a designated service. Reporting entities that provide digital currency exchange services must be enrolled and registered on AUSTRAC’s Digital Currency Exchange Register.

According to a January 2019 media report, AUSTRAC had at that point officially registered 246 cryptocurrency exchanges. It had also investigated eleven exchanges and subsequently refused two registrations.

C. Taxation

The Australian Taxation Office’s (ATO’s) guidance on cryptocurrencies states that the tax consequences of acquiring or disposing of cryptocurrency vary depending on the circumstances. It states that

[i]f you make a capital gain on the disposal of a cryptocurrency, some or all of the gain may be taxed. Certain capital gains or losses from disposing of a cryptocurrency that is a personal use asset are disregarded.

If the disposal is part of a business you carry on, the profits you make on disposal will be assessable as ordinary income and not as a capital gain.


While a digital wallet can contain different types of cryptocurrencies, each cryptocurrency is a separate CGT asset.\textsuperscript{36}

A person who holds cryptocurrency as an investment is not entitled to the personal use asset exemption and investors “are required to keep records of each cryptocurrency transaction in order to work out whether [they] have a made a capital gain or loss from each CGT event.”\textsuperscript{37} The ATO further indicates that “[t]he longer the period of time that a cryptocurrency is held, the less likely it is that it will be a personal use asset.”\textsuperscript{38} Where cryptocurrency is a personal use asset, being “kept or used mainly to purchase items for personal use or consumption,” capital gains made from such an asset that is acquired for less than AU$10,000 (approx. US$7,100) are disregarded.\textsuperscript{39}

In terms of cryptocurrency businesses, the ATO states that

[i]f you hold cryptocurrency for sale or exchange in the ordinary course of your business the trading stock rules apply, and not the CGT rules. Proceeds from the sale of cryptocurrency held as trading stock in a business are ordinary income, and the cost of acquiring cryptocurrency held as trading stock is deductible.\textsuperscript{40}

The ATO has also provided specific guidance on self-managed super funds (SMSF, i.e., retirement savings funds) investing in cryptocurrencies\textsuperscript{41} and on the application of goods and services tax (GST) with respect to transactions involving digital currencies.\textsuperscript{42} Amendments to the GST provisions that came into effect on July 1, 2017, provide that there are no GST consequences in relation to buying or selling digital currency, or using it as a means of payment, unless the entity concerned is carrying on a business.\textsuperscript{43}

\begin{itemize}
  \item \textsuperscript{37} Id.
  \item \textsuperscript{38} Id.
  \item \textsuperscript{39} Id.
  \item \textsuperscript{43} Id.
\end{itemize}
II. Custodianship of Cryptocurrencies by Financial Institutions

There are no specific legislative provisions governing custodianship of cryptocurrencies or other cryptoassets. As indicated above, where a cryptoasset stored in a vault or wallet is considered to be a financial product, the custodial services would be regulated under the financial services provisions of the Corporations Act 2001 (Cth).\(^44\) Thus, “[t]hey are required to hold an Australian financial services licence (AFSL) that authorises them to provide custodial or depository services to clients with respect of financial products, and need to comply with obligations imposed upon them as AFSL holders.”\(^45\)

In July 2018, it was reported that two Australian companies, Decentralised Capital and Custodian Vaults, had announced a partnership to launch “Australia’s first insured crypto-currency vault.”\(^46\) The vault services were expected to target “institutional and wealthy investors, in addition to cryptocurrency exchangers and issuers of initial coin offerings.”\(^47\)

III. Regulation of Cryptocurrencies as Financial Securities

The ASIC guidance covers when tokens offered under an ICO could be a share, interest in a managed investment scheme, derivative, or non-cash payment facility, all of which are “financial products” under the Corporations Act. It also clarifies that ICOs are not the same as “crowd-sourced funding” under recent amendments to the Corporations Act governing such arrangements.\(^48\)

A. Shares

ASIC’s guidance on cryptocurrencies and ICOs covers the question of when an ICO could be an offer of shares under the Corporations Act 2001 (Cth).\(^49\) It states as follows:

\(^{44}\) See Corporations Act 2001 (Cth) s 766E (meaning of provide a custodial or depository service).


\(^{48}\) INFO 225, supra note 10.

\(^{49}\) Chapter 2H of the Corporations Act 2001 (Cth) relates to shares in a company, while section 761A provides a definition of “security” for the purposes of chapter 7 of the Act, and division 3 of part 7.1 includes securities within the meaning of “financial product.”
When an ICO is created to fund a company (or to fund an undertaking that looks like a company) then the rights attached to the tokens issued by the ICO may fall within the definition of a share.

The bundle of rights referred to above may be used by ASIC to help determine if a token is in fact a share. If the rights attached to the token (which are generally found in the ICO’s ‘white paper’) are similar to rights commonly attached to a share – such as if there appears to be ownership of the body, voting rights in decisions of the body or some right to participate in profits of the body shown in the white paper – then it is likely that the tokens could fall within the definition of a share.

Where it appears that an issuer of an ICO is actually making an offer of a share, the issuer will need to prepare a prospectus. Such offers of shares are often described as initial public offerings (IPOs).

By law, a prospectus must contain all information that consumers reasonably require to make an informed investment decision.

Importantly, though an ICO may look similar to an IPO, the ICO may not offer the same protections to consumers and may result in liability for the issuer and those involved in the ICO. Issuers of an ICO need to be aware that where an offer document for an ICO is, or should have been, a prospectus and that document does not contain all the information required by the Corporations Act, or includes misleading or deceptive statements, consumers may be able to withdraw their investment before the tokens are issued or pursue the issuer and those involved in the ICO for the loss.

In addition to the prospectus requirements, if an ICO is considered to be an offer of shares, the relevant company must maintain a share register, recording all of the shares it has issued and information about the company’s shareholders.

ASIC’s 2017–18 annual report states that, in May 2018, it

took action to protect investors where we identified fundamental concerns with the structure of an ICO, the status of the offeror and the lack of regulated disclosure. As we considered the tokens being offered were legally preference shares, the offer required prospectus disclosure and was being made by a proprietary limited company (proprietary limited companies are not permitted to make offers of securities requiring disclosure). The transaction was subsequently withdrawn.

50 INFO 225, supra note 10.


52 ASIC, ANNUAL REPORT 2017-18, supra note 13, at 78.
B. Managed Investment Schemes

Under the Corporations Act 2001 (Cth), the following are the “basic indicators of whether an arrangement is a managed investment scheme”:

- people contribute money or assets (such as digital currency) to obtain an interest in the scheme (‘interests’ in a scheme are generally a type of ‘financial product’ and are regulated by the Corporations Act)
- any of the contributions are pooled or used in a common enterprise to produce financial benefits or interests in property, and
- the contributors do not have day-to-day control over the operation of the scheme but, at times, may have voting rights or similar rights.

If the value of a token is related to the management of such an arrangement, “the issuer of the ICO is likely to be offering a managed investment scheme.” This categorization carries a range of product disclosure, licensing, and registration obligations under the Corporations Act.

C. Derivatives

Based on the definition of a derivative in the Corporations Act,

[j]f an ICO produced a token that is priced based on factors such as another financial product or underlying market index or asset price moving in a certain direction before a time or event which resulted in a payment being required as part of the rights or obligations attached to the token, this may be a derivative. For example, payment arrangements associated with changes in the relevant product, index or asset could be structured as a ‘smart contract’ or self-executing contract represented in the token itself.

The ASIC guidance notes that the “underlying instrument of a derivative may be, among other things, a share, a share price index, a pair of currencies or a commodity (including a cryptocurrency).”

---

53 A definition of “managed investment scheme” is provided in section 9 of the Corporations Act 2001 (Cth), while chapter 5C contains detailed provisions related to such schemes. Section 764A specifically provides that an interest in a managed investment scheme is a financial product.

54 INFO 225, supra note 10.

55 Id.

56 Id.

57 See Corporations Act 2001 (Cth) s 761D (meaning of derivative).

58 INFO 225, supra note 10.

59 Id.
D. Non-Cash Payment Facilities

Under the Corporations Act, a non-cash payment facility “is an arrangement through which a person makes payments, or causes payments to be made, other than by physical delivery of currency.”\(^{60}\) The ASIC guidance states that tokens offered through an ICO are unlikely to be non-cash payment facilities. However, the categorization could apply where the ICO includes an arrangement that allows

- payments to be made to a number of payees in this form, or
- payments to be started in this form and converted to fiat currency to enable completion of the payment.\(^{61}\)

IV. Treatment of Cryptoassets Not Considered Securities

As noted above, ASIC has stated that it does not consider Bitcoin to be a financial product under the Corporations Act 2001 (Cth). Therefore, offers and other activities relating to Bitcoin and similar cryptocurrencies are likely to be subject to the Australian Consumer Law, rather than to the requirements in the Corporations Act (including licensing and disclosure requirements). They are also subject to the capital gains tax system and cryptocurrency exchanges are required to comply with the AML/CFT law.

Both the Australian Consumer Law and the Corporations Act prohibit misleading and deceptive conduct.\(^{62}\) As also noted above, ASIC has been delegated functions and powers under the Australian Consumer Law in the context of ICOs and other cryptoasset activities. The ASIC guidance provides the following examples of conduct that may be prohibited, regardless of the applicable law:

- the use of social media to generate the appearance of a greater level of public interest in an ICO
- undertaking or arranging for a group to engage in trading strategies to generate the appearance of a greater level of buying and selling activity for an ICO or a crypto-asset
- failing to disclose adequate information about the ICO, or
- suggesting that the ICO is a regulated product or the regulator has approved the ICO if that is not the case.\(^{63}\)

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As stated above, the treatment of different types of cryptocurrencies depends on their nature. There does not appear to be any specific restrictions on the sale of, or investments in, a particular type of cryptocurrency.

\(^{60}\) Id. See also Corporations Act 2001 (Cth) s 763D (when a person makes non-cash payments).

\(^{61}\) INFO 225, \textit{supra} note 10.

\(^{62}\) See Competition and Consumer Act 2010 (Cth) sch 2 pt 2-1; Corporations Act 2001 (Cth) pt 7.7 div 7 (containing offenses related to a disclosure document being “defective,” including where it contains a “misleading or deceptive statement.”).

\(^{63}\) INFO 225, \textit{supra} note 10.
I. Introduction

The Bahamas does not have any legislation that specifically applies to cryptocurrencies. The regulation of cryptocurrencies in the Bahamas currently varies according to whether a particular cryptocurrency is considered to be a security, currency, or commodity.\(^1\)

In September 2018, the Central Bank of the Bahamas issued a caution to the public on initial coin offerings (ICOs) of virtual currencies. The caution advised the public that virtual currencies are not regulated by the Central Bank of the Bahamas or the Securities Commission of the Bahamas, and that the Bank has not issued any licenses to cryptocurrency operators to offer digital currency or associated services, including but not limited to cryptocurrency exchanges, crypto loans, and crypto and fiat processing either in, or from within, the Bahamas.\(^2\)

II. Discussion Paper

The Central Bank of the Bahamas issued a discussion paper in November 2018 proposing different approaches to the regulation of cryptoassets.\(^3\) The paper notes the Bank will impose constraints on the range of crypto instruments in which [supervised financial institutions] may transact--either directly on balance sheet or from an associative point of view. The Bank will also prohibit direct convertibility between Bahamian dollar (B$) currency or officially sanctioned B$ crypto instruments and foreign currency denominated crypto assets or non-resident sponsored instruments.\(^4\)

The discussion paper states that some cryptoassets may have underlying features or uses that meet the criteria of a financial instrument, and these are already regulated by the existing financial

---


4 Id at 1.
regulations, such as the Payment Systems Act,\(^5\) the Payments Instrument (Oversight) Regulations,\(^6\) and the Securities Industry Act 2011.\(^7\) The discussion paper notes that these acts and regulations need to be amended to ensure that cryptoassets clearly fall within their scope. If proposals in the report are accepted, the Payments Instrument (Oversight) Regulations will be amended to cover the use of the Bahamian dollar and “foreign currency denominated crypto payments instruments,”\(^8\) although the discussion paper notes that “only Central Bank sponsored digital currencies, or payments instruments fully backed by Central Bank issued currencies or legal tender deposits, will be eligible for issuance by licensed payment services providers.”\(^9\)

The closing date for responses to the discussion paper was set at December 15, 2018. As of March 26, 2019, it does not appear that any further papers have been issued or amendments made to the laws.


\(^8\) DISCUSSION PAPER: PROPOSED APPROACHES TO REGULATION OF CRYPTO ASSETS IN THE BAHAMAS, supra note 3, at 1.

\(^9\) Id.
SUMMARY

Belarus was the first Eastern European country to adopt comprehensive legislation governing cryptocurrencies. The Presidential Decree on the Development of the Digital Economy, effective in March 2018, provides the legal framework for cryptocurrencies and blockchain technologies. Cryptocurrency operations are limited to the residents of High-Tech Park—an entity created by the Presidential Decree to serve as project incubator and host.

In November 2018, High-Tech Park issued five additional regulations pertaining to initial coin offerings, cryptocurrency platforms, and exchange operators. The regulations also provide for compliance procedures with anti-money laundering and counter-financing of terrorism legislation.

I. Financial Regulation and Consumer Protection

Belarus was the first Eastern European country to adopt comprehensive legislation governing cryptocurrencies. The Presidential Decree on the Development of the Digital Economy, which became effective on March 28, 2018, provided the foundation for cryptocurrency and blockchain technology regulation. The aim of the Decree was to create a legal framework for the comprehensive regulation of businesses based on blockchain technology, including for regulating the issuance of and transactions with cryptocurrencies and tokens. The Decree created the High Technologies Park (High-Tech Park, HTP)—a project incubator entity authorized to register and regulate entities (both residents and non-residents) engaged in the development of blockchain technologies and transactions with cryptocurrencies.

The Decree defined cryptocurrencies as a bitcoin or other digital signs (tokens) that is used in international circulation as a universal means of exchange. The Decree also defined “cryptoplatform operators,” “cryptocurrency exchange office operators,” and initial coin offering (ICO) entities based on their activities in the area of blockchain and cryptocurrencies.

In November 2018, the HTP issued the following five regulations related to cryptocurrency and token activities:

---


2 Id.
• Regulations on the Requirements to be Met by Certain Applicants for Their Registration as Residents of the High Technologies Park\(^3\)
• Regulations on the Activity of a Cryptoplatform Operator\(^4\)
• Regulations on the Activity of a Cryptocurrency Exchange Office Operator\(^5\)
• Regulations on Provision of Services Related to the Creation and Placement of Digital Tokens (Tokens) and Carrying Out of Operations on the Creation and Placement of Own Digital Tokens (Tokens) (ICO Regulations)\(^6\)
• Regulations on the Requirements for the Internal Control Rules of Residents of the High Technologies Park (Internal Control Regulations).\(^7\)

In addition to containing more detailed definitions of the roles and authorities of various cryptocurrency entities, the regulations also introduced detailed and comprehensive requirements related to risk management, data protection, and anti-money laundering and countering-financing of terrorism (AML/CFT) procedures.

A. ICO Organizers

According to the ICO Regulations, an ICO organizer (which must be an HTP resident) must create and place tokens based on a client’s request. The creation and issuance of a particular type of token must be based on the analysis of smart contracts. The organizer can also be engaged in consulting and promotional activities with regard to tokens.\(^8\)

The ICO organizer is required to provide for the proper identification and vetting of clients, including identification of the first owner or owners of the tokens. It is the responsibility of the ICO organizer to vet potential clients in order to identify and manage risks based on the following categories:

---

\(^3\) Regulations on the Requirements to be Met by Certain Applicants for Their Registration as Residents of the High Technologies Park (HTP Applicant Regulations), [http://www.park.by/content/docs/Regulations-on-Crypto/Applicants%20requirements.pdf](http://www.park.by/content/docs/Regulations-on-Crypto/Applicants%20requirements.pdf) (unofficial English translation), archived at [https://perma.cc/3NZ2-LPD4](https://perma.cc/3NZ2-LPD4).


\(^7\) Regulations on the Requirements for the Internal Control Rules of Residents of the High Technologies Park (Internal Control Regulations), [http://www.park.by/content/docs/Regulations-on-Crypto/AML.pdf](http://www.park.by/content/docs/Regulations-on-Crypto/AML.pdf) (unofficial English translation), archived at [https://perma.cc/T4J4-3YTJ](https://perma.cc/T4J4-3YTJ).

\(^8\) ICO Regulations, § 6.
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- Credit risk;
- Country risk;
- Market risk;
- Liquidity risk;
- Operational risk; and
- Reputational risk.\(^9\)

In addition, ICO organizers must comply with documentation, audit, accounting, and personnel requirements of the cryptocurrency regulations listed above.\(^{10}\)

The ICO organizer is required to make audio or video recordings of negotiations with clients (with mandatory prior notification about this) and keep the data as well as all correspondence with clients for at least five years. Belarusian and foreign legal entities are allowed to be ICO customers. ICO customers must meet the following requirements: the presence of key personnel and good business standing of the customer, his founders, director, and other key professional staff members.\(^{11}\)

B. Cryptoplatform Operators

According to the Regulations on the Activity of a Cryptoplatform Operator, a cryptoplatform operator (which must be an HTP resident) is an entity engaged in facilitating trading in tokens, including transactions placing the tokens on behalf of clients.\(^{12}\) The Regulations also allow cryptoplatform operators to engage in transactions with tokens in the clients’ interests on the basis of an agency relationship. In order to execute these functions, cryptoplatform operators must adopt “local acts,” which are procedural guidelines for clients with a description of the procedures and processes for accepting clients.\(^{13}\)

Cryptoplatform operators must adopt measures to limit suspicious transactions, especially with regard to anonymous tokens.\(^{14}\) They must also provide for the complete separation of their own money and the money and tokens of clients; report on the balances of electronic money and tokens of each client; and report on the execution (or non-execution) of orders.\(^{15}\) Furthermore, they must have in place due diligence and proper control measures in preventing trading involving minors, citizens of countries that prohibit dealings with cryptocurrency and tokens,

---

\(^9\) Id. § 4.3.1


\(^{11}\) ICO Regulations, § 2.

\(^{12}\) Regulations on the Activity of a Cryptoplatform Operator, ch. 4.

\(^{13}\) Id. § 12.

\(^{14}\) Id. § 15.

\(^{15}\) Id. § 5.
and citizens of Belarus who lack proper knowledge of cryptocurrencies. The Regulations also prescribe general rules for fair and transparent advertising, which must inform clients of the potential risks in dealing with cryptocurrencies.

II. Anti-Money Laundering Law

The Internal Control Regulations prescribe requirements and procedures for vetting, verifying, and managing risks associated with activities governed by AML/CFT legislation. In particular, the Regulations state that internal control rules must be in compliance with part 3 of article 5 of the AML/CFT Law, as well as other legislative and regulatory acts. The main principle of AML/CFT legislation—know your client—must be complied with. HTP residents have the right to refuse to execute financial transactions on behalf of a client if the latter proposes or intends to execute anonymous financial transactions. HTP residents also have the right to refuse to execute financial transactions exceeding 2000 base values if the client proposes or intends to use mechanism other than bank or electronic money transfers. In this case, the HTP resident must, within one business day, inform financial intelligence bodies about such a refusal.

A. Data Collection and Protection

HTP residents are required to keep information about relevant transactions for five years beginning from the date of the client’s request for the execution of such transactions. Such information includes verification of the addresses (identifiers) of virtual wallets with a high degree risk score from a money laundering perspective.

B. Internal Control

According to the Internal Control Regulations, an HTP resident’s internal control system must include

- identification and verification of all clients executing financial transactions, and in the cases specified by these Regulations and (or) the internal control rules, and also of the clients executing other transactions (operations) with tokens, which are not financial operations;
- storage of the information which includes clients’ identification data (including the information obtained following the results of verification, information updating);

---

16 Id. §§ 6 & 8.
17 Id. ch. 3. See also BELARUS HAS ACCOMPLISHED THE SECOND STAGE OF CRYPTOCURRENCY REGULATION, supra note 9, at 8.
18 Internal Control Regulations, chs. 1-4.
20 Internal Control Regulations, § 6.3.
determination of the nature of the client’s ordinary activity; and
monitoring of all financial transactions of the clients . . .  21

C. Risk Management Measures

The Regulations prescribe that the following areas of risk exposure should be considered by HTP residents:

- The client’s profile risk;
- The geographic or regional risk;
- The transactional risk.22

III. Taxation

According to the Presidential Decree, the income of HTP residents as well as the income of natural persons incurred during the mining, creation, acquisition, or alienation of tokens is exempt from income tax.23 The sale of tokens is also exempt from value-added tax.24 These exemptions will be in effect until January 1, 2023.25

21 Id. § 7.
22 Id. § 13.
23 Decree of the President of the Republic of Belarus No. 8 of Dec. 21, 2017, § 3.
24 Id.
25 Id.
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SUMMARY Bermuda enacted comprehensive legislation in 2018 that regulates cryptocurrencies, digital assets, and initial coin offerings. There is an extensive set of licensing requirements designed to ensure that digital asset businesses meet standards to ensure liquidity and transparency and comply with anti-money laundering laws and various consumer protections.

I. Introduction

In 2018, Bermuda introduced two new pieces of legislation, the Digital Asset Business Act and the Companies and Limited Liability Company (Initial Coin Offering) Amendment Act 2018 (ICO Act). These Acts regulate businesses that handle digital assets and those providing initial coin offerings (ICOs). They are designed to ensure transparency, robust anti-money laundering procedures, and consumer protection. This report provides a high level overview of the requirements and oversight provided by the Acts.

II. Regulation of Cryptocurrencies

A. Digital Asset Activities

1. Licensing

The Digital Asset Business Act entered into force on September 10, 2018. It was supplemented with the Digital Asset Business (Cybersecurity) Rules 2018, the Digital Asset Business (Client

---


The 2018 Act regulates “digital asset businesses” in Bermuda, and requires businesses that are incorporated or formed either within or outside of Bermuda that conduct digital asset business in, or from within, Bermuda to obtain a license from the Bermuda Monetary Authority. Digital assets are defined as

anything that exists in binary format and comes with the right to use it and includes a digital representation of value that—

(a) is used as a medium of exchange, unit of account, or store of value and is not legal tender, whether or not denominated in legal tender;
(b) is intended to represent assets such as debt or equity in the promoter;
(c) is otherwise intended to represent any assets or rights associated with such assets; or
(d) is intended to provide access to an application or service or product by means of distributed ledger technology;

but does not include—

(e) a transaction in which a person grants value as part of an affinity or rewards program, which value cannot be taken from or exchanged with the person for legal tender, bank credit or any digital asset; or
(f) a digital representation of value issued by or on behalf of the publisher and used within an online game, game platform, or family of games sold by the same publisher or offered on the same game platform.[7]

Businesses that require a license under the Act include those involved in

(a) issuing, selling or redeeming virtual coins, tokens or any other form of digital assets;
(b) operating as a payment service business utilising digital assets which includes the provision of services for the transfer of funds;
(c) operating as an electronic exchange;
(d) providing custodial wallet services;
(e) operating as a digital assets services vendor.8

The Act specifically excludes the following activities from the definition of digital asset businesses:

7 Digital Asset Business Act 2018, § 2(1).
8 Id. § 10(1).
(a) contributing connectivity software or computing power to a decentralized digital asset, or to a protocol governing transfer of the digital representation of value;
(b) providing data storage or security services for a digital asset business, but is not otherwise engaged in digital asset business activity on behalf of other persons;
(c) the provision of any digital asset business activity by an undertaking solely for the purposed of its business operations or the business operations of any subsidiary of it.9

In order to obtain a license, the business must pay a fee and apply to the Bermuda Monetary Authority. The Act requires businesses to include the following information in the application:

(a) a business plan setting out the nature and scale of the digital asset business activity which is to be carried on by the applicant;
(b) particulars of the applicant’s arrangements for the management of the business;
(c) policies and procedures to be adopted by the applicant to meet the obligations under this Act and the Proceeds of Crime (Anti-Money Laundering and Anti-Terrorist Financing) Regulations 2008;
(d) such other information and documents as the Authority may reasonably require for the purpose of determining the application; and
(e) an application fee which shall be an amount determined by the Authority commensurate to the nature, scale and complexity of the digital asset business to be carried on by the undertaking and as may be prescribed under the Bermuda Monetary Authority Act 1969.10

Bermuda offers two types of digital asset business licenses:

- Class F licenses enable individuals to provide any digital asset business activities.
- Class M licenses enables a person to provide all digital asset business activities for a specified period of time, which may be extended by the Bermuda Monetary Authority.11

Applicants requesting a license under the Act should specify the type of class of license they are seeking. The Bermuda Monetary Authority also has the authority to determine which class of license is issued to a business. When making this determination, the Bermuda Monetary Authority considers the interests of clients, potential clients, and the public and any obligations it believes should be imposed on the applicant “due to the nature of the digital asset business activities it intends to carry on.”12

In order to issue a license, the Bermuda Monetary Authority must be satisfied of the following:

9 Id. § 11(5).
10 Id. § 12(6).
11 Id. § 12(1).
12 Id. § 14(2)(b).
Controllers of the business are fit and proper persons;\(^{13}\)

Business is conducted in a prudent manner and in compliance with any codes of practice, accounting requirements, and Bermuda’s anti-money laundering legislation;

Business is undertaken with skill and integrity;

Minimum net assets of US$100,000 will be maintained, unless the Bermuda Monetary Authority has determined another amount;

Sufficient insurance is carried to cover the risks inherent in the operation of its business, and the amount must be “commensurate with the nature and scale of its digital asset business”;\(^{15}\) and

The business is directed by two individuals overseen by non-executive members.\(^{16}\)

More detailed guidance on these requirements is contained in a “Statement of Principles” issued by the Bermuda Monetary Authority.\(^{17}\) Businesses that conduct digital asset activities without a license are subject to a fine of up to US$250,000 and/or up to five years imprisonment.\(^{18}\)

\(^{13}\) Id. sched. 1 ¶¶ 1-3. These paragraphs provide the Bermuda Monetary Authority with the following authorities:

(2) In determining whether a person is a fit and proper person to hold any particular position, regard shall be had to his probity, to his competence and soundness of judgement for fulfilling the responsibilities of that position, to the diligence with which he is fulfilling or likely to fulfil those responsibilities and to whether the interests of clients or potential clients of the licensed undertaking are, or are likely to be, in any way threatened by his holding that position.

(3) Without prejudice to the generality of the foregoing provisions, regard maybe had to the previous conduct and activities in business or financial matters of the person in question and, in particular, to any evidence that he has—

(a) committed an offence involving fraud or other dishonesty, or violence;

(b) contravened any provision made by or under any enactment appearing to the Authority to be designed for protecting members of the public against financial loss due to dishonesty, incompetence or malpractice by persons concerned in the provision of banking, insurance, investment or other financial services or the management of companies or against financial loss due to the conduct of discharged or undischarged bankrupts;

(c) engaged in any business practices appearing to the Authority to be deceitful or oppressive or otherwise improper (whether lawful or not) or which otherwise reflect discredit on his method of conducting business;

(d) engaged in or has been associated with any other business practices or otherwise conducted himself in such a way as to cast doubt on his competence and soundness of judgement.


\(^{15}\) Digital Asset Business Act 2018, sched. 1 ¶ 2(6).

\(^{16}\) Id. sched. 1.


\(^{18}\) Id.
2. **Oversight**

In order to aid efficient oversight of activities conducted under the Act, licensed digital asset businesses must maintain a head office in Bermuda that directs and manages the digital asset business. When determining whether such operations occur in Bermuda, the Bermuda Monetary Authority considers where the majority of decision making of the business occurs, if senior executives responsible for the digital asset business are located in Bermuda, and where meetings of the board of directors occur.\(^\text{19}\)

Businesses licensed under the Act are also required to appoint a senior representative who has been approved by the Bermuda Monetary Authority to act in this capacity on behalf of the business.\(^\text{20}\) The Act imposes a duty on the senior representative to notify the Bermuda Monetary Authority where he or she believes any of the following circumstances has arisen in the digital asset business:

- There is a likelihood of the business becoming insolvent;
- The business is failing to comply with any conditions imposed by the Bermuda Monetary Authority;
- The business is involved in any criminal proceedings in Bermuda or overseas;
- The business stops operating a digital asset business;
- There are any material changes to the business; or
- A cyber-reporting event occurs.\(^\text{21}\)

The Act bestows the Bermuda Monetary Authority with a number of supervisory powers, including the right to investigate into the activities of businesses; power to obtain information and reports; the ability to require licensed businesses to produce documentation; and a right of entry onto licensed businesses to obtain information and documents.\(^\text{22}\)

Businesses licensed under the Digital Asset Business Act are required to prepare annual audited financial statements or accounts from an approved auditor of all transactions and balances of its businesses.\(^\text{23}\)

---


\(^\text{20}\) Id. § 19.

\(^\text{21}\) Id. § 20.

\(^\text{22}\) Id. §§ 58-60.

\(^\text{23}\) Id. § 31.
B. Initial Coin Offerings

The Companies and Limited Liability Company (Initial Coin Offering) Amendment Act 2018 (ICO Act) entered into force on July 9, 2018. The ICO Act provides a framework for ICOs that occur in, or from within, Bermuda. The Act provides that no person is permitted to conduct an ICO from in, or within, Bermuda unless they are a company that is registered with the Registrar of Companies. The ICO Act further provides that ICOs are a “restricted activity” and thus requires Bermuda companies to apply to the Minister for consent before launching one from in, or within, Bermuda. The ICO Act defines digital asset in the same manner as the Digital Asset Business Act, set out above.

The Fintech Advisory Committee reviews each application and then makes a recommendation to the Minister as to whether or not it should be approved. The application must include the details of the development and implementation of the product or services, how long it will take to complete, along with information about rights, functionality, features, and transferability. To ensure that anti-money laundering laws are complied with, the ICO must collect, confirm, and store the identity of any purchasers of tokens or coins offered.

Upon approval from the Minister, the ICO must publish an “offer document” and file it with the Registrar of Companies. The document must include details such as the business, or proposed business, the project, rights and restrictions on the digital assets as well as warning language about the risks associated with investing in ICOs. The warning should appear both in the offer document and on the ICO platform itself when the offer is open or suspended. The warning statement must include the following details:

(a) information regarding any substantial risks to the project which are known or reasonably foreseeable;
(b) information as to a person’s rights or options if the project which is the subject of the Initial Coin Offering in question does not go forward;
(c) a description of the rights (if any) in relation to the digital assets that are being offered;
(d) information regarding any disclaimer in respect of guarantees or warranties in relation to the project to be developed or any other asset related to the Initial Coin Offering.

The ICO Act provides for two different regimes according to the type of assets issued. ICOs that are launched solely for crowdfunding purposes are regulated by the Companies Act 1981, the

---

25 Id. § 4.
26 Id.
27 Id.
Limited Liability Company Act\textsuperscript{29} and the Register of Companies. ICOs that involve virtual currencies or digital assets fall under the Digital Asset Business Act 2018 and are overseen by the Bermuda Monetary Authority.

III. Consumer Protection

The Digital Asset Business Act 2018 requires licensed businesses to conduct their business in a prudent manner, and specifically states that the business

\begin{quote}
shall not be regarded as conducting its business in a prudent manner unless it maintains or, as the case may be, will maintain minimum net assets of $100,000 or such amount as the Authority may direct taking into consideration the nature, size and complexity of the licensed undertaking.\textsuperscript{30}
\end{quote}

The Digital Asset Business Act requires licensed businesses that hold client assets to keep these assets separately from other business accounts.\textsuperscript{31} It further requires licensed businesses to maintain either a surety bond, trust account maintained by a qualified custodian, or indemnity insurance in the form and amount, as approved by the Bermuda Monetary Authority in order to protect the businesses clients.\textsuperscript{32}

Licensed businesses that have custody of one or more digital assets are required to maintain a sufficient amount of digital assets to meet the obligations it owes to its clients.\textsuperscript{33} The Digital Asset Business Act further mandates businesses should

\begin{quote}
ensure that any assets belonging to clients are kept segregated from the DAB’s own assets. The DAB may place client assets in a trust with a qualified custodian, or have a surety bond or indemnity insurance, or implement other arrangements to ensure the return of client assets in the event the DAB is placed into liquidation, becomes insolvent or is a victim of theft.\textsuperscript{34}
\end{quote}

The Bermuda Monetary Authority has issued a draft code of practice on the custody of digital assets to provide further clarity over the standards it expects from businesses when safeguarding customer assets.\textsuperscript{35} The draft code covers the safekeeping of digital assets in the custody of the

\begin{footnotesize}

\textsuperscript{30} Digital Asset Business Act 2018, sched. 1, ¶ 2.

\textsuperscript{31} Id. § 17.

\textsuperscript{32} Id. § 18.

\textsuperscript{33} Id. § 18.

\textsuperscript{34} DIGITAL ASSET BUSINESS ACT 2018: CODE OF PRACTICE, \textit{supra} note 14, para. 34.

\end{footnotesize}
digital asset business, including recovery protocols in cases of compromised or corrupted assets, the handling of transactions, and operational policies and procedures.\textsuperscript{36}

The Bermuda Monetary Authority may direct licensed businesses to conduct certain actions that are “desirable for safeguarding the interests of the licensed undertaking’s clients or proposed clients”\textsuperscript{37} if it believes the businesses are in breach of any provisions of the Act, regulations, or rules that apply to it. Failing to comply with a direction is publishable by a fine of up to US$2 million.\textsuperscript{38} The Bermuda Monetary Authority may also conduct an investigation into the nature, conduct, or state of a business licensed under the Digital Asset Business Act, suspected contraventions of the Digital Asset Business Act, as well as the ownership and control of a licensed business.\textsuperscript{39}

IV. Anti-Money Laundering Laws

The Digital Asset Business Act amended Bermuda’s anti-money laundering laws to include businesses licensed to conduct digital asset business within the definition of regulated financial institution under the Proceeds of Crime Act 1997 (POCA Act),\textsuperscript{40} the Anti-Terrorism (Financial and Other Measures) Act 2004,\textsuperscript{41} and the Proceeds of Crime (Anti-Money Laundering and Anti-Terrorist Financing) Regulations 2008.\textsuperscript{42} The obligations contained in these Acts therefore apply to businesses licensed under the Digital Asset Business Act. Anti-money laundering procedures and policies are required to be included in the license application under the Digital Asset Business Act,\textsuperscript{43} and any branches or subsidiaries located overseas must also comply with Bermuda’s anti-money laundering laws. In addition, the Digital Asset Business Act requires licensed businesses to operate in a prudent manner, and states part of that prudent manner involves complying with Bermuda’s anti-money laundering legislation.\textsuperscript{44}

The anti-money laundering laws require that senior management of digital asset businesses

\textsuperscript{36} Id. para. 1.4.

\textsuperscript{37} Digital Asset Business Act 2018, § 28(2).

\textsuperscript{38} Id. § 28(3).

\textsuperscript{39} Id. § 61.


\textsuperscript{43} Digital Asset Business Act 2018, § 12(6)(c).

• Ensure compliance with the Acts and Regulations;
• Identify, assess and effectively mitigate the ML/TF risks the RFI faces amongst its customers, products, services, transactions, delivery channels, outsourcing arrangements and geographic connections;
• Conduct an AML and Sanctions risk assessment and ensure that the risk assessment findings are maintained up to date;
• Appoint a Compliance Officer at the senior management level to oversee the establishment, maintenance and effectiveness of the RFI’s AML/ATF policies, procedures and controls;
• Appoint a Reporting Officer to process client disclosures;
• Screen employees against high standards;
• Ensure that adequate resources are periodically trained and devoted to the RFI’s AML/ATF policies, procedures and controls;
• Audit and periodically test the RFI’s AML/ATF policies, procedures and controls for effectiveness and address any issues uncovered adequately and timely; and
• Recognise potential personal liability if legal obligations are not met.45

Failing to comply with Bermuda’s anti-money laundering laws can result in substantial penalties. Failing to comply with the requirements contained in the POCA Regulations is a criminal offence, punishable by up to two years imprisonment and/or a fine of up to US$750,000.46 The Bermuda Monetary Authority may impose a financial penalty of up to US$10 million for each failure to comply with the regulations, along with restrictions on the license issued and other disciplinary measures.47

V. Taxation

Bermuda is a low tax jurisdiction and there are no specific taxes on income, capital gains, or other taxes on digital assets in Bermuda.


SUMMARY

Cryptocurrencies are not yet regulated in Brazil. Financial authorities in Brazil have issued statements regarding the risks posed by this type of currency and its lack of guarantee by the monetary authorities, and has advised that companies that trade in virtual currencies are not regulated, supervised, or licensed to operate by the central bank.

Recently, the Brazilian Securities and Exchange Commission issued statements saying, among other things, that cryptocurrencies could not be classified as financial assets and could not directly be acquired by investment funds, but indirect investments in cryptoassets abroad could be acquired provided that such assets were regulated in that foreign market.

For taxation purposes, gains obtained from the disposal of virtual currencies must be declared to the Brazilian Internal Revenue Service and taxes paid accordingly.

I. Approach to Assets Created Through Blockchain


On February 19, 2014, the Brazilian Central Bank (Banco Central do Brasil, BACEN) issued Policy Statement No. 25,306 on the risks related to the acquisition of so-called “virtual currencies” or “encrypted currencies” and transactions carried out with these currencies.1 The purpose of the statement was, inter alia, to clarify that virtual currencies should not be confused with electronic money (moeda eletrônica) as defined in Law No. 12,865 of October 9, 2013, and its regulations.2

“Electronic money” is defined in article 6(VI) of Law No. 12,865 as a resource stored in a device or electronic system that allows the final user to make payment transactions in the national currency (Brazilian Real).3 The statement explained that, in contrast, virtual currencies are denominated in a different unit of account from the currencies issued by sovereign governments and are not stored in a device or electronic system in national currency.4

According to the statement,

---

2 Id.
• the usage of virtual currencies and whether regulations applicable to financial and payments systems apply to them have been the theme of international debate and public announcements by monetary authorities and other public institutions, with few concrete conclusions thus far;

• virtual currencies are not issued or guaranteed by a monetary authority;

• these virtual assets are not regulated or supervised by the monetary authorities of any country;

• there is no government mechanism that guarantees the value in official currency of those instruments known as virtual currencies; and

• BACEN is monitoring the evolution of the usage of these instruments, as well as the related discussions in international forums—especially regarding their nature, ownership, and functioning—in order to possibly adopt measures within its sphere of legal competency, if necessary.5

B. Financial Regulation and Consumer Protection

On September 18, 2018, the Administrative Council for Economic Defense (Conselho Administrativo de Defesa Econômica, CADE), Brazil’s antitrust regulator, started an investigation into the country’s financial institutions for allegedly abusing market power to undermine the performance of cryptocurrency brokers.6

The probe was initiated at the request of the Brazilian Blockchain and Cryptocurrency Association (Associação Brasileira de Criptomoedas e Blockchain, ABCB) to analyze the performance of major national banks in relation to the brokerage firms following several complaints that the banks undermine the economic order by closing accounts without explanation.7

According to CADE’s superintendent, banks may be “imposing restrictions or even prohibiting . . . the access of crypto-currency brokerages to the financial system, which, in fact, can cause losses to brokers.”8

In response to CADE’s investigation, banks reported that the accounts were closed because of lack of basic customer data required by anti-money laundering legislation.9

---

5 Id.
7 Id.
8 Id.
9 Id.
C. Anti-Money Laundering Law

1. Law No. 9,613 of March 3, 1998

Article 1 of Law No. 9,613 of March 3, 1998, provides that to hide or conceal the nature, origin, location, disposition, movement or ownership of property, rights or values arising, directly or indirectly, from a criminal offense is punished with imprisonment from three to ten years and a fine.\(^{10}\)

Apparently, articles 9, 10, and 11 of Law No. 9,613 were used by the defendants in CADE’s investigation. Article 9 determines that natural persons and companies (pessoas jurídicas) are subject to the obligations referred to in articles 10 and 11 of the Law if they engage in

- I - the acquisition, intermediation and application of financial resources of third parties, in national or foreign currency;
- II - the purchase and sale of foreign currency or gold as a financial asset or foreign exchange instrument;
- III - the custody, issuance, distribution, liquidation, negotiation, intermediation or administration of securities.\(^{11}\)

Article 10 of Law No. 9,613 establishes that the persons and companies referred to in article 9 must:

- I - identify their clients and maintain updated records, in accordance with instructions issued by the competent authorities;
- II - keep a record of all transactions in national or foreign currency, securities (títulos e valores mobiliários, títulos de crédito), metals, or any asset that can be converted into cash, that exceeds the limit set by the competent authority and in accordance with instructions issued by them;
- III - adopt policies, procedures and internal controls, compatible with their size and volume of operations, enabling them to comply with the provisions of articles 10 and 11 of Law No. 9,613, as disciplined by the competent bodies;
- IV - register and keep their registers up-to-date at the regulatory or supervisory body and, failing that, at the Financial Activities Control Council (Conselho de Controle de Atividades Financeiras, COAF), in the form and conditions established by them;
- V - respond to requests made by COAF at the periodicity, form and conditions established by it, and must preserve, under the terms of the law, the confidentiality of the information provided.\(^{12}\)

---

\(^{10}\) Lei No. 9.613, de 3 de Março de 1998, art. 1, http://www.planalto.gov.br/ccivil_03/LEIS/L9613compilado.htm, archived at https://perma.cc/7RP8-KWEJ.

\(^{11}\) Id. art. 9. The sole paragraph of article 9 further details the natural persons and companies that are subject to the same obligations specified in articles 10 and 11 of Law No. 9,613.

\(^{12}\) Id. art. 10. COAF is a body under the Ministry of Justice and Public Security, and was created by article 14 of Law 9,613 of 1998, and acts primarily in the prevention and combating of money laundering and the financing of terrorism. Conselho de Controle de Atividades Financeiras – COAF, MINISTERIO DA ECONOMIA,
In the event that the client is a legal entity, the identification referred to in article 10(I) must cover the individuals authorized to represent it, as well as their owners.\footnote{Lei No. 9.613, art. 10(§ 1).}

Article 11 determines that the persons and companies referred to in article 9 must:

I - pay special attention to operations which, according to instructions issued by the competent authorities, may constitute serious indications of the crimes provided for in Law No. 9,613 or related to them;

II - notify the COAF, avoiding to give notice of such act to any person, including the one to whom the information refers to, within twenty four hours, the proposal or realization:

a) of all transactions referred to in article 10(II) (above), accompanied by the identification referred to in article 10(I) (above); and

b) operations referred to in article 11(I) (above);

III - notify the regulatory or supervisory body of their activity or, in their absence, to the COAF, at the periodicity, form and conditions established by them, the non-occurrence of proposals, transactions or operations that may be communicated under the terms of article 11(II) (above).\footnote{Id. art. 11.}

The competent authorities, in the instructions referred to in article 11(I) must prepare a list of operations that, due to their characteristics, with respect to the parties involved, values, form of performance, instruments used, or lack of economic or legal grounds, can configure the hypothesis provided for therein.\footnote{Id. art. 11(§ 1).}

2. Bill of Law No. 2,303 of 2015

A Bill of Law that would have amended Law No. 12,865 of October 9, 2013, which provides for payment arrangements and payment institutions that are part of the Brazilian Payment System, and Law No. 9,613 of March 3, 1998, which provides for crimes of money laundering or concealment of assets and the prevention of the use of the financial system for illicit activities, was introduced in the Brazilian Chamber of Deputies in 2015.\footnote{Projeto de Lei No. 2.303, de 2015, CÂMARA DOS DEPUTADOS, http://www.camara.gov.br/proposicoesWeb/fichadetramitacao?idProposicao=1555470, archived at https://perma.cc/97Y2-NJDV.}

The Bill would have provided for the inclusion of virtual currencies and air mileage programs in the definition of “payment arrangements” under the supervision of the BACEN, and would have required individuals and companies engaged in investment businesses to closely monitor deals involving virtual currencies and air mileage programs for the crimes of money laundering or concealment of assets.\footnote{Id.}

\url{http://www.fazenda.gov.br/acesso-a-informacao/institucional/estrutura-organizacional/conselho-de-controle-de-atividades-financeiras-coaf} (last visited Apr. 1, 2019), \url{archived at https://perma.cc/9JQ6-T66K}.\footnote{Id No. 9.613, art. 10(§ 1).}
Law No. 12,865 currently defines “payment arrangement” as a set of rules and procedures that regulate the rendering of a particular service to the public that is accepted by more than one recipient, through direct access by end users, payers, and recipients.\(^{18}\)

The Bill did not move forward and lapsed on January 31, 2019.\(^{19}\)

**D. Taxation**

1. **Personal Income Tax**

A booklet prepared by the Brazilian Secretariat of Federal Revenue (Secretaria da Receita Federal do Brasil, RFB)\(^{20}\) containing questions and answers regarding personal income tax for 2018 includes information on how to declare virtual currencies on a person’s income tax return and the appropriate taxation.\(^{21}\)

The document states that virtual currencies must be declared. It explains that virtual currencies (bitcoins, for example), although not considered as currency under the current regulatory framework, should be declared in the Assets and Rights Tab as “other assets,” since they can be treated as a financial asset. The acquisition value of the assets must be stated. As this type of “currency” does not have official quotation, since there is no organ responsible for controlling its issue, there is no legal rule for the conversion of amounts for tax purposes. However, the taxpayer must keep documentation proving the authenticity of these values.\(^{22}\)

Another question asks whether gains obtained from the alienation of virtual currency are taxed. The answer provided indicates that where the gains obtained from the sale of virtual currencies (bitcoins, for example) in one month is more than R$35,000.00 (approx. US$9,256.00), these are taxed as capital gains, with progressive rates applying, and income tax must be paid before the last business day of the month following the month of the transaction. The taxpayer must keep documentation proving the authenticity of the transactions.\(^{23}\)


\(^{19}\) Projeto de Lei No. 2.303, de 2015, supra note 51.

\(^{20}\) [Institucional, RECEITA FEDERAL](http://receita.economia.gov.br/sobre/institucional), archived at [https://perma.cc/FLG2-SQTC](https://perma.cc/FLG2-SQTC). The Brazilian Secretariat of Federal Revenue is a specific body, which is subordinated to the Ministry of Finance, performing essential functions so that the State can fulfill its objectives. It is responsible for the administration of taxes of competence of the Union, including pensions, and those incidents on foreign trade, covering a significant part of the country’s social contributions.


\(^{22}\) Id. at 183 (Question 447).

\(^{23}\) Id. at 245 (Question 607).
2. Public Consultation

On October 30, 2018, the RFB issued a public consultation document seeking comments on the draft of a Normative Instruction regarding transactions performed with cryptoassets.24

The document proposes requiring that cryptoasset exchanges (companies that negotiate and/or enable the purchase and sale of cryptoassets) provide information of interest to the RFB regarding transactions involving cryptoassets, in addition to providing for the declaration by individuals and legal entities when using exchanges abroad or not using exchanges for transactions involving cryptoassets.25

The significant increase in recent years in the cryptoassets market in the country and the fact that the number of crypto exchange clients has already exceeded the number of users registered at the Brazilian stock exchange based in Sao Paulo, are mentioned as reasons for such a measure.26

II. Custodianship of Cryptocurrencies by Financial Institutions

In another statement associated with the growing interest of individuals and companies in virtual currencies, on November 16, 2017, BACEN warned of the risks derived from storing and negotiating virtual currencies and reiterated that these currencies are neither issued nor guaranteed by any monetary authority.27

The statement further explained that companies that negotiate or store virtual currencies on behalf of their owners, be they persons or companies, are neither regulated, licensed to operate, nor supervised by BACEN; there is no specific provision governing virtual currencies in the legal and regulatory frameworks associated with the National Financial System; and BACEN, in particular, neither regulates nor supervises transactions involving virtual currencies.28 The statement again reminded persons that virtual currencies are not to be confused with e-money, which is defined in accordance with Law No. 12,865 of October 9, 2013, and controlled by BACEN regulations approved under the guidelines of the National Monetary Council.29

In addition, the statement noted that carrying out international wire transfers referenced in foreign currencies through the use of virtual currencies and related instruments does not exempt companies from the obligation to comply with foreign exchange rules—especially the rule

25 Id. Exposição de Motivos.
26 Id. at 2.
28 Id.
29 Id.
establishing that this type of transaction may only be performed by institutions authorized by BACEN to operate in the foreign exchange market.\textsuperscript{30}

### III. Regulation of Cryptocurrencies as Financial Securities

#### A. CVM Statement No. 1 of January 12, 2018

On January 12, 2018, the Brazilian Securities and Exchange Commission (Comissão de Valores Mobiliários, CVM) issued Statement No. 1 (Ofício Circular), which was addressed to officers responsible for the administration and management of investment funds regulated by CVM Instruction No. 555 of December 17, 2014, that are investing in cryptocurrencies.\textsuperscript{31}

The Statement noted that both in Brazil and in other jurisdictions the legal and economic nature of these investment modalities has been discussed, without a conclusion having been reached on a particular conceptualization, especially in the domestic market and within its internal regulation.\textsuperscript{32} Based on this uncertainty, the interpretation of the CVM’s technical area is that cryptocurrencies cannot be classified as financial assets for the purposes of CVM Instruction 555/14, and for this reason their direct acquisition by regulated investment funds is not allowed.\textsuperscript{33}

The Statement further explained that the CVM has received inquiries regarding the possibility of investment funds being set up in Brazil for the specific purpose of investing in investment funds incorporated in other jurisdictions where they are admitted and regulated that invest in cryptocurrencies, or investing in derivatives allowed to be traded in regulated environments in other jurisdictions.\textsuperscript{34} In this regard, the CVM emphasized that the existing discussions about investment in cryptocurrencies, both directly by funds or in other ways, are still in an initial stage.\textsuperscript{35}

The CVM concluded that, based on its understanding of the technical area, there are still many other inherent risks associated with such investments (such as cybersecurity and privacy risks), and with the future legality of their acquisition or trade, and that considering all these variables it was not possible for the CVM to reach a conclusion regarding the possibility of the constitution and structuring of indirect investments in cryptocurrencies. Therefore, the CVM advised managers of

\textsuperscript{30} Id.


\textsuperscript{32} Id.

\textsuperscript{33} Id. Article 2(V) of CVM Instruction 555/2014 lists the financial assets applicable to investment funds registered with CVM. Instrução CVM No. 555, de 17 de Dezembro de 2014, http://www.cvm.gov.br/legislacao/instrucoes/inst555.html, archived at https://perma.cc/6LV3-X532.

\textsuperscript{34} Id.

\textsuperscript{35} Id.
investment funds to await further and more conclusive guidance from the CVM on the subject in order to structure indirect investments in cryptocurrencies.36

B. CVM Statement No. 11 of September 19, 2018

On September 19, 2018, CVM issued Statement No. 11 (Ofício Circular), to complement CVM Statement No. 1 of January 12, 2018.37

Statement No. 11 says that CVM Instruction 555/14, in its articles 98 et seq., when dealing with investment abroad, authorizes indirect investment in cryptoassets by, for example, the acquisition of shares of funds and derivatives, among other assets traded in third jurisdictions, provided they are admitted and regulated in those markets. However, in the performance of the duties imposed by regulations, it is the responsibility of the managers (administradores e gestores) and independent auditors to be diligent to avoid financing, directly or indirectly, illegal transactions such as money laundering, unfair practices, fraudulent operations, or price manipulation, among other similar practices.38

Statement No. 11 further said that an adequate way to address these concerns is the realization of such investments through trading platforms (“exchanges”) that are subject, in the relevant jurisdiction, to the supervision of regulatory bodies with powers to restrain such illegal practices, including through the establishment of regulatory requirements.39

It further said that while it is recommended that investments be made through these exchanges, there is no explicit prohibition on investments that are made otherwise. However, because of their fiduciary duties, administrators and managers should ensure that the chosen structure is able to fully meet the above-mentioned legal and regulatory requirements.40

Moreover, Statement No. 11 said it is important for the manager to verify that a cryptoasset is not a fraud, as has frequently been seen, for example, in initial coin offers worldwide. Thus, it is important that the manager takes steps to minimize the risk of fomenting the offer of a fraudulent cryptoasset, including through verification of the relevant variables associated with the issuance, management, governance, and other characteristics of the cryptoasset.41

36 Id.
38 Id.
39 Id.
40 Id.
41 Id.
SUMMARY  Canada primarily regulates cryptocurrencies under securities laws. The Canadian Securities Administrators have issued guidance on how the relevant laws may apply to different activities involving cryptocurrencies. It includes information on when coins or tokens may be considered securities and states that each initial coin or token offering must be considered on its own characteristics. Where securities are involved, this may trigger prospectus or registration requirements.

Canada allows the use of digital currencies, including cryptocurrencies. However, cryptocurrencies are not considered legal tender in Canada. Canada’s tax laws and rules, including the Income Tax Act, also apply to cryptocurrency transactions. The Canada Revenue Agency has characterized cryptocurrency as a commodity and stated that the use of cryptocurrency to pay for goods or services should be treated as a barter transaction.

On June 19, 2014, the Governor General of Canada gave his royal assent to Bill C-31, which includes amendments to Canada’s Proceeds of Crime (Money Laundering) and Terrorist Financing Act. The new law treats virtual currencies as “money service businesses” for purposes of anti-money laundering provisions. The law is not yet in force, pending issuance of subsidiary regulations.

I. Approach to Assets Created Through Blockchain

According to a recent report on cryptocurrency regulation in Canada, “[t]he general attitude of the Canadian government (including regulatory agencies) to cryptocurrencies has been a mix of caution and encouragement: caution in terms of protecting investors and the public, but encouragement in its support of new technology.”1 Furthermore, “cryptocurrencies are primarily regulated under securities laws as part of the securities’ regulators mandate to protect the public.”2

Canada allows the use of cryptocurrencies as a means of payment.3 According to the Government of Canada webpage on digital currencies, “[y]ou can use digital currencies to buy goods and services on the Internet and in stores that accept digital currencies. You may also buy and sell

---
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digital currency on open exchanges, called digital currency or cryptocurrency exchanges.” However, cryptocurrencies are not considered legal tender in Canada. The Currency Act defines “legal tender” as “bank notes issued by the Bank of Canada under the Bank of Canada Act” and “coins issued under the Royal Canadian Mint Act.” According to the report referred to above, “[d]espite cryptocurrency not being recognized as legal tender, the Bank of Canada tested Digital Depository Receipts (DDR) as a digital representation of Canadian currency in 2016 and 2017. DDR is a way to transfer central bank money on to a distributed ledger technology platform (DLT, or “blockchain”).”

A. Financial Regulation and Consumer Protection

Canada does not have a federal securities regulatory system or authority. Securities regulators from each of the ten provinces and three territories in Canada have joined together to form the Canadian Securities Administrators (CSA), “whose objective is to improve, coordinate and harmonize regulation of the Canadian capital markets.” As a result, securities regulations in the provinces and territories “have largely been harmonized.”

On August 24, 2017, the CSA published CSA Staff Notice 46-307 Cryptocurrency Offerings, “which outlines how securities law requirements may apply to initial coin offerings (ICOs), initial token offerings (ITOs), cryptocurrency investment funds and the cryptocurrency exchanges trading these products.” On June 11, 2018, the CSA issued CSA Staff Notice 46-308 Securities Law Implications for Offerings of Tokens. Further information on these notices is provided below.

---

4 Id.
5 Id.
7 Digital Currency, FCAC, supra note 3; Currency Act § 8.
8 Druzeta et al, supra note 1.
10 Druzeta et al., supra note 1.
The Financial Consumer Agency of Canada (the Agency) “is a federal agency that oversees compliance of federally regulated financial entities with consumer protection rules.”14 The Agency has a digital currency page which provides information on risks associated with and tips on using digital currencies. According to lawyers from Goodmans LLP, the Agency “has not yet released an official position on how or if it intends to further regulate the space. However, it is possible that as larger Canadian financial institutions begin investing in blockchain and cryptocurrency in their retail operations, the Agency will respond with new rules to satisfy its mandate and protect financial consumers.”15

B. Anti-Money Laundering Law

On June 19, 2014, the Governor-General of Canada gave his assent to Bill C-31 (An Act to Implement Certain Provisions of the Budget Tabled in Parliament on February 11, 2014, and Other Measures),16 which includes amendments to Canada’s Proceeds of Crime (Money Laundering) and Terrorist Financing Act. The law treats virtual currencies as “money service businesses” for purposes of anti-money laundering laws.17 As a result of the law, companies dealing in virtual currencies will be required to register with the Financial Transactions and Reports Analysis Centre of Canada (Fintrac), put into effect compliance programs, “keep and retain prescribed records,” report suspicious or terrorist-related property transactions, and determine if any of their customers are “politically exposed persons.”18 The law will also apply to virtual currency exchanges operating outside of Canada “who direct services at persons or entities in Canada.”19 The new amendments also bar banks from opening and maintaining accounts or having a “correspondent banking relationship” with companies dealing in virtual currencies, “unless that person or entity is registered with the Centre.”20

The law was regarded as the “world’s first national law on digital currencies, and certainly the world’s first treatment in law of digital currency financial transactions under national anti-money

---
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laundering law.”21 Although the law has received royal assent it is not yet in force, pending issuance of subsidiary regulations. A March 2018 news report indicated that the government may have been about to issue those regulations,22 but as yet none have been released.

C. Taxation

Canada’s tax laws and rules also apply to digital currency transactions.23 On March, 6, 2019, it was reported that Bitcoin investors were being targeted with audits by the Canada Revenue Agency (CRA).24 When asked to comment, a media contact at the CRA said in a statement that

[the Canada Revenue Agency (CRA) understands that a vast majority of middle-class Canadians pay their fair share, but it remains committed to ensuring that without exception, every taxpayer abides by the same tax laws. As a world-class tax administration, the CRA is also committed to adapting its administration to keep pace with evolving global services and products, and making key investments to effectively address the new ways of doing business in the global economy.

In order to make good on these commitments, the CRA established a dedicated cryptocurrency unit in 2017 to build intelligence, and conduct audits focused on risks related to cryptocurrencies. This unit has enhanced the CRA’s ability to monitor and enforce compliance in areas of emerging risk, including the cryptocurrency space. There are currently over 60 active audits related to cryptocurrency.

. . .

The CRA is also committed to helping taxpayers understand their tax obligations when using digital currencies, and to remind them that using digital currency does not exempt consumers from their tax obligations. The CRA has published educational material on its website regarding the tax treatment of dealing in Digital Currency.25

The CRA “has characterized cryptocurrency as a commodity and not a government-issued currency. Accordingly, the use of cryptocurrency to pay for goods or services is treated as a barter transaction.”26 The tax implications of barter transactions “is available by consulting the

21 Duhaime, supra note 18.


23 Id.
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Canada Revenue Agency’s Interpretation Bulletin IT-490, Barter Transactions.” According to the CRA, “[a]ny income from transactions involving cryptocurrency is generally treated as business income or as a capital gain, depending on the circumstances. Similarly, if earnings qualify as business income or as a capital gain then any losses are treated as business losses or capital losses.”

1. Payments in Cryptocurrencies

Digital currencies are subject to the Income Tax Act (ITA). According to the Financial Consumer Agency of Canada, “[g]oods purchased using digital currency must be included in the seller’s income for tax purposes.” On the issue of taxation, the CRA adds that,

> [w]here digital currency is used to pay for goods or services, the rules for barter transactions apply. A barter transaction occurs when any two persons agree to exchange goods or services and carry out that exchange without using legal currency. For example, paying for movies with digital currency is a barter transaction. The value of the movies purchased using digital currency must be included in the seller’s income for tax purposes. The amount to be included would be the value of the movies in Canadian dollars.

According to the CRA, “[w]here an employee receives digital currency as payment for salary or wages, the amount (computed in Canadian dollars) will be included in the employee’s income pursuant to subsection 5(1) of the Income Tax Act.” The CRA has also said that “GST/HST [Goods and Services Tax/ harmonized sales tax] also applies on the fair market value of any goods or services you buy using digital currency.”

2. Trade in Cryptocurrencies

As noted above, digital currency is characterized as a commodity under Canadian law. Thus, according to the Financial Consumer Agency, “[w]hen you file your taxes you must report any gains or losses from selling or buying digital currencies.” Any resulting gains or losses “could
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be taxable income or capital for the taxpayer."35 The CRA has published a bulletin36 to “provide information that can help in determining whether transactions are income or capital in nature.”37 The CRA has also recently published an online guide for cryptocurrency users and tax professionals.38 According to lawyers from the law firm Gowling WLG,

[i]n general terms, where a taxpayer does not engage in the business of trading in cryptocurrency (i.e., the taxpayer acquires such property for a long-term growth), any gain or loss generated from the disposition of cryptocurrency should be treated as on account of capital. However, where a taxpayer engages in the business of trading or investing in cryptocurrency, gains or losses therefrom should be treated as being on account of income. The cost to the taxpayer of property received in exchange for cryptocurrency (for example, another type of cryptocurrency) should be equal to the value of the cryptocurrency given up as consideration.39

The law firm also notes that “it is possible that a trader in cryptocurrency would also be required to collect GST/HST (and QST [Quebec Sales Tax]) on their supplies, but the CRA has not expressed a clear view on this point.”40

3. Mining Cryptocurrencies

Mining of cryptocurrencies can be undertaken for profit (as a business) or as a personal hobby (which is nontaxable).41 According to the CRA,

[t]he income tax treatment for cryptocurrency miners is different depending on whether their mining activities are a personal activity (a hobby) or a business activity. This is decided case by case. A hobby is generally undertaken for pleasure, entertainment or enjoyment, rather than for business reasons. But if a hobby is pursued in a sufficiently commercial and businesslike way, it can be considered a business activity and will be taxed as such.42

According to the lawyers from Gowling WLG,


40 *Id.*


If the taxpayer mines in a commercial manner, the income from that business must be included in the taxpayer’s income for the year. Such income will be determined with reference to the value of the taxpayer’s inventory at the end of the year, established pursuant to the rules in section 10 of the ITA and Part XVIII of the Regulations regarding valuing inventory.43

II. Custodianship of Cryptocurrencies by Financial Institutions

According to CSA Staff Notice 46-307, “cryptocurrency offerings can provide new opportunities for businesses to raise capital and for investors to access a broader range of investments. However, they can also raise investor protection concerns, due to issues around volatility, transparency, valuation, custody and liquidity, as well as the use of unregulated cryptocurrency exchanges.”44 The notice states that fintech businesses, when establishing a cryptocurrency investment fund, should consider the following:

- **Custody:** Securities legislation of the jurisdictions of Canada generally require that all portfolio assets of an investment fund be held by one custodian that meets certain prescribed requirements. We expect a custodian to have expertise that is relevant to holding cryptocurrencies. For example, it should have experience with hot and cold storage, security measures to keep cryptocurrencies protected from theft and the ability to segregate the cryptocurrencies from other holdings as needed.45

III. Regulation of Cryptocurrencies as Financial Securities

CSA Staff Notice 46-307 Cryptocurrency Offerings “outlines how securities law requirements may apply to initial coin offerings (ICOs), initial token offerings (ITOs), cryptocurrency investment funds and the cryptocurrency exchanges trading these products.”46

A. Cryptocurrency Exchanges

The first part of the notice looks at the nature of cryptocurrency exchanges and possible requirements that apply. It states as follows:

A cryptocurrency exchange that offers cryptocurrencies that are securities must determine whether it is a marketplace. Marketplaces are required to comply with the rules governing exchanges or alternative trading systems. If an exchange is doing business in a jurisdiction of Canada, it must apply to that jurisdiction’s securities regulatory authority for recognition or an exemption from recognition. To date, no cryptocurrency exchange has been recognized in any jurisdiction of Canada or exempted from recognition. Allowing coins/tokens that are securities issued as part of an ICO/ITO to trade on these cryptocurrency exchanges may also place the business issuing the coins/tokens offside

43 Al-Shikarchy et al., *supra* note 26.
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securities laws. For example, the resale of coins/tokens that are securities will be subject to restrictions on secondary trading.\(^{47}\)

**B. Treatment of Coin/Token Offerings**

The second part of the notice looks at coin/token offerings and the circumstances under which they would be treated as securities. It states that

> [s]taff is aware of businesses marketing their coins/tokens as software products, taking the position that the coins/tokens are not subject to securities laws. However, in many cases, when the totality of the offering or arrangement is considered, the coins/tokens should properly be considered securities. In assessing whether or not securities laws apply, we will consider substance over form.

\[\ldots\]

Every ICO/ITO is unique and must be assessed on its own characteristics. For example, if an individual purchases coins/tokens that allow him/her to play video games on a platform, it is possible that securities may not be involved. However, if an individual purchases coins/tokens whose value is tied to the future profits or success of a business, these will likely be considered securities. We have received numerous inquiries from fintech businesses and their legal counsel relating to ICOs/ITOs. With the offerings that we have reviewed to date, we have in many instances found that the coins/tokens in question constitute securities for the purposes of securities laws, including because they are investment contracts. In arriving at this conclusion, we have considered the relevant case law,\(^{48}\) which requires an assessment of the economic realities of a transaction and a purposive interpretation with the objective of investor protection in mind.\(^{48}\)

**C. Applicable Securities Legislation Requirements**

The CSA states that cryptocurrency offerings, including ICOs and ITOs, “may involve an offering of securities and therefore may trigger prospectus or registration requirements under applicable securities laws.”\(^{49}\) The requirements are outlined as follows:

- Businesses completing ICOs/ITOs may be trading in securities for a business purpose (referred to as the “business trigger”), therefore requiring dealer registration or an exemption from the dealer registration requirement. Whether or not an activity meets the business trigger is facts specific.
- Businesses completing ICOs/ITOs may be trading in securities for a business purpose (referred to as the “business trigger”), therefore requiring dealer registration or an exemption from the dealer registration requirement. Whether or not an activity meets the business trigger is facts specific.\(^{50}\)

\(^{47}\) CSA Staff Notice 46-307 Cryptocurrency Offerings, supra 11.

\(^{48}\) Id.


\(^{50}\) CSA Staff Notice 46-307 Cryptocurrency Offerings, supra 11.
D. Treatment of Cryptocurrency Investment Funds

The CSA notice also includes the following non-exhaustive list of matters fintech businesses should consider when looking to establish cryptocurrency investment funds:

- **Retail investors:** In certain jurisdictions of Canada, the OM prospectus exemption cannot be used by investment funds to distribute securities to investors.\(^{[10]}\) Therefore, if investors in the investment fund will include retail investors, businesses will need to consider prospectus requirements, applicable investment fund rules and whether the investment is suitable.

- **Cryptocurrency exchanges:** Due diligence must be completed on any cryptocurrency exchange that the investment fund uses to purchase or sell cryptocurrencies for its portfolio, including on whether it is regulated in any way and the cryptocurrency exchange's policies and procedures for identity verification, anti-money laundering, counter-terrorist financing and recordkeeping. Businesses should be prepared to discuss with staff how trading volumes on the cryptocurrency exchanges that the investment fund intends to use may affect the ability to buy and sell cryptocurrencies and to fund redemption requests.

- **Registration:** Businesses must consider appropriate registration categories in respect of the investment fund, including dealer, adviser and/or investment fund manager.

- **Valuation:** How will cryptocurrencies in the investment fund’s portfolio be valued? How will securities of the investment fund be valued? Will one or multiple cryptocurrency exchange(s) be used; and how will such exchange(s) be selected? Will there be an independent audit of the investment fund's valuation?

- **Custody:** Securities legislation of the jurisdictions of Canada generally require that all portfolio assets of an investment fund be held by one custodian that meets certain prescribed requirements. We expect a custodian to have expertise that is relevant to holding cryptocurrencies. For example, it should have experience with hot and cold storage, security measures to keep cryptocurrencies protected from theft and the ability to segregate the cryptocurrencies from other holdings as needed.\(^{[51]}\)

E. Further Guidance on Token Offerings

*CSA Staff Notice 46-308 Securities Law Implications for Offerings of Tokens* “provides businesses that are considering offering digital tokens to the public with additional guidance on when securities may be involved and as to how securities regulation may apply to an ICO.”\(^{[52]}\) It provides particular guidance on the offering of tokens, including ones commonly known as “utility tokens.” The first part of the notice sets out the purpose and background behind the published guidance. It states that,

\(^{[51]}\) Id.

[Since SN 46-307 was published, staff have engaged with numerous businesses wishing to complete offerings of tokens and have found that most of these offerings have involved securities. As part of this engagement with businesses, we have received various inquiries relating to offerings of tokens referred to as “utility tokens”. “Utility token” is an industry term often used to refer to a token that has one or more specific functions, such as allowing its holder to access or purchase services or assets based on blockchain technology. We have seen many businesses offering tokens to raise capital for the development of their software, online platform or application. In many of these cases, the offering will involve securities despite the fact that the tokens have one or more utility functions.]

The notice then goes on to provide information on when an offering of tokens may or may not involve an offering of securities in light of the definition of “security,” stating that,

[As we indicated in SN 46-307, every offering is unique and must be assessed on its own characteristics. An offering of tokens may involve the distribution of securities, including because:

• the offering involves the distribution of an investment contract; and/or

• the offering and/or the tokens issued are securities under one or more of the other enumerated branches of the definition of security or may be a security that is not covered by the non-exclusive list of enumerated categories of securities.

In determining whether or not an investment contract exists, the case law endorses a purposive interpretation that includes considering the objective of investor protection. This is especially important for businesses to consider in the context of offerings of tokens where the risk of loss to investors can be high. Businesses and their professional advisors should consider and apply the case law interpreting the term “investment contract” [1], including considering whether the offering involves:

1. An investment of money

2. In a common enterprise

3. With the expectation of profit

4. To come significantly from the efforts of others

In analyzing whether an offering of tokens involves an investment contract, businesses and their professional advisors should assess not only the technical characteristics of the token itself, but the economic realities of the offering as a whole, with a focus on substance over form.]

The notice then provides “examples of situations and their possible implication on one or more of the elements of an investment contract,” but cautions that they are intended to be illustrative.

---
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and not an exhaustive or determinative “on its own of whether or not a security exists.” The notice states that

[it is possible that an offering of tokens may be viewed as involving, or not involving, a security even with the existence, or absence, of one or more of the characteristics listed below. As such, businesses and their professional advisors should complete a meaningful analysis based on the unique characteristics of their offering of tokens and should not use the following table to complete a mechanical “tick the box” exercise.]

The notice also discusses “token offerings that are structured in multiple steps.” On the question of enforcement and compliance with securities legislation, the CSA provides the following guidance:

Staff are conducting active surveillance of coin and token offerings activity to identify past, ongoing and potential future violations of securities laws or conduct in the capital markets that is contrary to the public interest. CSA members have taken and intend to continue taking regulatory and/or enforcement action against businesses that do not comply with securities laws.

In order to avoid costly regulatory surprises, we encourage businesses with proposed offerings of tokens to consult qualified securities legal counsel in their local jurisdiction about the potential application of, and possible approaches required to comply with, securities legislation. As trends in the cryptocurrency industry are evolving quickly, we encourage businesses seeking flexible approaches to compliance with securities laws to contact their local securities regulatory authority to discuss their project at the contact information below. When contacting their local securities regulatory authority, businesses should be ready to provide a draft whitepaper, a business plan or a detailed description of their proposed offering. We may also ask for copies of promotional materials in connection with the offering, and a description of the promotional activities and marketing efforts in respect of the offering, as well as information on the corporate structure and principals involved. We remind businesses to consider securities law requirements that may apply to their activities, regardless of where investors are located. A Canadian securities regulatory authority may have jurisdiction over trades to investors outside of that jurisdiction where there is a real and substantial connection between the transaction and that jurisdiction.

F. CSA Regulatory Sandbox

The CSA Regulatory Sandbox is an initiative of the CSA “to support fintech businesses seeking to offer innovative products, services and applications in Canada.” According to the CSA notice,
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It allows firms to register and/or obtain exemptive relief from securities law requirements, under a faster and more flexible process than through a standard application, in order to test their products, services and applications throughout the Canadian market on a time-limited basis. Applications to the CSA Regulatory Sandbox are analyzed on a case-by-case basis.\(^5^9\)

IV. Treatment of Cryptoassets Not Considered Securities

Apart from provincial level laws and regulations pertaining to securities, virtual currencies are also subject to the provincial-level consumer protection laws that are of general application. These laws may include provisions on cooling off periods/right to cancel, unsolicited goods, and misrepresentation/unfair business practices.\(^6^0\) According to one law firm,

\[\text{tokens issued on functional networks with established, redeemable values may be analogized to gift cards. Transactions with such tokens may fall under the realm of consumer contracts regulated by the various provincial consumer protection agencies across Canada. For example, the statutes and regulations enforced by these agencies may impose implied legal warranties on the sale or redemption of tokens.}^{6^1}\]

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

No other guidance with respect to the treatment of different categories of cryptocurrencies or assets was located.

\(^5^9\) Id.


\(^6^1\) Goodman & Partridge, supra note 14, at 12-13.
Cayman Islands
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SUMMARY
According to the Cayman Islands Monetary Authority (CIMA), virtual currencies are not considered legal tender in the Cayman Islands. While there are no laws or regulations specifically geared towards governing virtual currencies, there are laws that appear to be more generally applicable, including the Securities Investment Business Law and anti-money laundering laws and regulations. Apart from a public advisory, CIMA has not provided specific guidance on exactly how these laws regulate virtual currencies. However, Cayman Island lawyers have provided some guidance on how they may be applicable.

I. Approach to Assets Created Through Blockchain

The Cayman Islands appear to have a fairly flexible regulatory environment for cryptocurrencies and blockchain technologies. The Cayman Islands Monetary Authority (CIMA) “has not issued statements or guidance on virtual currencies, blockchain technology, ICOs or STOs, other than a warning notice dated 23rd April 2018 which specifically flagged a number of risks specifically associated with ICOs and virtual currencies.”1 According to that public advisory, “[v]irtual currencies are not legal tender in the Cayman Islands.”2

While there does not appear to be any specific legislation geared towards regulating cryptocurrencies, there are laws that may be applicable in certain circumstances. These include the Securities Investment Business Law (2015 Revision), Anti-Money Laundering (AML) Law and associated regulations, Money Services Law (2010 Revision), and Electronic Transactions Law (2003 Revision). Lawyers Chris Humphries and James Smith predicted in February 2018 that

more-specific legislation will eventually be created although, for the time being, the regulators and lawmakers in the Cayman Islands are keen to avoid rushing through any legislation before the potential benefits and pitfalls of blockchain technology, cryptocurrencies and ICOs are properly understood.3

---

A. Financial Regulation and Consumer Protection

Securities licensing requirements are set by the Securities Investment Business Law (SIBL) (see part III, below).4 This is the “primary legislation relating to the regulation of investments in ‘securities’ and associated businesses.”5 In addition, certain categories of mutual funds are regulated under the Mutual Funds Law (MFL).6

The MFL grants CIMA “responsibility for regulating certain categories of funds operating in and from the Cayman Islands. . . . The law also provides for the regulation of mutual fund administrators by CIMA.”7 To be categorized as a mutual fund a fund must be issuing “equity,” in other words “shares, limited partnership interests, LLC interests or trust units.”8 This “excludes most ICO issuers, as tokens are not considered to be equity interests and therefore ICO issuers (as distinct from any Blockchain or cryptocurrency asset class focused fund) should not be impacted by the MFL.”9

B. Anti-Money Laundering Law

CIMA also plays a “central role in the fight against money laundering and terrorism financing.”10 Section 6(1)(b)(ii) of the Monetary Authority Law grants CIMA the legal mandate, as part of its regulatory functions, “to monitor compliance with the money laundering regulations.”11 The Cayman Islands anti-money laundering (AML) regime consists of the following laws and regulations: the Proceeds of Crime Law (2019 Revision),12 the Anti-Money Laundering
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According to CIMA,

> [t]hese regulations prescribe measures to be taken to prevent the use of the financial system for the purposes of money laundering and terrorist financing. In addition to the Anti-Money Laundering Regulations, the regulatory framework against financial crime in the Cayman Islands includes the Proceeds of Crime Law, the Terrorism Law and the Proliferation Financing (Prohibition) Law.¹⁵

Under the anti-money laundering laws and regulations, any person or business formed, registered, or based in the Cayman Islands that is conducting a “relevant financial business” is “subject to various obligations aimed at preventing, identifying, and reporting money laundering and terrorist financing.”¹⁶ The definition of “relevant financial business” is set out in section 2(1) and schedule 6 of the Proceeds of Crime Law.¹⁷ According to a recent report on cryptocurrency regulation in the Cayman Islands, the definition “encompasses a broad variety of activity, including the following which may be a particular relevance in the context of Digital Assets”:

- Money or value-transfer service;
- Issuing and managing means of payment (specifically including electronic money);
- Trading in transferable securities;
- Money broking;
- Securities investment business; and
- Investing or administering funds or money on behalf of others.¹⁸

The report also notes that,

> [a]s such, the relevant requirements may depend on the type of Digital Asset in question; for instance, whether it can best be classed as a currency or money substitute, a security, a utility token or something else. We would thus generally expect businesses that engage in the operation of cryptocurrency exchanges, cryptocurrency issuances, brokering transactions in cryptocurrency, the trading and management of Digital Assets that are properly classed as securities, and the investment of funds (whether in the form of fiat currency or cryptocurrency) on behalf of other into Digital Assets, to come within the

---
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scope of the AML Laws. Notably Digital Assets that are purely in the nature of utility tokens may fall outside of the ambit of the regime.19

The following AML procedures are required under the regulations currently in force:

i. identification and verification (KYC) procedures for investors/purchasers;

ii. adoption of a risk-based approach to monitor activities;

iii. record-keeping procedures;

iv. procedures to screen employees to ensure high standards when hiring;

v. adequate systems to identify risk in relation to persons, countries and activities which shall include checks against all applicable sanctions lists;

vi. adoption of risk-management procedures concerning the conditions under which a customer may utilize the business relationship prior to verification;

vii. observance of the list of countries, published by any competent authority, which are non-compliant, or do not sufficiently comply with the recommendations of the Financial Action Task Force (FATF);

viii. internal reporting procedures; and

ix. other procedures of internal control, including an appropriate effective risk-based independent audit function and communication as may be appropriate for the ongoing monitoring of business relationships or one-off transactions for the purpose of forestalling and preventing money laundering and terrorist financing.20

C. Taxation

The Cayman Islands does not impose any taxation on Cayman entities.21 There is “no income, inheritance, gift, capital gains, corporate withholding or other taxes imposed by the government.”

II. Custodianship of Cryptocurrencies by Financial Institutions

No information was found on the issue of custody or custodianship of cryptocurrencies or assets in the Cayman Islands.

19 Id.

20 Digital Assets. Five Questions to Ask Your Cayman Counsel, supra note 1.

21 Gobin & Skotnicki, supra note 8.
III. Regulation of Cryptocurrencies as Financial Securities

A. Regulation of Cryptoassets in General as Securities

According to the SIBL, persons engaging, “in the course of business,” in securities investment business, as defined in the SIBL, must be licensed unless exempted under schedule 3 (Excluded Activities) or schedule 4 (Excluded Persons). Excluded persons must, however, be registered by CIMA.22

Schedule 1 of the SIBL provides a list of items considered “securities” for the purposes of determining “whether a person is engaged in licensable activity.” The definition established in Schedule 1 includes a list of instruments that are common in today’s financial markets (securities, instruments creating or acknowledging indebtedness, instruments giving entitlements to securities, certificates representing certain securities, options, futures and contracts for differences), and does not in and of itself include virtual currencies.23

According to the report referred to above, the SIBL will only apply to the extent that such Digital Assets constitute “securities” for the purposes thereof. The statute contains a detailed list of assets that are considered securities thereunder. Although such list does not currently make specific reference to any Digital Asset, in our view, certain types of Digital Asset are likely to constitute securities. Consequently, consideration will need to be given on a case-by-case basis as to whether the Digital Asset in question falls within one of the existing categories: for example, instruments creating or acknowledging indebtedness, options or futures. Equally, however, it seems clear that certain Digital Assets are likely to fall outside the definition, and thus outside the scope of the law (for instance, pure utility tokens and some cryptocurrencies).24

A further profile of the Cayman Islands notes the following:

Digital assets that take the form of warrants, options, futures or derivatives for securities or commodities may still be securities. If a Cayman entity was deemed to be issuing securities, it would be exempt from any form of licensing under SIBL if the nature of the security was an equity interest, debt interest, or a warrant or similar for equity or debt interests.

If a Cayman entity was issuing or trading digital assets that were options, futures or derivatives, it would need to consider the implications of SIBL in respect of licensing. A business considered to be conducting securities investment business must be licensed under SIBL unless it is considered to be conducting excluded activities, which include those businesses that are only providing services to sophisticated persons, high-net-worth persons or a company, partnership or trust (whether or not regulated as a mutual fund) of
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which the shareholders, unitholders or limited partners are one or more persons falling within such definitions. Excluded persons must register with the Cayman Islands Monetary Authority (CIMA) and pay an annual fee.25

B. Security Token Offerings (STOs)

Whether or not a token is considered a security also appears to be fact-specific. According to lawyers working in this area,

[as with ICOs and the issuance of utility tokens, it is imperative that a full analysis on the characteristics of the Security Token be conducted to determine whether or not such token is in fact a “security” for the purposes of the Securities Investment Business Law (Revised) (SIBL). Notwithstanding the nomenclature, it is possible that some Security Tokens will not actually be considered as securities under Cayman law. However, where the token is backed by profits or is redeemable for an asset, consideration must be given as to whether such token would be regarded as a debt instrument or an option and therefore a security. Alternatively, where the Security Token possesses all the rights of a typical share and such rights are acknowledged in the issuer’s memorandum and articles of association, it is arguable that such token actually represents a share in the issuer, much like a share certificate albeit in digital form.

Under Cayman law, a token issuer may not be carrying on “securities investment business” despite issuing securities. Where a token issuer is issuing its own securities, such activity would typically be regarded as an excluded activity under SIBL in which case the issuer would not be required to be registered or licensed with the Cayman Islands Monetary Authority (CIMA). As several such exclusions or exemptions apply, the token issuer can therefore take steps to structure the STO so that licensing and registration is not required in the Cayman Islands.26

IV. Treatment of Cryptoassets Not Considered Securities

No specific guidance was found regarding the regulation of cryptocurrencies not considered securities. However, it appears that purely utility tokens or other types of tokens may fall outside the AML or securities regulatory regimes. The Cayman Islands is currently considering the Consumer Protection and Guarantees Bill, which is undergoing consultation27 and may be delayed.28

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

No further guidance was located regarding the treatment of different types of cryptocurrencies.

25 Gobin & Skotnicki, supra note 8.
SUMMARY In China, cryptocurrencies are not legal tender and financial institutions are not allowed to accept cryptocurrencies or provide any relevant financial services. Initial coin offerings were banned in 2017, and cryptocurrency trading platforms have essentially shut down their trading business in China. However, the possession and transfer of cryptocurrencies by individuals do not appear to be specifically regulated; in respect of these cases, cryptocurrencies could be protected by Chinese law as property with economic value.

I. Approach to Assets Created Through Blockchain

China does not recognize cryptocurrencies as legal tender or a tool for retail payments. In a circular jointly issued by several government regulators warning the public about the risks of bitcoin in December 2013 (2013 Circular), the regulators defined bitcoin as a virtual commodity. The Circular also reminded websites that provide bitcoin trading services to perform their anti-money laundering duties.

Later, in a circular warning about the risks of initial coin offerings (ICOs) issued on September 4, 2017 (2017 Circular), the regulators reiterated that cryptocurrencies, such as Bitcoin and Ethereum, are not issued by the country’s monetary authority and therefore are not mandatorily-accepted legal tender. They do not have equal legal status with fiat currencies and “cannot and should not be circulated and used in the market as currencies.”

The 2017 Circular also imposed restrictions on the primary business activities of cryptocurrency trading platforms, including converting legal tender into cryptocurrencies, or vice versa, purchasing or selling cryptocurrencies, setting prices, or providing other related agent services. According to the Circular, government authorities may shut down the websites and mobile applications of platforms that fail to comply, remove their applications from application stores,

---

1 The term 虚拟货币 (“virtual currencies”) is used in Chinese.


or suspend the platform’s business licenses. As a result of the 2017 Circular and the subsequent regulatory measures, cryptocurrency trading platforms have essentially shut down their trading activities in China.

II. Custodianship of Cryptocurrencies by Financial Institutions

Financial institutions in China are not allowed to accept cryptocurrencies or provide any relevant financial services. The 2013 Circular provided that financial institutions and payment institutions in China must not deal in bitcoins; use bitcoin pricing for products or services; buy or sell bitcoins; or provide direct or indirect bitcoin-related services, including registering, trading, settling, clearing, or other services. Financial institutions are also prohibited from accepting bitcoins or using bitcoins as a clearing tool, or trading bitcoins with Chinese yuan or foreign currencies.

The 2017 Circular again prohibited financial institutions and non-bank payment institutions from directly or indirectly providing services for ICOs and cryptocurrencies, including opening bank accounts or providing registration, trading, clearing, or liquidation services.

III. Regulation of Cryptocurrencies as Financial Securities

According to the 2017 Circular, ICOs are “raising virtual currencies through the irregular sale and circulation of tokens,” which are “essentially illegal public financing without official authorization.” The Circular warned that financial crimes may be involved in ICOs, such as the illegal issuance of tokens or securities, illegal fundraising, financial fraud, or pyramid selling.

IV. Treatment of Cryptoassets Not Considered Securities

Despite of the bans on ICOs and cryptocurrency trading platforms, it appears the possession and transfer of cryptocurrencies by individuals are not specifically prohibited by the Chinese regulators. In respect of these cases, cryptocurrencies could be treated as property with economic value and protected by the General Rules on the Civil Law of the People’s Republic of China (PRC) and the PRC Contract Law.

For example, on October 25, 2018, the Shenzhen Court of International Arbitration reportedly published a case analysis concerning a contract dispute involving the possession and transfer of cryptocurrencies. In this dispute, concerning the return of bitcoins owed by one private individual to another, the arbitral panel found that although bitcoin does not have the legal status

4 Id.
6 2013 Circular, supra note 2.
7 2017 Circular, supra note 3.
8 Id.
9 Id.
equal to currency and should not be utilized as a currency in the market, this does not prevent bitcoin from being protected by Chinese law as property with economic value.\textsuperscript{10}

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

Despite cracking down on privately-issued cryptocurrencies, the People’s Bank of China (PBOC), China’s central bank, is reportedly considering the issuance of its own digital currency.\textsuperscript{11} According to a March 2018 interview with Zhou Xiaochuan, the then governor of the PBOC, the PBOC had been conducting a study of digital currency for over three years and has set up an Institute of Digital Money within the PBOC.\textsuperscript{12}

In October 2017, the PBOC reportedly completed trial runs on the algorithms needed for a digital currency supply, “taking it a step closer to addressing the technological challenges associated with digital currencies.”\textsuperscript{13} The digital currency would be a digital form of the sovereign currency that is backed by the central bank. A news report stated that, “[u]nlike Bitcoin or other digital money issued by the private sector, the digital fiat currency has the same legal status as the Chinese yuan, the only fiat currency issued by the People’s Bank of China.”\textsuperscript{14}


\textsuperscript{11} The term 数字货币 (“digital money”) is used in Chinese.
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SUMMARY
Denmark has not adopted legislation that specifically deals with cryptoassets. A cryptoasset transaction may fall under Danish regulatory authority, depending on whether the cryptoasset is considered a form of payment (currency), capital asset (investment), or financial service.

The Danish Financial Supervisory Authority has stated that the use of cryptocurrencies as payment is generally not regulated by the Authority, but the applicability of Danish securities law will depend on the specifics of the initial coin offering (ICO). ICOs that are similar to initial public offerings (IPOs) are subject to securities law, and the issuing corporation must publish a prospectus in connection with the ICO.

Denmark generally treats cryptocurrencies as capital property for tax purposes, taxing gains and allowing for deductions on losses. However, losses may not be deducted as a business expense when the value of cryptocurrencies that have been received as payment for goods or services has decreased.

I. Approach to Assets Created through Blockchain

A. General

Denmark has no laws specifically addressing cryptocurrencies and no regulatory proposals on cryptocurrencies are pending in the Danish Parliament. However, the Danish Financial Supervisory Authority has issued statements explaining that Danish laws may apply depending on the nature of the cryptoasset and how it is used. The Authority determined that initial coin offerings (ICOs) may be conducted in such a way as to fall under the purview of the Authority, and thus would be subject to Danish regulation—for example, “legislation on alternative investment funds, prospectuses, and money laundering.” Cryptocurrencies that are solely used as a means of payment continue to be outside of the purview of Authority.

---
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Regulatory Approaches to Cryptoassets: Denmark

In 2018, the Financial Supervisory Authority made a determination that a specific ICO was not subject to its authority. In the specific case, the determining factor was that “the relevant token did not grant financial or decision rights over the corporation or the corporation’s earnings.”

The Authority had previously in 2013 rejected the idea that cryptocurrencies that functioned similar to bitcoins were currencies and stated that it would not regulate use of such cryptocurrencies. In its statement the Financial Supervisory Authority emphasized that it had evaluated the use of the cryptocurrency system and found that cryptocurrencies such as bitcoins do not fall under any of the financial services categories, including the issuing of electronic money, payment for services, currency exchanges, or the issuing of mortgages; thus, it concluded, such cryptocurrency activity was not covered under current financial regulations.

B. Anti-Money Laundering Law

1. Regulation

As a member of the European Union, Denmark is bound by the EU’s Anti-Money Laundering Directives. It implemented the Fourth Anti-Money Laundering Directive through its Money Laundering Act. The Fifth Anti-Money Laundering Directive must be implemented by January 10, 2020. Money laundering is technology neutral, i.e., even though cryptoassets are not mentioned in the legislation, all money laundering using that technology is criminalized.

---
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2. **Case Law**

On April 8, 2019, the Danish police published a summary of a Danish District Court case where a man was sentenced to four years and three months in prison for money laundering, involving the use of bitcoins. The total value of the money laundered exceeded DKK 3 million (about US$450,000).

3. **Prevalence**

In a 2018 response to a parliamentary question to the Minister of Justice, the Justice Department responded that it was not aware of the use of bitcoin ATMs in Denmark to launder illicit funds. However, it acknowledged that such cases have happened in other countries and that there is a likelihood that it will take place in Denmark as well.

C. **Taxation**

Similar to other legal interpretations of how to treat cryptoassets, the way a cryptoasset is taxed depends on how it is used. SKAT (the Danish Tax Authority) and the Danish Tax Council have issued a number of statements on virtual and cryptocurrencies.

1. **Business Losses Not Deductible**

In 2014 the Danish Tax Authority published a binding reply (a response to a public question from taxpayer that is a binding interpretation of the Tax Authority) in which it declared that an invoice amount cannot be issued in cryptocurrencies, but must be issued in Danish Kroner or another recognized currency. The Authority went on to state that any losses in the value of bitcoins cannot be deducted as a cost of doing business when bitcoins are used as a means of payment.

---
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2. Value-Added Tax

In 2016 the Danish Tax Authority discussed cryptocurrencies in relation to value-added tax (VAT) and found that cryptocurrencies are exempt from VAT. The determination is consistent with the preliminary ruling issued by the Court of Justice of the European Union in 2015.

The Tax Authority has also commented on how the mining of bitcoins should be treated from a VAT tax perspective. The case presented to the Authority involved a Danish person who wanted to sell hashing capacity (data capacity) on the electrical grid, an activity that was subject to VAT, a cost that the seller could later deduct.

3. Cryptocurrencies Treated as Capital or Financial Instruments

In 2018 the Danish Tax Council declared that losses on the sale of certain cryptocurrencies (in this case bitcoins) that were purchased as an investment are tax deductible. In determining that losses are tax deductible the Tax Council also found that profits are subject to income taxation.

In 2017 the Tax Council had previously found that other cryptocurrencies (in the relevant case bookcoins) are not subject to the same provisions for tax purposes. Instead, cryptocurrencies that are tied to another value, here silver, are more similar to structured debt (trade in commodities), and therefore subject to financial contracts taxation. Thus, any income derived from the increase in value of these types of cryptocurrencies is subject to gains tax and loss deductions under the same conditions as financial contracts.

---
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23 Digital valuta anset for struktureret fordring, SKAT, supra note 22; § 24 stk 3 KURSGEVINSTLOVEN.
4. Tax Authority Investigation

In January of 2019 the Tax Authority announced that it will collect information from cryptocurrency traders operating in Denmark to assess whether their customers are paying taxes.24 The Tax Authority had previously received information on the sale and purchase of cryptocurrencies performed by Danes and persons with ties to Denmark from the Finnish Financial Authority.25 According to reports, some 2,700 Danish citizens and residents have purchased and sold bitcoins to a value of DKK 100 million (US$15 million) on Finnish trading sites.26

II. Custodianship of Cryptocurrencies by Financial Institutions

No specific legislative provisions governing custodianship of cryptocurrencies or other cryptoassets exist under Danish law. Legal commentary suggests that at present operators of cryptowallets are not subject to money laundering provisions.27 The argument is based on the assumption that cryptocurrencies generally are not subject to money laundering legislation.28 As evidenced by a recent court case, however, the use of cryptocurrencies in money laundering is indeed illegal.29

III. Regulation of Cryptoassets as Financial Securities

Certain ICOs may qualify as securities if, because of their nature, they are more similar to initial public offerings (IPOs), and they fall under the general definition of “financial instruments” in the Act on Capital Markets.30 A cryptoasset is considered a financial security for the purpose of the Act on Capital Markets if the purchase of the asset is associated with “financial and deciding


26 Batchelor, supra note 25.


28 Id.

29 33-årig mand idømt over fire års fængsel for groft hæleri og hacking, POLITI, supra note 10.

rights over the corporation or the corporation’s earnings.” Such ICOs are subject to capital market requirements in accordance with the Capital Markets Act, specifically those found in chapter 3. Among other things this includes a duty to publish a prospectus.

IV. Treatment of Cryptoassets Not Considered Securities

Cryptoassets that are not considered securities are considered cryptocurrencies or utility tokens and may be subject to consumer protection legislation. The government has, however, not made any public statement to that effect.

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As Danish law does not specifically mention cryptoassets it also does not prohibit a certain form of cryptoassets. As seen above, different laws will apply to different types of cryptoassets based on their use. This means that issuers and users of cryptoassets must be mindful of what legislation may apply to them and their activities currently and in the future.

VI. Creation of an Official Digital Danish Currency

The Danish Central bank analyzed whether it should adopt an e-currency, and the result was a resounding “no.” Specifically, its analysis concluded that

a central bank digital currency would not be an improvement of the existing payment solutions in Denmark. Central bank digital currency would fundamentally change Danmarks Nationalbank’s role in the financial system and make it a direct competitor to the commercial banks. The introduction would also lead to risks of financial instability. The potential benefits of introducing central bank digital currency for households and businesses in Denmark would not match the considerable challenges which this

---

31 Compare the outcome in the Danish Financial Supervisory Authority case where the lack of these defining characteristics resulted in the ICO not being subject to securities laws. *Finanstilsynet tager stilling til konkret ICO, FINANSTILSYNET, supra note 4* (translation by author).

32 Kap. 3 Lov om kapitalmarknader.


introduction would present. Denmark’s Nationalbank therefore has no plans to issue central bank digital currency.37
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SUMMARY
Cryptocurrencies or cryptoassets are not specifically addressed in Finnish legislation. Nevertheless cryptoassets may be subject to Finnish legislation as its rules on securities, money laundering, and tax are technology neutral and do not include exemptions for cryptoassets.

Initial coin offerings (ICOs) that are similar to IPOs must file a prospectus and send annual reports to the Financial Supervisory Authority. ICOs that are not securities are subject to the Consumer Protection Act, which among other things prohibits misleading advertising.

Cryptocurrencies are generally taxed as capital assets. In accordance with EU law, trade in cryptocurrencies is not subject to value-added tax.

I. Approach to Assets Created Through Blockchain

Currently, Finland does not have specific legislation that regulates cryptocurrencies. However, legislation that is aimed at increasing the Financial Supervisory Authority’s authority to take measures against cryptocurrencies, specifically to prevent money laundering and financing of terrorism, is pending before the Finnish Parliament.1 Among other things, the legislation will implement the EU’s Fifth Money Laundering Directive.2

According to the Finnish Financial Supervisory Authority, “[r]egulation of virtual currency exchange services currently depends on what kind of virtual currencies are admitted to trading and how payment transactions are arranged.”3 For example,

[i]f a virtual currency is considered to be security, regulations applicable to issuing a security must be adhered to. Exchange services offering trading in such currencies must also take into consideration provisions relating to securities trading.

---
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If a virtual currency is not considered to be a security or financial instrument, the general provisions of the Consumer Protection Act, such as the provisions relating to distance selling, should nevertheless be taken into consideration.4

The Financial Supervisory Authority basically defines virtual currencies associated with initial coin offerings (ICOs) in three different ways depending on their use:5

1. **Payment instrument-like virtual currencies**, originally planned as alternatives to traditional currencies and also intended to be used as payment instruments elsewhere than in their issuer’s services. The best known payment instrument-like virtual currency is Bitcoin.

2. **Virtual currencies used as payment for a certain commodity (utility coin)**, which can be used to pay for their issuer’s products or services. Generally, the products or services are only at an early stage of their development when the virtual currency usable to pay for them is issued.

3. **Financial instrument-like virtual currencies**, which have features in common with securities, such as voting and ownership rights and expected returns.6

Thus these three different types of ICOs will all be treated differently by the Financial Supervisory Authority. In this report they will be referred to as cryptocurrencies, tokens, and securities. In its explanatory statement the Financial Supervisory Authority also makes clear that operators must be aware of changes to legislation and regulation concerning their specific ICO, including how they may be interpreted.7

### A. Financial Regulation and Consumer Protection

The Finnish legislation on securities is technology neutral, and may apply to cryptoassets and ICOs.8 Cryptoassets and ICOs that are not covered by Finland’s financial regulations will be subject to its consumer protection laws.9

### B. Anti-Money Laundering Law

Money laundering is a crime in Finland, no matter what technological device is used.10 Finland has not yet implemented the Fifth Money Laundering Directive. Once it does, the Law on Prevention of Money Laundering and Financing of Terrorism will include language targeting cryptocurrencies.11

---

4 Id. Emphasis by author.
5 Id.
6 Id.
7 Id.
9 See Part IV, below.
C. Taxation

1. Income Tax

The Finnish Tax Authority (Vero/SKAT) has issued guidance on how virtual currencies are taxed for income tax purposes. Taxation of cryptocurrencies and cryptoassets depend on the nature of the asset. Typically, the money derived from the sale or barter of virtual currencies has been treated as income from capital. However, losses are typically not deductible. Thus, Finland treats, for purposes of income tax, cryptocurrencies similar to CFD (Contract for Difference) products. In a March 2019 judgement the Finnish Supreme Administrative Court held that a sale of the cryptocurrency Ether that had been purchased with the goal of making a profit was not taxable as capital profits, but as income (gain) on transfer of property. The tax authority is adjusting its guidelines accordingly.

Mining of cryptocurrencies is taxed differently from the sale of cryptocurrencies. For tax purposes, mining of cryptocurrencies is considered Earned Income (Försättsinkomst) as Income from Other Activity, i.e. work-related. The income is considered income for tax purposes when the value of the mined product is accessible to the user. Thus, the market value of the virtual currency at the time it is mined and available to the miner will determine his or her tax liability. Moreover, costs associated with the mining will be deductible in relation to the income derived from mining. For example, mining generally requires a lot of electricity, and thus the electricity...

---


13 Taxation of Virtual Currencies, supra note 13.


16 Taxation of Virtual Currencies, supra note 13; HFD 2010:74.
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19 61 § ISkL, Taxation of Virtual Currencies, supra note 13.
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cost for mining is deductible, as are costs for computers and other equipment needed in the mining. Blocking others’ mining activities for the protection of a value in the cryptocurrencies, known as proof-of-stake protocol, is considered as income from capital for tax purposes.

In relation to ICOs, the nature of the investment conditions of the ICO determines how the acquisition and sale of the financial product is taxed.

Virtual currencies used in internet games (tokens) that may be used as payments or that may be converted to cash are considered earned income as they relate to the gamer’s personal activity.

2. Value-Added Tax (VAT)

In accordance with EU law, trade in cryptocurrencies is exempt from VAT, as it is considered a financial service.

II. Custodianship of Cryptocurrencies by Financial Institutions

There is no regulation of custodianship of cryptocurrencies by financial institutions in Finland. However, the Financial Supervisory Authority noted in 2019 that new money laundering rules are expected to enter into force in 2019 and therefore “providers of exchange services and wallet services should familiarise themselves with the regulations in advance.” Specifically, this means reviewing the draft Finnish legislation and the EU’s Fifth Money Laundering Directive.

---
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29 Frequently Asked Questions on Virtual Currencies and their Issuance (Initial Coin Offering), supra note 3.
30 Press Release, Finansministeriet, supra note 1.
III. Regulation of Cryptocurrencies as Financial Securities

Cryptoassets may be considered securities. The Finnish legislation on securities is technology neutral.31 Thus, as the Financial Supervisory Authority has noted,

[a] virtual currency to be issued via an ICO may also fall within the scope of the definition of a security or financial instrument. A security is defined in Chapter 2 Section 1 of the Securities Market Act. A security is negotiable and issued or meant to be issued to the public together with several other securities with similar rights. A financial instrument is defined in Chapter 1 Section 14 of the Investment Services Act (747/2012).32

Moreover the Financial Supervisory Authority has clarified that

[t]here are no special regulations or exceptions for the issuance of virtual currencies. If a virtual currency classified as a transferable security is issued via an ICO, securities legislation should be adhered to. In this case, the issuer of the virtual currency may have, for example, an obligation to prepare and publish a prospectus.33

Finnish securities regulation requires that “[a]nyone that offers securities to the public or applies for securities to be traded on a regulated market, must make public a prospectus of the securities.34 New EU rules on security market prospectus will enter into force on July 21, 2019.35 Other general requirements on issuers of securities include a prohibition on providing false or misleading information.36

32 Frequently Asked Questions on Virtual Currencies and their Issuance (Initial Coin Offering), supra note 3.
36 1 kap. 4 § VÄRDEPAPPERSMARKNADSLAG.
IV. Treatment of Cryptoassets Not Considered Securities

No specific legislative provisions governing cryptocurrencies or other cryptoassets exist under Finnish law.

The Financial Supervisory Authority has explained that “[i]f a virtual currency is not considered to be a security or financial instrument, the general provisions of the Consumer Protection Act, such as the provisions relating to distance selling, should nevertheless be taken into consideration.”37 The Consumer Protection Act includes rules on misleading advertising, untrue information, transfer of the goods, and a duty to inform.38

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As noted above, the type of cryptocurrency as well as the user’s relationship to the cryptocurrency determine the legal treatment of the cryptoasset. The Finnish Supervisory Authority notes that “[t]he most important issue in organising an ICO is the nature of the virtual currency to be issued and to what it entitles.”39 There are no specific restrictions or rules regarding particular types of cryptocurrencies.

---

37 Frequently Asked Questions on Virtual Currencies and their Issuance (Initial Coin Offering), supra note 3.
38 2 kap. 2 and 6§§, 5 kap. 4 § and 6 a kap. 5§ KONSUMENTSKYDDSLAG [CONSUMER PROTECTION ACT] (FFS 1978/38), https://www.finlex.fi/sv/laki/ajantasa/1978/19780038, archived at https://perma.cc/5JT4-X8EN.
39 Frequently Asked Questions on Virtual Currencies and their Issuance (Initial Coin Offering), supra note 3.
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SUMMARY The French government has started to build a legal framework for cryptoassets with the goal of becoming a pioneering and key player in the field at the international level. Two recent studies, one by the National Assembly and one commissioned by the Minister of the Economy and Finance, offer in-depth analyses of cryptocurrencies in France and make several policy proposals. Both reports appear to agree on the importance of establishing rules that provide clarity and security while also allowing as much flexibility as possible, so that the cryptoasset sector may develop through experimentation.

The Prudential Supervisory Authority has adopted the position that cryptocurrency exchange platforms needed to be licensed as payment service providers to operate legally. A current bill includes several provisions on cryptoassets. If this bill becomes law, it will create a legal framework for initial coin offerings, based on an optional certification scheme that would include compliant token issuers on a public “white list,” signaling to investors that they are trustworthy.

Anti-money-laundering regulations and reporting requirements apply to professionals involved in the sale or purchase of cryptoassets. France’s principal anti-money-laundering agency has created a new specialized unit to address an increase in the use of cryptoassets in money laundering and the financing of terrorism.

The Appropriations Law for 2019 clarified how cryptoassets are taxed by specifying that gains from the sale of cryptoassets are subject to an income tax of 12.8% and social contributions of 17.2%. Starting in 2020, French taxpayers will have to declare all of their cryptoasset accounts to French tax authorities, including those located abroad.

I. Approach to Assets Created Through Blockchain

France appears to be in the process of building a fairly comprehensive legal framework for cryptoassets. The French Minister of Finance has expressed the country’s ambition to “adopt an open approach while playing a pioneering and key role at the international level” in relation to cryptoassets. The government has been actively studying the best ways to achieve those goals, and has started to adopt some legislation aimed at meeting them.

---

A 2018 report commissioned by the Minister of the Economy and Finance, referred to as the Landau Report (after its main author), argued against “directly regulating cryptocurrencies,” as this would make it necessary to “define and classify, and therefore rigidify objects that are essentially in motion and still unidentified.”\(^2\) For the near future, at least, regulators should accept a certain amount of ambiguity until cryptocurrencies become more established and less experimental, the report said.\(^3\) Any regulation should be “technologically neutral” to the extent possible, and be geared towards regulating the actors rather than the products. Notable exceptions to this general principle, however, would be regulations to fight against money laundering and the financing of terrorism.\(^4\)

Furthermore, this report called on the government to clarify the accounting and tax framework applicable to cryptocurrencies, to provide market actors with more legal certainty.\(^5\) Additionally, the authors called on the government to promote the development of blockchain technology and the digitization of assets, while also taking measures to limit the financial sector’s exposure to cryptoassets.\(^6\)

A further report on cryptocurrencies was published in January 2019 by the Commission on Finance, the General Economy, and Budgetary Control of the National Assembly, France’s lower house of Parliament.\(^7\) This report, which included a series of 27 policy recommendations for cryptoassets, argued for a legislative approach that would “structure the conversion point between fiat currency and cryptoassets, while giving a maximum amount of flexibility within the blockchain space, giving free reign to experimentation.”\(^8\) Similar to the Landau Report, the National Assembly report called for a regulation that would be flexible and would not constrain cryptoassets to existing legal definitions.\(^9\)

II. Early Blockchain-Related Legislation

The first piece of legislation directly related to cryptoassets appears to have been adopted in April 2016, when an ordinance included two provisions which allowed the use of blockchain technology for a specific type of zero-coupon bond called a “mini-bond” (\textit{minibon}).\(^10\) The main
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\(^7\) WOERTH & PERSON, supra note 1.

\(^8\) Id. at 119.

\(^9\) Id. at 70.

\(^10\) Ordonnance n° 2016-520 du 28 avril 2016 relative aux bons de caisse [Ordinance No. 2016-520 of 28 April 2016 Regarding Zero Coupon Bonds], art. 2,
impact of this ordinance was to provide the first definition of blockchain in French law, but otherwise these provisions only had a very narrow application. Another ordinance, from December 2017, went further and made it possible to use blockchain technology for a broader range of financial instruments.11 This allows the tokenization of assets, which makes the trading of financial assets in large volumes possible.12

III. Financial Regulation and Consumer Protection

The French Financial Market Authority (Autorité des marchés financiers, AMF) and Prudential Supervisory Authority (Autorité de contrôle prudentiel et de résolution, ACPR) issued a joint notice in December 2017, warning investors about the current unregulated nature of cryptocurrencies.13

The ACPR took the position that intermediation in the exchange of cryptocurrencies against legal tender currency should be considered a payment service. Consequently, cryptocurrency exchange platforms in France need to be licensed as payment service providers by the ACPR.14 As a condition for obtaining and keeping a payment service provider license, cryptocurrency exchanges must follow regulations designed to prevent money laundering and the financing of terrorism, particularly by establishing internal monitoring and compliance systems.15

A current bill, referred to as the PACTE Bill (“Projet de loi Pacte”), includes amendments to the French Monetary and Financial Code that would add several provisions regarding cryptoassets.16 If it becomes law, this bill will create a new legal framework for initial coin offerings (ICOs). One of the features of this legal framework is the creation of a certification scheme by the AMF, by which token issuers that fulfill certain criteria will be included on a “white list” available to the

---


12 WOERTH & PERSON, supra note 1, at 51.
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16 Projet de loi relatif à la croissance et la transformation des entreprises [Bill Regarding Growth and the Transformation of Companies], No. 382 (Senat [Senate]) (Mar. 18, 2019), arts. 26, 26bis(A), 26bis(B), https://www.senat.fr/leg/pj18-382.pdf, archived at https://perma.cc/A8DE-66LB.
public. The government hopes that this “white list” will provide investors useful evidence of an issuer’s trustworthiness. In debating the PACTE Bill, several legislators have expressed concerns that it does not provide enough protection to investors. Their concerns stem from the optional nature of the AMF’s certification, and the fact that the Bill does not address online frauds related to cryptocurrencies. The PACTE Bill was adopted by the National Assembly on March 16, 2019, and is scheduled to be discussed and voted on by the Senate in April.

IV. Anti-Money Laundering Law

Legislation adopted in December 2016 amended the Financial and Monetary Code to apply anti-money laundering and counter-financing of terrorism regulations to professionals involved in the sale or purchase of cryptoassets. The Code now requires “any person who, as a habitual part of their profession, is either a party or an intermediary in the purchase or sale of any instrument containing non-monetary value units in digital form, that can be saved or transferred for the purpose of buying a good or a service, but that does not represent a debt to the originator,” to monitor and report activity which could linked to money laundering or the financing of terrorism.

In its 2018 activity report, France’s principal anti-money laundering agency, the Ministry of Finance’s Traitement du renseignement et action contre les circuits financiers clandestins (Treatment of Intelligence and Action Against Clandestine Financial Circuits) (TRACFIN), stated that it had seen a sharp increase in the use of cryptoassets for money laundering and the financing of terrorism.

---


of terrorism. To address this development, TRACFIN created a new investigative unit specialized in the analysis of cryptoasset transactions.

V. Taxation

The Appropriations Law for 2019 amended the French Tax Code to clarify how cryptoassets are taxed. Under these new provisions, the gains from the sale of cryptoassets are subject to an income tax of 12.8% and social contributions of 17.2%. This aligns cryptoassets with the taxation of income from stocks and other non-real estate assets. Under the new tax provisions, persons who sell less than 305 Euros’ (US$343) worth of cryptoassets in a year are exempt from these taxes. However, the new provisions will also make it mandatory for French taxpayers to declare all of their cryptoasset accounts to the French tax authorities, including accounts located abroad. This latter tax provision will only enter into force on January 1, 2020, while the former ones have been in force since January 1, 2019.

---
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SUMMARY  

The German federal government is currently preparing a comprehensive national “Blockchain Strategy,” which is slated to be presented in the summer of 2019. In addition, it supports the development of European and international regulation for cryptocurrencies and tokens (cryptoassets). In addition, in March 2019, the German Federal Ministry of Finance together with the German Federal Ministry for Justice and Consumer Protection published key points for the regulatory treatment of electronic securities and crypto tokens as the first implementing measure within the framework of the Blockchain Strategy.

Germany is currently in the process of transposing into its domestic law the amendment of the European Union’s Anti-Money Laundering Directive (5th AMLD), which extended the customer due diligence requirements to custodian wallet providers and virtual currency exchange platforms, and defined virtual currencies. In line with the jurisprudence of the European Court of Justice, transactions to exchange a traditional currency for bitcoin or other virtual currencies and vice versa constitute the taxable supply of other services for consideration, but fall under the exemption from value-added tax (VAT).

The German Federal Financial Supervisory Authority (BaFin) qualifies virtual currencies/cryptocurrencies as units of account and therefore financial instruments. However, on September 29, 2018, the Higher Regional Court of Berlin held that trading in bitcoin does not require a banking license, because it is not a unit of account within the meaning of the German Banking Act, a decision that is directly at odds with the regulatory practice of BaFin. With regard to ICOs, BaFin assesses on a case-by-case basis whether the ICOs qualify as financial instruments or as securities and therefore trigger the need to comply with the relevant financial legislation.

I. Approach to Assets Created through Blockchain

The German Federal government is currently preparing a comprehensive national “Blockchain Strategy,” one of its priorities set out in the coalition agreement between the governing parties CDU, CSU, and SPD. In addition, it supports the development of European and international regulation for cryptocurrencies and tokens (cryptoassets). A public consultation on the

Blockchain Strategy took place from February 20 to March 29, 2019. The Blockchain Strategy is slated to be presented in the summer of 2019. With regard to the legal framework, the Blockchain Strategy will cover the necessity of a different legal approach for public and private blockchain, the applicable law, liability and enforcement, smart contracts, the use of intermediaries, data protection, formal requirements such as recognizing digital formats as equivalent to written formats, and taxation.

In addition, in March 2019, the German Federal Ministry of Finance together with the German Federal Ministry for Justice and Consumer Protection published key points for the regulatory treatment of electronic securities and cryptotokens. The key points are the first implementing measure within the framework of the Blockchain Strategy. Its goal is to “make electronic securities possible while ensuring investor protection and creating legal certainty and application security for the areas of civil and supervisory law.” The key points go beyond the Blockchain Strategy by making electronic securities available outside of blockchain technology and similar technologies. Developments on a European and international level are taken into account to avoid a “German solution” that would conflict with EU-wide harmonization measures; however, Germany did not want to wait to publish its own rules as such EU-wide measures can take several years. Anti-money laundering regulation is not the focus of this consultation paper, but will be addressed in the act implementing the amendment of the EU anti-money laundering legislation.

---
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A. Financial Regulation and Consumer Protection

1. Consultation Paper of the Federal Ministry of Finance

The consultation paper of the Federal Ministry of Finance suggests that German law should generally be opened up for electronic securities, meaning the current requirement that securities need to be embodied in a physical certificate would be eliminated.\(^\text{11}\) However, issuing securities in electronic form would not be mandatory; issuers would have the option to still use a paper form.\(^\text{12}\) In addition, the Ministry of Finance proposes that the regulation be technology-neutral, in particular with regard to the fact that blockchain technologies consume a lot of energy and affect the environment, and should therefore not be privileged.\(^\text{13}\) The regulation of electronic shares will be taken up at a later point.\(^\text{14}\)

The paper also suggests establishing a register for electronic securities run by a central state registry or a registry supervised by the state.\(^\text{15}\) The issuer itself or an authorized third party might be able to register an electronic security if it is proven that blockchain technology will not permit subsequent unauthorized amendments.\(^\text{16}\) The blockchain securities register might be included in another public register to provide legal certainty to issuers and investors that the securities listed therein are securities within the meaning of German civil law.\(^\text{17}\) However, keeping a register on a blockchain might qualify as the operation of a securities settlement system, so that registration as a central security depository (CSD) within the meaning of EU Regulation No. 909/2014 might be necessary.\(^\text{18}\) The paper states that further review is needed in this regard.\(^\text{19}\) To ensure investor protection for securities registered on a blockchain (“blockchain securities”), the following is proposed (individually or cumulative):

- Blockchain securities may only be purchased by institutional investors.
- The issuer or the authorized third party who keeps the register must be subject to some type of state supervision.

---

\(^{11}\) BUNDESMINISTERIUM DER FINANZEN, supra note 5, at 2.

\(^{12}\) Id.

\(^{13}\) Id.

\(^{14}\) Id.

\(^{15}\) Id. at 3 & 4.

\(^{16}\) Id. at 4.

\(^{17}\) Id.
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Blockchain securities may only be purchased by private investors if the relevant blockchain register is run by a credit or financial institution subject to supervision in the EU.

Private investors may not purchase blockchain securities directly from the issuer or another investor, but the purchase must be effected by a licensed and supervised intermediary, who explains rules and advises investors.

Private investors may purchase blockchain securities directly from issuers; however, issuers are subject to special information and documentation obligations. A resale of blockchain securities by a private investor to another private investor can only be effected via the issuer as a counterparty interposed between the seller and buyer in order to ensure that information and documentation obligations are complied with.20

The paper also proposes that electronic securities could be declared “objects” by means of a legal fiction so that the rules on property law apply. Alternatively, they could be subject to a law sui generis similar to the Swiss Federal Act on Intermediated Securities.21 In any case, there will be independent rules on the acquisition and transfer of electronic securities as well as on good faith.22

The paper also points out that electronic securities will be subject to the Securities Trading Act,23 the Securities Prospectus Act,24 and the provisions of the EU Market Abuse Regulation25 as these laws do not require the embodiment of securities in physical form.26

As a last point, the paper also deals with the issuance of utility tokens/cryptocurrencies. It states that utility tokens are generally not classified as securities, investment assets, or other types of financial instruments within the meaning of the Securities Trading Act, and will most likely also

20 Id. at 6.


22 BUNDESMINISTERIUM DER FINANZEN, supra note 5, at 3.


26 BUNDESMINISTERIUM DER FINANZEN, supra note 5, at 6.
not be classified as electronic securities in most cases. They therefore will not be subject to the provisions of the Securities Trading Act, the Securities Prospectus Act, or the Investment Assets Act. Thus, there is no obligation to publish a prospectus or information sheet for the public offering of utility tokens. The paper states that the “whitepapers” that are generally published are not comparable and do not enable an investor to make an informed decision. It also points out the risks associated with investing in utility tokens. It notes that the European Securities and Markets Authority (ESMA) has also pointed out the necessity to create adequate risk disclosure requirements in its advice on ICOs and cryptoassets. The paper proposes two different options to handle this situation:

- Germany will wait until the EU passes a regulation on the issuance of utility tokens based on ESMA’s recommendations and will actively participate in the legislative process; or
- Germany could pass national legislation as a bridge solution that would be in force until an EU regulation has been passed. It would require the publication of an information sheet approved by the German Federal Financial Supervisory Authority (Bundesanstalt für Finanzdienstleistungsaufsicht, BaFin) for every public offer of utility tokens.

2. Proposal to Regulate Distributed Ledger Technologies

In addition, on September 11, 2018, the parliamentary group of the Free Democratic Party (FDP) submitted a request that the federal government regulate distributed ledger technologies (DLT) to the German parliament. The proposal aims to provide legal certainty for the application of DLT, among others blockchain technology and ICOs, and to create a workable legal framework so that private persons as well as companies can make use of the new technology. It also states that the treatment of utility tokens, debt tokens, and security tokens remains unclear and there is no enforceable legal protection against “ICO scams.” The application of tax law must also be clarified. The proposal requests the following:

---

27 Id. at 7.
29 BUNDESMINISTERIUM DER FINANZEN, supra note 5, at 7.
31 BUNDESMINISTERIUM DER FINANZEN, supra note 5, at 8.
33 Id. at 2.
34 Id.
• Creation of more expertise and resources at BaFin to deal with regulatory hurdles with regard to the use of blockchain technology in the financial market.

• BaFin must be more transparent with regard to its classification of tokens; clear criteria must be published and be publicly available; the framework conditions for blockchain technologies, ICOs, and token sales must be available in several languages.

• Companies must have the possibility to submit a voluntary prospectus for tokens to BaFin for its approval; furthermore, Germany should advocate for EU-wide rules on prospectuses for securities token offers.

• Tax authorities must be technically capable of capturing situations involving cryptocurrencies and token issuances and be able to tax them appropriately. Data on blockchain technology must be compiled.

• A review must be undertaken as to whether the current legal framework is compatible with DLT and whether there are regulatory gaps, including in financial laws and civil law.

• The requirement that securities must be embodied in physical form must be abolished and a qualified digital register must be established.

• The use of smart contracts must be reviewed.

• Data protection rules must be updated.

• The role of banks as digital wallet providers must be reviewed and classified; a new provision in the Banking Act might be necessary.

• Taxation in general must be clarified—in particular whether the sale of tokens is subject to the “First-In-First-Out-Rule,” the “Last-In-Last-Out-Rule,” or if there is a choice; the tax treatment of forks; and whether the sale of tokens is subject to value-added tax (VAT).\[35\]

B. Anti-Money Laundering Law

On July 9, 2018, the amendment of the European Union’s Anti-Money Laundering Directive (5th AMLD) entered into force, extending the customer due diligence requirements to custodian wallet providers and virtual-currency exchange platforms, and defined virtual currencies.\[36\]
Member States must transpose the new rules into national law by January 10, 2020. Germany so far has not implemented the changes into its domestic law.

C. Taxation

In February 2018, the German Federal Ministry of Finance published guidance on VAT treatment of bitcoin and other virtual currencies. It determined that transactions to exchange a traditional currency for bitcoin or other virtual currencies and vice versa constitute the taxable supply of other services for consideration, but fall under the exemption from VAT. It stated that bitcoin or other virtual currencies that are used simply as a means of payment are treated the same as traditional means of payment. Using bitcoin or other virtual currencies for no other purpose than as a means of payment is therefore not taxable. This guidance is in line with the European Court of Justice (ECJ) decision Hedqvist dated October 22, 2015.

II. Custodianship of Cryptocurrencies by Financial Institutions

It appears that Germany does not have any specific rules on custodianship of cryptocurrencies by financial institutions.

III. Regulation of Cryptocurrencies as Financial Securities

BaFin qualifies virtual currencies/cryptocurrencies as units of account and therefore financial instruments. Undertakings and persons that arrange the acquisition of tokens, sell or purchase tokens on a commercial basis, or carry out principal broking services in tokens via online trading platforms, among others, are generally required to obtain authorization from BaFin in advance.

---

37 5th AMLD, supra note 36, art. 4, para. 1.
42 Banking Act, § 32; Virtual Currency (VC), supra note 41.
However, on September 29, 2018, the Higher Regional Court of Berlin (Kammergericht Berlin, KG Berlin) held that trading in bitcoin does not require a banking license because it is not a financial instrument—in particular, not a unit of account within the meaning of the German Banking Act. The decision is directly at odds with the regulatory practice of BaFin. The Court ruled that BaFin overstepped its competency when it classified bitcoin as “units of account” and therefore made them subject to authorization.43

In February 2018, the BaFin published information on the regulatory assessment of ICOs and the tokens, coins, and cryptocurrencies on which they are based.44 It stated that firms involved in ICOs need to assess on a case-by-case basis whether the ICOs qualify as financial instruments (transferable securities, units in collective investment undertakings, or investments) or as securities and therefore trigger the need to comply with the relevant financial legislation.


SUMMARY Gibraltar has actively sought to provide legal certainty regarding the operation of cryptocurrencies within its jurisdiction. It currently requires the registration of firms that use distributed ledger technology to store or transmit value belonging to others. The registration process involves the Gibraltar Financial Services Commission reviewing the application and, if satisfied that certain criteria are met, a license may be granted, enabling the holder to operate a business using distributed ledger technology. Gibraltar is also in the process of introducing regulations that will regulate digital tokens that are not securities.

I. Introduction

The Gibraltar Financial Services Commission (GFSC) is the regulator of the financial services market in Gibraltar and is responsible for regulating providers of such services that conduct business in Gibraltar and overseas. The GFSC must undertake this responsibility “in an effective and efficient manner in order to promote good business, protect the public from financial loss and enhance Gibraltar’s reputation as a quality financial centre.”

The government of Gibraltar recently introduced regulations governing the use of distributed ledger technology (DLT) in order to provide legal certainty to those operating within this framework, help with consumer confidence, and ensure that Gibraltar’s reputation and its financial sector is protected. Gibraltar has established a regulatory framework for cryptocurrency exchanges, and is currently working on legislation to regulate initial coin offerings (ICOs). The Gibraltar Funds and Investment Association has stated that the DLT legislation and upcoming ICO regulations has resulted in a surge of interest in Gibraltar that has had a positive effect on Gibraltar's funds industry. Gibraltar is now considered the 'go-to' place for anything involving crypto currency or blockchain technology . . . [and] it is one of the few jurisdictions in the world where it is possible to open a bank account for such activities.


II. Regulation of Cryptoassets

In May 2017, the Gibraltar government published a consultation paper discussing proposals for a regulatory framework covering DLT. In September 2017, the GFSC issued a statement that a new regulatory framework for DLT would be introduced and, on October 12, 2017, the government introduced the Financial Services (Distributed Ledger Technology Providers) Regulations 2017 under the Financial Services (Investment and Fiduciary Services) Act. These regulations entered into force on January 1, 2018. The government of Gibraltar claims that the GFSC was the first regulator to introduce a framework regulating DLT. The aim of the legislation is to protect consumers, protect the reputation of Gibraltar as a well-regulated and safe environment for firms that use DLT, and enable Gibraltar to prosper from the use and growth of new financial technology.

The term “Distributed Ledger Technology” is defined in the Financial Services (Investment and Fiduciary Services) Act 1989 as

a database system in which-

(a) information is recorded and consensually shared and synchronised across a network of multiple nodes; and

(b) all copies of the database are regarded as equally authentic.

The DLT framework in Gibraltar does not regulate cryptocurrencies themselves, rather it serves to fill the gap by providing a regulatory regime for activities that use DLT for storing or transmitting value that belongs to another for businesses operating in or from Gibraltar that are not subject to another regulatory framework. Providing DLT services is defined in the Financial Services (Investment and Fiduciary Services) Act 1989 as “[c]arrying on by way of business, in or from Gibraltar, the use of distributed ledger technology for storing or transmitting value.

---


7 Financial Services (Distributed Ledger Technology Providers) Regulations 2017, reg. 1(2). See also Press Release, GFSC, supra note 1.

8 Press Release, GFSC, supra note 1.

9 Id.

10 Financial Services (Investment and Fiduciary Services) Act 1989, Act No. 49-1989, sched. 3 ¶ 10(2) (as amended).

11 Id. sched. 3 ¶ 10(1).
belonging to others.”12 “Value” is defined as including “assets, holdings and other forms of ownership, rights or interests, with or without related information, such as agreements or transactions for the transfer of value or its payment, clearing or settlement.”13

The DLT framework requires that firms operating in or from Gibraltar that engage in this type of activity for business purposes must be authorized by the GFSC.14 The GFSC has stated that “[f]irms and activities that are subject to another regulatory framework continue to be regulated under that framework.”15

In order to obtain a DLT provider license, a person must submit an initial application assessment request with a £2,000 fee16 (approx. US$2,750) to the GFSC,17 which must

(a) assess the nature and complexity of the requester’s proposed business model and of the products and services which the requester proposes to offer; and

(b) provide the requester with an initial assessment notice informing the requester of

(i) any steps which the requester must take before applying for a DLT Provider’s licence;

(ii) the documents and other information which must accompany any application; and

(iii) the prescribed application fee which is payable.

Licenses are then granted if the applicant follows these steps and the GFSC is satisfied the applicant will comply with the nine regulatory principles.18 Upon receiving an application assessment notice from the GFSC, the person may then apply for a DLT provider’s license conforming with the requirements of the notice and including an additional fee that ranges from £8,000 (approx. US$11,000) to £28,000 (approx. US$39,000), depending upon the complexity of the application, which is determined during the initial application assessment.19

12 Id.

13 Id. sched. 3 ¶ 10(2).


15 Id.; Financial Services (Investment and Fiduciary Services) Act 1989, Act No. 49-1989, sched. 3 ¶ 10(3) (as amended).


17 Financial Services (Distributed Ledger Technology Providers) Regulations 2017, LN 2017/204, regs. 4-5; Financial Services (Investment and Fiduciary Services) Act 1989, Act No. 49-1989, § 2(1).

18 Financial Services (Distributed Ledger Technology Providers) Regulations 2017, LN 2017/204, reg. 5.

Nine regulatory principles are set out in schedule 2 of the Financial Services (Distributed Ledger Technology Providers) Regulations 2017:  

1. A DLT Provider must conduct its business with honesty and integrity.  
2. A DLT Provider must pay due regard to the interests and needs of each and all its customers and must communicate with them in a way that is fair, clear and not misleading.  
3. A DLT Provider must maintain adequate financial and non-financial resources.  
4. A DLT Provider must manage and control its business effectively, and conduct its business with due skill, care and diligence; including having proper regard to risks to its business and customers.  
5. A DLT Provider must have effective arrangements in place for the protection of customer assets and money when it is responsible for them.  
6. A DLT Provider must have effective corporate governance arrangements.  
7. A DLT Provider must ensure that all of its systems and security access protocols are maintained to appropriate high standards.  
8. A DLT Provider must have systems in place to prevent, detect and disclose financial crime risks such as money laundering and terrorist financing.  
9. A DLT Provider must be resilient and have contingency arrangements for the orderly and solvent wind down of its business.

---

20 Id.


In a paper discussing the introduction of these regulations, the government noted that,

[i]n determining whether a principle is met, the GFSC will have regard to similarities in such matters as risk profile, use case, business model and product. The principles will be applied proportionately and on a risk-based approach.30

DLT provider license holders are further required to pay an annual fee, charged at a flat rate of £10,000 (approx. US$14,000), although an additional fee of up to £20,000 (approx. US$28,000) may be charged “depending upon the complexity of regulating the DLT Provider.”31 Companies that are currently licensed under the existing financial legislation in Gibraltar and use DLT to improve their procedures and processes do not need a separate license unless the activities that DLT is used for are not within the scope of the current license. Banks that wish to provide virtual currency services and warrants need to obtain a new DLT provider license for these activities. Providing DLT services without a license under the regulations is an offense, punishable with a fine of up to £10,000 (approx. US$14,000).32

The nine regulatory principles that govern the DLT framework were established as it was determined that

[a] flexible, adaptive approach is required in the case of novel business activities, products, and business models. We consider that regulatory outcomes remain central but are better achieved through the application of principles rather than rigid rules. This is because for businesses based on rapidly-evolving technology such hard and fast rules can quickly become outdated and unfit for purpose.33

III. Gibraltar Blockchain Exchange

The Gibraltar Blockchain Exchange (GBX)34 was established in November 2018 as an official licensed exchange by the GFSC and is a subsidiary of the Gibraltar Stock Exchange.35 It is recognized by ESMA (the European regulator) and HMRC (UK) and

aims to be a world-leading institutional-grade token sale platform and digital asset exchange. Built upon principles of decentralisation and community consensus, we seek to create a new era of trust, openness and global acceptance for the crypto industry, one quality token listing at a time.36

30 PROPOSALS FOR A DLT REGULATORY FRAMEWORK, supra note 4, at 18.
35 Id.
36 Id.
The DLT framework requires exchanges to register with the GFSC and meet the criteria discussed above.\textsuperscript{37} The objective of the GBX is to enable consumers to access vetted token sales, while enabling token issuers to provide tokens to a “large pool of AML/KYC-cleared [anti-money laundering/know your customer-cleared] buyers.”\textsuperscript{38}

The Digital Asset Exchange (DAX) was also recently formed as a licensed, regulated digital asset exchange that forms part of the Gibraltar Stock Exchange Group.\textsuperscript{39}

IV. Digital Tokens

Unless a digital token has the underlying structure of a security, these assets are currently unregulated in Gibraltar.\textsuperscript{40} In 2017 the GFSC issued a statement that it would monitor the use of ICOs within the DLT framework.\textsuperscript{41} A further statement was issued in 2018 stating that the GFSC would work to introduce legislation to regulate digital tokens, which it considered are “essentially those created and traded using [DLT].”\textsuperscript{42} The token regulation proposals recommended that these services should be covered to in the same manner as financial services that are currently regulated and cover

- the promotion, sale and distribution of tokens;
- operating secondary market platforms trading in tokens; and
- providing investment and ancillary services relating to tokens.\textsuperscript{43}

The proposed framework in the token regulation proposals will not directly regulate tokens, but how the sale is conducted, the distribution and promotion of tokens and require disclosure of information aimed to ensure consumers have an accurate idea of the risks posed by purchasing the token.\textsuperscript{44}

A statement from the GFSC stated the regulations would include rules governing disclosure of information about the token, anti-money laundering provisions and cover


\textsuperscript{38} A Trusted, Regulated, Insured Digital Asset Exchange (DAX), supra note 33.

\textsuperscript{39} Id.


\textsuperscript{43} TOKEN REGULATION, supra note 40, at 2.

\textsuperscript{44} Id. at 4.
the promotion, sale and distribution of tokens by persons connected with Gibraltar;
secondary market activities relating to tokens, carried out in or from Gibraltar; and
the provision, by way of business, in or from Gibraltar of investment advice relating
to tokens.\footnote{Press Release, Minister for Commerce & GFSC, supra note 42.}

The GFSC has stated that the proposed regulations are a natural extension of the DLT framework:

Token regulation is the natural progression following the regulation of DLT Providers, being
vital to the protection of consumers. One of the key aspects of the token regulations is that we
will be introducing the concept of regulating authorised sponsors who will be responsible for
assuring compliance with disclosure and financial crime rules.\footnote{Id.}

Cryptocurrencies that operate solely as a decentralized virtual currency, such as bitcoin,
are currently excluded from the token regulation proposals, but the GFSC is currently reviewing
the possibility of regulating investment funds that involve these types of digital assets.\footnote{Id.}

V. Financial Services

The Gibraltar Funds and Investment Association formed a crypto fund committee to investigate
the issues related to crypto currencies. The first resolution from the committee was to encourage
the industry of Gibraltar to use Experienced Investor Funds (EIF)\footnote{Financial Services (Experienced
archived at https://perma.cc/6745-PZBE.} as the regulatory regime for crypto funds. . . . The
industry that investors in crypto funds should be afforded the regulatory infrastructure and
the protections that the EIFs regulations offer along with the support of experienced EIF
directors, fund administrators and auditors, many of whom are notable absent in the establishment
of some private funds.\footnote{Gibraltar: A Safe Haven for Crypto Funds, supra note 3.}

The Association has published a code of conduct that covers corporate governance, risk

The Association stated that it “expects EIFs to comply with the guidance notes that deal with
Protection of Client Assets, Systems and Securities Access and Resilience which apply to
VI. Money Laundering

The Proceeds of Crime Act transposed the EU Anti-Money Laundering Directive into the national law of Gibraltar. Section 9(1)(p) extended the definition of “relevant financial business” to include

undertakings that receive, whether on their own account or on behalf of another person, proceeds in any form from the sale of tokenised digital assets involving the use of distributed ledger technology or a similar means of recording a digital representation of an asset.52

This definition brings the sales of digital assets within the existing anti-money laundering (AML) laws, which are extensive and require relevant financial businesses to conduct customer due diligence measures including, but not limited to, verifying the identity of customers, keeping accurate records, and conducting risk assessments.53 Additional AML prevention mechanisms are put in place through the DLT framework, which mandates that a firm must have systems in place to prevent, detect and disclose any financial crime risks, including money laundering.

VII. Taxation

Gibraltar is a low tax jurisdiction, and capital gains tax or dividend tax is not charged on cryptocurrencies. Crypto exchanges are liable to pay corporate income tax, currently charged at 10%.54


53 Id. Part III.

SUMMARY  In Hong Kong, virtual currencies are not considered legal tender but are virtual commodities. Hong Kong’s Securities and Futures Commission (SFC) has clarified that virtual assets falling under the definition of “securities” are subject to the SFC’s regulation.

More recently, in November 2018, the SFC issued guidance on a new regulatory approach to bring more virtual asset portfolio managers and distributors of virtual asset funds under its regulatory net. The SFC will impose licensing conditions on corporations that manage or intend to manage portfolios investing in virtual assets, where 10% or more of the gross asset value of the portfolio is invested in virtual assets, irrespective of whether the virtual assets meet the definition of “securities” or “futures contracts.”

Under the new regulatory framework, the SFC will allow licensed corporations that manage virtual asset portfolios to select the most appropriate custodial arrangement. For example, the assets may be held by the licensed corporation itself, with a third-party custodian, or by an exchange.

The SFC is also exploring the potential regulation of virtual asset trading platform operators. Such platform operators would be required to provide services only to professional investors. Virtual assets issued through an initial coin offering (ICO) would only be admitted for trading on the platform at least twelve months after the completion of the ICO or when the ICO project has started to generate profit.

I. Approach to Assets Created Through Blockchain

On January 8, 2014, in replying to a question raised at the meeting of the Legislative Council on the use of bitcoin, the Secretary for Financial Services and the Treasury said virtual currencies such as bitcoin are not considered legal tender but are virtual commodities in Hong Kong, and warned about the risks of using virtual currencies.¹

More recently, in a speech made on September 21, 2018, the Chief Executive of the Hong Kong Monetary Authority (HKMA) reiterated that cryptoassets are not money or currencies, and warned that “people wishing to invest or speculate in crypto-assets should do so without

harboring the unrealistic expectation that they would one day become money or currencies that can be used as a means of exchange.”

In a circular issued on March 18, 2019, the HKMA asked banks and other authorized institutions planning to engage in activities relating to cryptoassets to discuss with the HKMA and demonstrate that they have put in place appropriate systems and controls to identify and manage any risks associated with such activities. The circular was issued after the Basel Committee on Banking Supervision (BCBS) issued a statement on cryptoassets. The BCBS statement sets out its “prudential expectations regarding banks’ exposures to crypto-assets and related services in jurisdictions where banks are involved in such business activities.”

A. Financial Regulation

Hong Kong’s Securities and Futures Commission (SFC) has issued a number of circulars clarifying its regulatory stance on virtual assets. According to the SFC, where virtual assets fall under the definition of “securities” as defined in the Securities and Futures Ordinance, these products and related activities fall within the SFC’s ambit.

More recently, however, the SFC realized that many virtual assets do not amount to “securities.” By using the conventional regulatory approach, many investors in virtual assets are left unprotected. Having identified significant risks associated with investing in virtual assets, on November 1, 2018, the SFC issued its guidance on regulatory standards expected of virtual asset portfolio managers and fund distributors, aiming to bring virtual asset portfolio managers and distributors of virtual asset funds under its regulatory net. The SFC also stated that it was exploring the potential regulation of virtual asset trading platform operators, commonly known as cryptocurrency exchanges, and issued a conceptual framework with this regard.

The SFC’s Statement on Regulatory Framework for Virtual Asset Portfolios Managers, Fund Distributors and Trading Platform Operators contains two appendixes, and an accompanying circular was also issued on the same day:

---
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1. Background

In the statement, the SFC explained the background of its new regulatory approach on virtual assets as follows:

Under existing regulatory remits in Hong Kong, markets for virtual assets may not be subject to the oversight of the SFC if the virtual assets involved fall outside the legal definition of “securities” or “futures contracts” (or equivalent financial instruments). Therefore, investors who trade in virtual assets through unregulated trading platforms or invest in virtual asset portfolios which are managed by unregulated portfolio managers do not enjoy the protections afforded under the Securities and Futures Ordinance (SFO), such as requirements which ensure safe custody of assets and fair and open markets. If platform operators and portfolio managers are not regulated, their fitness and properness, including their financial soundness and competence, have not been assessed, and their operations are not subject to any supervision.9

2. Definition of Virtual Assets

According to the SFC statement, a “virtual asset” is a digital representation of value, which is also known as “cryptocurrency,” “crypto-asset,” or “digital token.” Virtual assets “may be or claim to be, a means of payment, may confer a right to present or future earnings or enable a token holder to access a product or service, or a combination of any of these functions.”10

---


9 Statement, supra note 4.
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3. **Virtual Asset Portfolio Managers**

The SFC will impose licensing conditions on corporations that manage or intend to manage portfolios investing in virtual assets, where 10% or more of the gross asset value of the portfolio is invested in virtual assets, irrespective of whether the virtual assets meet the definition of “securities” or “futures contracts.”11 Only professional investors as defined by the Securities and Futures Ordinance are allowed to invest into virtual asset portfolio managed by these licensed corporations.12

4. **Virtual Asset Fund Distributors**

In the Circular to Intermediaries Distribution of Virtual Asset Funds, the SFC provided detailed guidance and reminded firms that distribute funds investing in virtual assets that they should be registered with or regulated by the SFC and comply with its regulatory requirements, including the suitability obligations, when distributing these funds.13 Such funds should only be distributed to professional investors as defined by the Securities and Futures Ordinance, according to the Circular.14

5. **Virtual Asset Trading Platform Operators**

For virtual asset trading platform operators, the SFC will explore whether they are suitable for regulation in the SFC Regulatory Sandbox:

> The SFC will observe the operations of interested trading platform operators and their compliance with proposed regulatory requirements in the Sandbox environment. . . . If it is decided at the end of this stage that it is appropriate to regulate platform operators, the SFC would then consider granting a licence and putting them under its close supervision. Alternatively, it may take the view that the risks involved cannot be sufficiently addressed and no licence shall be granted as protection for investors cannot be ensured.15

Under the conceptual framework, a platform operator would also be required to provide its services only to professional investors.16 Furthermore, a platform operator should only admit a virtual asset issued through an initial coin offering (ICO) for trading on its platform at least twelve months after the completion of the ICO, or when the ICO project has started to generate profit, whichever is earlier.17

---


12 Regulatory Standards, supra note 6, at 3.


14 Circular to Intermediaries, supra note 8.

15 Press Release, SFC, SFC Sets out New Regulatory Approach for Virtual Assets (Nov. 1, 2018), supra note 11;

16 Conceptual Framework, supra note 7, at 4.
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B. Anti-Money Laundering Law

Under the conceptual framework for the potential regulation of virtual asset trading platform operators issued in November 2018, a virtual asset platform operator would be required to ensure that its anti-money laundering and countering financing of terrorism (AML/CFT) systems can adequately manage the money laundering and terrorist financing risks relating to the relevant activities. The conceptual framework also contains specific measures to be taken by a platform operator with this regard, such as obtaining sufficient contact information of the client, and suspending or terminating the account of any client who provides incomplete or suspicious contact information.\textsuperscript{18}

Previously, on March 25, 2015, the Secretary for Financial Services and the Treasury responded to a question on the regulation of bitcoin trading activities raised at the meeting of the Legislative Council.\textsuperscript{19} The Secretary stated that the existing laws of Hong Kong provide for sanctions against unlawful acts such as money laundering, terrorist financing, fraud, pyramid schemes, and cybercrimes, with or without virtual commodities being involved. The Hong Kong Government and financial regulators would also keep a close watch on the development of bitcoin and other virtual commodities, he said.\textsuperscript{20}

C. Taxation

Hong Kong’s Inland Revenue Department does not appear to have issued any specific guidelines on how it would treat cryptocurrencies for the purpose of tax assessment. In general, there is no capital gains tax payable from the sale of financial instruments in Hong Kong, but the income tax and profits tax may apply on the income from cryptocurrency trading.\textsuperscript{21}

II. Custodianship of Cryptocurrencies by Financial Institutions

The SFC will allow licensed corporations that manage virtual asset portfolios to select the most appropriate custodial arrangement. For example, the assets may be held by the licensed corporation itself, with a third-party custodian, or by an exchange.\textsuperscript{22}

The following factors, among other matters, should be considered in the selection, appointment, and ongoing monitoring of custodians:

\begin{itemize}
  \item \textsuperscript{18} \textit{Id.} at 6–7.
  \item \textsuperscript{19} Press Release, Government of Hong Kong, LCQ4: Regulation of Trading Activities of Bitcoins (Mar. 25, 2015), \url{http://www.info.gov.hk/gia/general/201503/25/P201503250463.htm}, archived at \url{https://perma.cc/WK74-B453}.
  \item \textsuperscript{20} \textit{Id.}
  \item \textsuperscript{22} Regulatory Standards, \textit{supra} note 6, at 3.
\end{itemize}
(a) the experience and track record of the custodian in providing custodial services for virtual assets;

(b) the regulatory status of the custodian, in particular, whether it is subject to any regulatory oversight over its virtual asset custodial business;

(c) the corporate governance structure and background of the senior management of the custodian;

(d) the financial resources and insurance cover of the custodian for the purpose of compensating its customers in the event of loss of customers’ assets; and

(e) the operational capabilities and arrangements of the custodian, for example, the “wallet” arrangements and cybersecurity risk management measures.23

III. Regulation of Cryptocurrencies as Financial Securities

As indicated above, under the new SFC regulatory approach announced in November 2018, the SFC will impose licensing conditions on firms that manage or intend to manage portfolios investing in virtual assets, irrespective of whether the virtual assets meet the definition of “securities” or “futures contracts.”24

Previously, in a statement on ICOs dated September 5, 2017, the SFC explained that, depending on the facts and circumstances of an ICO, digital tokens that are offered or sold may be “securities” as defined in the Securities and Futures Ordinance, and therefore subject to the securities laws of Hong Kong.25 According to the statement, where the digital tokens involved in an ICO fall under the definition of “securities,” dealing in or advising on the digital tokens, or managing or marketing a fund investing in such digital tokens, may constitute a “regulated activity.” Parties engaging in a “regulated activity” are required to be licensed by or registered with the SFC irrespective of whether the parties involved are located in Hong Kong, so long as such business activities target the Hong Kong public.26

In another statement, dated February 9, 2018, the SFC alerted investors to the potential risks of dealing with cryptocurrency exchanges and investing in ICOs.27 In the alert, the SFC said it has taken regulatory action against a number of cryptocurrency exchanges and issuers of ICOs. The SFC had warned cryptocurrency exchanges in Hong Kong or with connections to Hong Kong that they should not trade cryptocurrencies that are “securities” as defined in the Securities and

23 Id. at 4.
26 Id.
Futures Ordinance without a license. The SFC had written to ICO issuers and most of them confirmed compliance with the SFC’s regulatory regime or immediately ceased to offer tokens to Hong Kong investors. The SFC stated it would continue to police the market and engage in enforcement actions when necessary, and also urged market professionals to do proper gatekeeping to prevent fraud or dubious fundraising, and to assist the SFC in ensuring compliance with the law.28

IV. Treatment of Cryptoassets Not Considered Securities

As mentioned above, the Secretary for Financial Services and the Treasury made a statement in 2015, indicating that the existing laws of Hong Kong provide for sanctions against unlawful acts such as money laundering, terrorist financing, fraud, pyramid schemes, and cybercrimes, with or without virtual commodities being involved.29 In that statement, the Secretary said the police would take enforcement action if they find criminal conduct involving virtual commodities by conducting patrols, including searching for relevant information via public platforms on the Internet, the Secretary said.30

Cryptoassets not considered securities would be subject to the regulation of Hong Kong’s Customs and Excise Department (Customs) as virtual commodities. On January 30, 2014, the Hong Kong’s Customs issued a circular to money service operators, warning about the money laundering and terrorist financing risks associated with “virtual commodities such as Bitcoin.”31 “Virtual commodities which are transacted or held on the basis of anonymity by their nature pose significantly higher inherent ML/TF risks,” the circular states.32

28 Id.
30 Id.
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I. Introduction

Ireland does not appear to have any laws that specifically regulate cryptocurrencies.\(^1\) The Central Bank of Ireland has cautioned investors about the high risks that are associated with initial coin offerings due to the lack of regulation surrounding them.\(^2\)

II. Approach to Cryptocurrencies and Cryptoassets

In 2018, the Department of Finance issued a discussion paper on virtual assets. The paper explicitly states that its purpose is not “[t]o provide guidance or set forth policy in relation to virtual currencies trading, purchasing, selling, or raising funds via Initial Coin Offerings (ICO).”\(^3\)

One of the key considerations from the Department of Finance in the Discussion Paper was the need for a “clear legal & regulatory environment to ensure compliance when investing in blockchain linked businesses [and] Guidance in relation to tax and consumer protection matters.”\(^4\)

The government introduced an Intra-Departmental Working Group to identify the risks and economic opportunities for Ireland, monitor developments into virtual currencies, and consider whether policy recommendations are required.\(^5\)

---


4 Id., Table 2.3.

III. Anti-Money Laundering Legislation

Ireland has no specific anti-money laundering laws that apply to cryptocurrencies.6

IV. Taxation

There is no taxation legislation in Ireland that applies specifically to cryptocurrencies. The current tax structure applies to cryptocurrencies and cryptoassets, such as income tax, corporation tax and capital gains tax, with the particular tax depending upon the activities the cryptocurrencies or assets are used for and the individual.7

The Office of the Revenue Commissioners has noted that it considers bitcoin and other cryptocurrencies as “negotiable instruments” that are exempt from value-added tax (VAT).8 VAT does, however, arise on purchases made with virtual currencies.9 Any profits are liable to capital gains tax for an individual or corporation tax for a company, and losses may be written off.10 If virtual currencies are mined, any virtual assets acquired as a result of mining are subject to income tax.11

---


9 VAT Consolidation Act 2010 § 6(1)(d); see also id. ¶ 2.2.

10 DEPARTMENT OF FINANCE, supra note 3.

11 Id.
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SUMMARY
Indonesia’s commodity futures trading regulator, Bappebti, recently issued regulations that provide the legal framework for the trading of cryptoassets as commodities that can be subject to futures trading. The regulations contain requirements related to the approval of cryptoassets that can be traded, traders, exchanges, clearing houses, and storage providers. These include technical, structural, and security requirements, as well as requirements for entities to maintain certain levels of paid-up and closing capital. Exchanges are also subject to anti-money laundering obligations.

It appears that, despite these regulatory developments, Bank Indonesia continues to prohibit the use of cryptocurrency as a means of payment in the country. In addition, financial services institutions regulated by the Financial Services Authority appear to be prohibited from engaging in activities related to cryptocurrencies.

I. Approach to Assets Created Through Blockchain

Indonesia’s Commodity Futures Trading Regulatory Agency (known as Bappebti), which is part of the Ministry of Trade, issued four regulations in February 2019 that provide a legal framework for “the trading of crypto assets as commodities that could become the subjects of futures contracts and other derivative contracts traded in the stock market.” The four regulations are as follows:


* At present there are no Law Library of Congress research staff members versed in Indonesian. This report has been prepared by the author’s reliance on practiced legal research methods and on the basis of relevant legal resources, chiefly in English, currently available in the Law Library and online.


The new policy reportedly outlines a set of requirements in regard to any cryptocurrency circulating in Indonesia. Specifically, cryptocurrencies have to comply with risk assessment, anti-money laundering (AML) and combating the financing of terrorism (CFT) requirements. The policy also stipulates that cryptocurrency traders must keep transaction histories for at least five years and have a server located inside the country.

Head of Bappepitu Indrasari Wisnu Wardhana reportedly said that with the introduction of the new legislation, the agency wants to “give protection to people who want to invest in crypto assets so that they aren’t cheated by fraudulent sellers.”

The new regulations followed the promulgation of two ministerial regulations related to trading cryptoassets and “digital gold” in October 2018 and January 2019: Peraturan Menteri Perdagangan No. 99 Tahun 2018 tentang Kebijakan Umum Penyelenggaraan Perdagangan Berjangka Aset Kripto (Crypto Asset) (Minister of Trade Regulation No. 99/2018 concerning the
General Policy for the Implementation of Crypto Assets Futures Trading) and Peraturan Menteri Perdagangan No. 119 Tahun 2018 tentang Kebijakan Umum Perdagangan Pasar Fisik Emas Digital di Bursa Berjangka⁹ (Minister of Trade Regulation No. 119/2018 concerning the General Policy on the Trading of Physical Market for Digital Gold on the Futures Exchange). “Digital gold” is defined as gold for which ownership is digitally recorded.¹⁰

Bappebti had previously issued a formal decision on the status of cryptocurrencies in June 2018, which stated that “cryptocurrencies are a commodity that can be subject to futures trading.”¹¹ Minister of Trade Regulation No. 99/2018 codified this designation and stated that further arrangements regarding the matter would be determined by Bappebti.¹²

When the Bappebti decision was issued in June 2018, it was reported that “[t]he issues of taxation were not fully addressed, but will be looked at by the Directorate General of Taxes. It was proposed that the trading will be subject to a final tax as well as taxes applied on the exchange.”¹³ No further information on developments in this area was located.

Prior to these developments, Bank Indonesia (the central bank) issued a regulation in late 2017 banning fintech companies from using cryptocurrency as a payment system.¹⁴ It has also issued several warnings to investors regarding the risks associated with digital assets.¹⁵ Following the promulgation of the new regulations on futures trading of cryptoassets, Bank Indonesia
reportedly reiterated its position prohibiting cryptocurrency from being used as a means of payment.16

The Financial Services Authority (Otoritas Jasa Keuangan, OJK) is responsible for regulating and supervising the financial services sector in Indonesia. In a 2018 consumer education document, OJK stated that it prohibits financial services institutions using or marketing unregulated products, including cryptocurrencies. It also said it would continue to educate the public regarding the risks of cryptocurrencies.17 Several entities that provide cryptocurrency services are listed by OJK as being ones that consumers need to be aware of.18 Following Babbepti naming cryptocurrencies as a commodity that can be subject to trading in a futures exchange, OJK reportedly continued to assert that the financial services industry is prohibited from actively participating in cryptocurrency transactions.19

The Ministry of Finance and the Indonesian Financial Transaction Reports and Analysis Center have also issued a warnings related to cryptocurrencies.20

II. Custodianship of Cryptocurrencies by Financial Institutions

Information regarding the requirements in Regulation No. 5/2019 for an entity to be approved as a Crypto-Asset Storage Provider in the context of futures trading is provided in Part IV, below. As noted above, financial services institutions in Indonesia are currently prohibited from engaging in cryptocurrency activities.

III. Regulation of Cryptocurrencies as Financial Securities

As indicated above, while Indonesia currently has regulations enabling cryptoassets to be traded as commodities on a futures exchange in Indonesia, no law or regulation brings cryptocurrencies into the regulatory regime for financial securities.

---


20 See SSEK, supra note 14.
IV. Treatment of Cryptoassets Not Considered Securities

According to an article in the *Jakarta Post*, Regulation No. 5/2019 on the implementation of physical markets for cryptoassets in futures exchanges “focuses among other things on good governance principles for crypto asset traders, legal certainty, consumer protection and the requirement for Bappebti to establish a physical market for crypto assets through electronic infrastructure.”\(^{21}\) The regulation “also regulates crypto assets that could be traded as well as mechanisms for crypto asset trading, starting from the opening of accounts, fund saving, crypto asset transactions, withdrawing crypto assets and withdrawing funds.”\(^{22}\)

An Indonesian law firm has provided a detailed overview of the new regulations that establish the legal framework for futures trading of cryptoassets. It states that Regulation No. 5/2019 needs to be read in conjunction with Regulation No. 2/2019, which “establishes an amended regulatory framework for commodity futures trading in general.”\(^{23}\) According to the law firm, Regulation No. 5/2019 defines a “Crypto Asset” as “an intangible commodity in the form of a digital asset that uses cryptography, a peer-to-peer network and distributed-ledger technology to regulate the creation of new units, verify transactions and ensure transaction security without the involvement of a third party intermediary.”\(^{24}\) The regulation also defines the terms “Crypto-Asset Exchanges,” “Crypto-Asset Clearing Agencies,” “Crypto-Asset Traders, Crypto-Asset Clients,” and “Crypto-Asset Storage Providers.” For example,

[a] Trader is defined as a “party that has been approved by Bappebti to conduct crypto-asset transactions on its own behalf and/or to facilitate crypto-asset transactions by Clients,” while a Client is defined as “a party that uses the services of a Trader to buy and sell crypto assets on the crypto-assets market.”\(^{25}\)

Under Regulation No. 5/2019,

[a] crypto asset may only be traded on a Crypto-asset Exchange if the crypto asset is approved by Bappebti and listed in Bappebti’s Schedule of Crypto Assets.

To be approved by Bappebti, a crypto asset must, at a minimum, satisfy the following requirements:

a. employs distributed ledger technology;

b. is asset backed or utility-based;

---


\(^{22}\) Id.


\(^{24}\) Id.

\(^{25}\) Id.
c. in the case of a utility-based crypto asset, the crypto asset must be among the top 500 in terms of market capitalization;
d. it must be traded on the largest crypto asset exchange in the world;
e. offers economic benefit; and
f. has successfully passed a risk assessment, including as regards the anti-money laundering and combating the financing of terrorism and proliferation of weapons of mass destruction regulations.26

The regulation “expressly excludes initial coin offerings from the scope of its regulatory scheme.”27

Crypto-Asset Exchanges and Crypto-Asset Clearing Agencies must be approved by Bappebti. In addition to complying with the general requirements in Regulation 2/2019 and other subsidiary legislation, Bappebti explained in a statement that such entities “must have paid-up capital of at least 1.5 trillion Indonesian rupiahs ([US]$106 million) and must maintain a closing capital balance of at least 1.2 trillion Indonesian rupiahs ($85 million).”28 Exchanges must also have a “good level of system security” and “a minimum of three employees who are Certified Information System Security Professionals (CISSP). They must also undergo a risk assessment process, the agency said, including confirming anti-money laundering (AML) and combating the financing of terrorism (CFT) compliance.”29

A Crypto-Asset Trader must be

incorporated as a limited liability company, be a member of a Crypto-asset Exchange and a Crypto-asset Clearing Agency, be designated as a Trader by the Crypto-asset Exchange and be approved by Bappebti. Separate Bappebti approvals are required for each type of transaction mechanism that is employed by the Trader. In addition, every such mechanism must be governed by trading rules that are approved by Bappebti.30

A trader must also have minimum paid-up capital of IDR 1 trillion (approx. US$70,475,000) and maintain a minimum closing capital balance of IDR 800 billion (approx. US$56,412,000). In addition, it “must have an organizational structure that, at a minimum, consists of an IT division, audit division, legal division, client-complaints division, client-support division and finance division.”31 Regulation No. 5/2019 also contains “a detailed list of technical requirements for Traders, including having ISO 27001 (Information Security Management System) certification. In addition, Traders that avail of Cloud storage must have ISO 27017 (cloud security) and ISO 27018

26 Id.
27 Id.
28 Khatri, supra note 1.
29 Id.
30 Hakim, supra note 23.
31 Id.
(cloud privacy) certification.”32 A Trader’s online trading system “must be audited by a certified and competent independent agency before being approved by Bappebti.”33

A Crypto-Asset Storage Provider “must be approved by Bappebti based on a recommendation by a Crypto-Asset Exchange.”34 It must satisfy the same financial requirements as a Trader, meet detailed technical requirements (including ISO 27001 certification), and “have an organizational structure that consists of, at a minimum, an IT division, audit division and legal division.”35 A Storage Provider’s online storage system must also be independently audited.

Both Traders and Storage Providers are accountable for the cryptoassets that they manage.36

In terms of trading operations, Regulation No. 5/2019 contains the following general provisions:

Before opening a Client account and accepting funds from a Client, a Trader must provide the Client with information on the Trader’s corporate particulars, the risks involved in crypto-asset trading (including those related to price fluctuation and system failure), and enter into a contract with the Client. Traders are also required to apply Know Your Customer (KYC) in respect of the money laundering, terrorist financing and the financing of proliferation of weapons of mass destruction regulations. All suspicious transactions must be reported to the Financial-Transaction Analysis and Reporting Center (PPATK).

A Trader is required to keep a minimum of 70 percent of the total crypto assets that it manages in “cold storage” (that is, in physical paper form). This may be undertaken (a) in collaboration with a Crypto-asset Storage Provider that provides token or wallet storage services: or (b) by the Trader itself, using a token or wallet storage mechanism.

Every Client transaction that is facilitated by a Trader must be verified by the Crypto-asset Clearing Agency, and reported to the Crypto-asset Exchange for the purposes of setting price references and conducting supervision.37

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As noted above, cryptocurrency is permitted to be traded in Indonesia as a commodity, but cannot be used as a method of payment, and financial services institutions cannot engage in cryptocurrency activities.

Based on Regulation No. 5/2019, it appears that local futures trading in cryptoassets (as defined by the regulation) that have not been approved by Bappebti is also prohibited. To be approved by Bappebti for trading on a futures exchange, cryptoassets must be asset-backed or utility-based.

32 Id.
33 Id.
34 Id.
35 Id.
36 Id.
37 Id.
SUMMARY  The Isle of Man currently provides for the registration of virtual currency businesses within its shores, but this registration is to ensure compliance with anti-money laundering laws rather than regulation of the industry. The Isle of Man’s Financial Services Authority continues to warn consumers as to the risks posed by investing in virtual currencies and cryptoassets.

I. Introduction

The Isle of Man is a Crown Dependency of the United Kingdom and is a low-tax jurisdiction with a robust online gambling industry and burgeoning financial sector. Referred to in some reports as “Bitcoin Island,” many establishments across the Island already accept bitcoins as payment alongside its national currency.¹

II. Approach to Assets Created through Blockchain

The Isle of Man was an early adopter of legislation to regulate cryptocurrencies within its jurisdiction. The Isle of Man distinguishes between four different types of online currencies:

   Digital currency refers to any electronic representation of a fiat currency and this can include representations of virtual currency.

   Virtual currency is a narrower asset and is a digital representation of value which can be traded digitally. The nature of a virtual currency means that it does not need to be centrally controlled or administered. Virtual currency can be either convertible or non-convertible.

   Convertible virtual currency, which includes crypto-currency, can be converted into a fiat currency, either directly, or through an exchange. For a currency to be convertible, there does not need to be a set rate or an established benchmark, but that merely a market exists and the ownership rights can be transferred from one person to another, whether for consideration or not.

   Non-convertible virtual currency, once purchased, cannot be transferred to another person and cannot be redeemed for fiat currency, either directly or through an exchange. (Note that the Schedule 4 to POCA [Proceeds of Crime Act] definition does not extend to non-convertible currency businesses).²


The Designated Business (Registration and Oversight) Act 2015 provides that virtual currency businesses are designated businesses, requiring such businesses to register with, and be overseen by, the Isle of Man Financial Services Authority for compliance with anti-money laundering laws. Virtual currency businesses are defined in the Act as those that are in the business of issuing, transmitting, transferring, providing safe custody or storage of, administering, managing, lending, buying, selling, exchanging or otherwise trading or intermediating convertible virtual currencies, including crypto-currencies or similar concepts where the concept is accepted by persons as a means of payment for goods or services, a unit of account, a store of value or a commodity.

In order to issue a convertible virtual currency, the business must be registered under the Designated Businesses (Registration and Oversight) Act 2015. For ICOs, the FSA has stated that it will not register an applicant if the ICO provides tokens that do not offer any benefit to the purchaser other than the token itself, because such characteristics are generally considered by the FSA to pose an unacceptably high risk that the money raised from the ICO could be used for unanticipated and illegal purposes, as well as posing a risk to consumers. It is because of these risks that it is the policy of the FSA to refuse to register this type of business.

The Isle of Man recently amended its online gambling laws to enable operators to accept virtual currencies.
III. Consumer Protection

While virtual currency businesses must be registered under the Designated Businesses (Registration and Oversight) Act 2015, this registration does not subject it to financial oversight regulation:

> [O]versight [of the Isle of Man Financial Services Authority] does not extend to conduct of business, prudential and solvency regulation or protection of client assets. For the avoidance of doubt, businesses operating as CVC businesses (including ICOs) fall under this category. . . . A Designated Business is not a regulated entity and must not hold out that it is anything but a registered Designated Business.9

Thus, virtual currencies or tokens issued through initial coin offerings are not regulated investments in the Isle of Man as the virtual currencies or tokens do not fall within the definition of investment within the Regulated Activities Order 2011.10 Thus, tokens are not regulated investments in the Isle of Man11 and the protections to investors of traditional financial products regulated under the Financial Services Act 2008 are not provided to investors of ICOs.12 The Isle of Man Financial Services Authority has cautioned investors over the volatility and risks posed by investing in ICOs:

> [Y]our money is not protected. You should be prepared for the fact that you might lose all of the money you use for the purchase. Any money or assets provided to a virtual currency business is not covered by any compensation scheme, and not subject to any protections afforded by the Isle of Man Financial Ombudsman Scheme.13

IV. Taxation

There does not appear to be any legislation that specifically applies to the taxation of virtual currencies.

V. Anti Money Laundering Measures

The Proceeds of Crime Act 2008 was amended in 2015 to include virtual currency businesses within its regulated sector as a “designated business,”14 specifically those that are in

9 Questions & Answers in Respect of Persons Seeking to Issue Convertible Virtual Currency, ISLE OF MAN FINANCIAL SERVICES AUTHORITY, supra note 6, at 2.
11 Initial Coin Offerings – Questions and Answers, ISLE OF MAN FINANCIAL SERVICES AUTHORITY, supra note 7.
13 Initial Coin Offerings - Questions and Answers, ISLE OF MAN FINANCIAL SERVICES AUTHORITY, supra note 7.
the business of issuing, transmitting, transferring, providing safe custody or storage of, administering, managing, lending, buying, selling, exchanging or otherwise trading or intermediating convertible virtual currencies, including crypto-currencies or similar concepts where the concept is accepted by persons as a means of payment for goods.15

This amendment brought businesses that engaged in these activities, including those that wish to offer initial coin offerings (ICO),16 within the ambit of its anti-money laundering laws.17

Businesses registered under the Designated Business (Registration and Oversight) Act 2015 are required to submit annual returns that show compliance with anti-money laundering laws, requiring the use of know-your-customer practices, such as collecting identifying information, knowing the beneficial owner of any currency, and record keeping and reporting requirements for certain transactions.18 These businesses are overseen by the Isle of Man Financial Services Authority to ensure compliance with these laws.19

---


17 AML/CFT Handbook, supra note 4.

18 Isle of Man Financial Services Authority, Virtual Currency Business: Sector Specific AML/CFT Guidance Notes, supra note 2.

SUMMARY

The regulation of cryptoassets created through blockchain is constantly being updated in Israel as authorities are following trends and developments in the field. The existing regulatory approach appears to depend on the particular classification of such assets.

The Committee for the Examination of Regulation for the Issuance of Distributed Cryptographic Coins to the Public, established in 2017, published its final report in March 2019. The Committee concluded that although the issuance of cryptoassets to the public is commonly viewed as constituting an offer of securities, a situation involving cryptoassets that are classified as “utility” assets that would not be considered securities could not be ruled out. The Committee opined that trading in cryptoassets is usually done for financial investment purposes. Therefore, supervision of such trading by Israel’s Security Authority was justified, even if the assets did not meet the definition of a security or a financial service.

Under current laws, providers of services related to and traders in “virtual currencies” are required to be licensed under legislation on securities and financial services. Companies trading in securities are expressly prohibited from taking advantage of customers’ lack of knowledge or experience.

Providers of financial services, such as management of financial assets and securities, are also subject to current legislation against money laundering that imposes identification and reporting requirements. Israeli financial services regulators are reportedly currently working on anti-money laundering regulations that would contain specific disclosure and documentation requirements for financial service providers regarding the source of crypto-funds they receive.

For the purpose of income tax and value added tax requirements, cryptocurrency is viewed by Israel’s Tax Authority as “an asset” and is taxed in accordance with relevant transaction classifications under the tax laws. Additionally, utility token issuers are taxed at different stages in accordance with the nature of the issuing company’s operations and its business model. Special instructions regarding taxation of employees and directors receiving utility tokens as part of their compensations (employees’ tokens) apply.

There are currently no specific legislative provisions governing custodianship of cryptocurrencies or other cryptoassets.

I. Approach to Assets Created Through Blockchain

On August 10, 2017, Shmuel Howzer, then-chairman of the Israel Securities Authority (ISA), appointed an interdepartmental Committee for the Examination of Regulation for the Issuance of
Distributed Cryptographic Coins to the Public (the Committee). The Committee’s main objective was to examine the application of the Securities Law\(^1\) to the issuance, distribution of, and trading in cryptoassets that are based on distributed ledger technology.\(^2\)

Following publication of its interim report in March 2018,\(^3\) the Committee held extensive public hearings as well as a series of additional meetings with activists from industry and academia. The final report was issued to Anat Gueta, the current ISA chairwoman, on March 5, 2019 (Final Report). According to the Final Report, the Committee continues to follow trends and developments in the regulation of cryptoassets worldwide.\(^4\)

The Committee recognized the importance of the development of innovative technologies to the improvement of the financial market and to strengthening the Israeli economy. In its view, such developments might provide new means of financing for Israeli companies and improve public access to diverse investment channels.\(^5\) The Committee therefore considered it important that the Authority [ISA] be actively involved in creating a regulatory infrastructure and taking active measures to implement a technological advance in the capital market. At the same time, the Authority’s main function is to protect investors, and therefore the Authority must ensure that the use of innovative technology is performed in a fair manner, ensuring the preservation of the interest of the investing public and its confidence in the capital market.\(^6\)

One of the questions evaluated by the Committee was whether and how the cryptoassets sector should be regulated in view of its special characteristics. The Committee’s main recommendations were the establishment of a dedicated platform for the trading of cryptocurrency, adaptation of disclosure requirements, and granting blockchain companies regulatory relief in the framework of a regulatory “sandbox.”\(^7\) A regulatory “sandbox,” according to the Final Report, was designed to enable “Fin Tech companies . . . [to] enjoy the benefits offered


\(^4\) Final Report, supra note 2, at 2.

\(^5\) Id.

\(^6\) Id., translation from Hebrew here and below are by author, R.L.

\(^7\) Id. at 2; Roi Ktsiri, The Securities Authority has Determined: This is How the Digital Coins Market in Israel will be Regulated, GLOBES (Mar. 6, 2019) (in Hebrew), https://www.globes.co.il/news/article.aspx?did=1001276905 , archived at https://perma.cc/YN7G-JK3R.
by the high-tech world while moderating the level of risk to which the public is exposed.”

The Committee further recommended examination of the application of a model similar to crowd
funding for projects involving cryptoassets that are securities.

The existing regulatory approach to cryptoassets created through blockchain appears to depend
on their particular classification.

II. Classification of Cryptoassets

The Final Report surveyed developments in the cryptoassets market, such as the introduction of
security tokens (STOs), including equity tokens (ETOs), and security tokens platforms. The
Final Report noted the distinctions that had been made in the Committee’s prior interim report
among three groups of cryptographic assets:

(1) Currency - Assets to be used as a means of payment, exchange or clearing; (2) Investments or Security - Assets designed to grant ownership rights, membership or participation in a specific venture or rights...; (3) Utility - assets intended to grant access rights or use of a service or a product offered by a particular enterprise...

It was further explained in the report that the determination whether a cryptographic asset
is a security asset depends on the circumstances of the case and the nature of the real
transaction, and is not based on the label attached to it. In general, assets from the first
group (Currency), i.e. assets intended to be used only as a method of payment, settlement
or exchange, other than in a specific enterprise, that do not confer additional rights other
than their own ownership, and are not controlled by a central entity, shall not be
considered a security.

On the other hand, assets from the second and third groups are not intended solely as an
exchange instrument but to grant additional rights. These rights are generally broader than
the mere right to own the currency, and include among other [...] rights in connection with
a specific venture. Another fundamental difference between a cryptographic asset that is
intended to transfer value to cryptographic assets from the second and third groups is the
human factor behind it - in contrast to assets of a distributed ledger, tokens and the project
for which they were designed were usually developed by a central issuer, sometimes at an
initial stage where the design or development of the product have not yet been completed.

In the interim report[,] it was explained that while for assets from the category of Security
there is an agreement that . . . [they are] in the category of security, for Utility assets, an
examination of the properties of the assets is required and it was specifically stated that
the following characteristics should be considered: (1) The purpose of the investment in
the eyes of the tokens’ purchasers; (2) the degree of the token’s functionality in the IPO
stage, i.e. how much token purchasers can use it for the purpose for which it is intended;
(3) representations and undertakings of the issuer, including a promise to achieve yield

---

8 Final Report, supra note 2, at 33.
9 Id. at 3.
10 Id. at 24-25. Additional types of assets mentioned include Stable Coins; digital fiat; Asset Backed tokens;
Reverse ICO; Non-fungible tokens (NFTs), and Decentralized Credit Networks. Id at 26-28.
and the creation of a secondary market, and significant efforts to create a secondary market after the issue.\textsuperscript{11}

Stating that although the issuance of cryptoassets to the public is commonly viewed as constituting an offer of securities, the Committee opined in its Final Report that a situation in which cryptographic assets that are classified as “utility” assets will not be considered securities cannot be ruled out, depending on the circumstances of the case.\textsuperscript{12}

III. Current Financial Regulation and Consumer Protection

A comprehensive regulatory approach to cryptographic assets is still evolving. As of the writing of this report in March 2019, it appears that the following regulatory and consumer protection provisions would apply depending on the particular cryptoasset’s classification:

A. Financial Services Law

Under the Supervision on Financial Services (Regulated Financial Services) Law, 5776-2016, persons engaging in providing services involving a “financial asset” are required to obtain a license issued by the Supervisor on Financial Services Providers.\textsuperscript{13} The license enumerates conditions and types of activities approved to be carried out the licensee.\textsuperscript{14} “Virtual currency” is included in the definition of “financial asset” in this context.\textsuperscript{15}

A license will generally be issued to an Israeli citizen or a resident who has reached the age of majority; is legally competent; and has not been declared bankrupt or, in the case of a corporation, has not been required to dissolve. Additional licensing requirements include that the licensee has a minimum specified equity and, for individuals, has not been convicted of an offense that due to its nature makes the licensee unfit to handle financial transactions.\textsuperscript{16}

B. Securities Law

Cryptoassets that constitute an offering of securities are subject to the provisions of the Securities Law, 5728-1968.\textsuperscript{17} This law requires traders in securities to be licensed.\textsuperscript{18} The Law further prohibits trading companies from “tak[ing] advantage of the customer’s lack of knowledge or lack of

\textsuperscript{11} Id. at 35-36.
\textsuperscript{12} Id. at 36.
\textsuperscript{13} Supervision on Financial Services (Regulated Financial Services) Law 5776-2016, § 12, SH 5776 No. 2570 p. 1098, \textit{as amended}.
\textsuperscript{14} Id. §§ 2 & 12.
\textsuperscript{15} Id. § 11(7) (defining “financial asset”).
\textsuperscript{16} Id. § 15.
\textsuperscript{17} Securities Law, 5728-1968, SH 5728 No. 541 p. 234, \textit{as amended}.
\textsuperscript{18} Id. § 44.
experience in order to enter into the transaction under unreasonable conditions, give, or receive an unreasonably different consideration from the accepted consideration.”19

C. Regulation of Non-Security Cryptoassets

In reality, the Committee opined, trading in cryptoassets is usually done for financial investment purposes. Therefore, subordination of trading in such assets to ISA supervision was justified, “even if the assets they did not enter the definition of security or a financial service, especially when it involves systems that enable multi party transactions.”20

IV. Anti-Money Laundering Law

The Prohibition on Money Laundering Law, 5760-2000, imposes special duties on providers of business services. Such services include the management of financial assets and securities.21 Duties imposed by the Law include client identification, reporting, and registration requirements.22

According to an Israeli practitioner, as of November 6, 2018, the Israeli financial services regulators were working on specific anti-money laundering regulations that would contain specific disclosure and documentation requirements for financial service providers regarding the sources of crypto-funds they receive. Accordingly, providers would have to report the source of cryptoassets by disclosing the address (Public Key) of the person or entity depositing funds; their IP address; and transactions involving any of the following elements that would automatically qualify the transactions as suspicious:

- Transactions using crypto-funds based on ZKP (Zero Knowledge Protocol). ZKP’s involve technology, which results in high or even complete levels of anonymity of its users, making it effectively impossible to securely record the identity of the person or entity using their services. ZCash and Monero are example of such ZKP currencies and, though it not illegal to transact with these currencies, such transactions would likely be listed as suspicious and have to be reported.
- Transactions from Mixer Platforms — on mixer platforms, funds are all mixed together and randomly assigned to wallets, preventing proper identification of the source of the crypto funds.
- Transactions from Dark Net

19 Id. § 44S.
20 Final Report, supra note 2, at 38.
22 Id. §§ -9.
• Transactions with inconsistencies between IP Address and other geographical indicators.²³

V. Taxation

A. Virtual Currencies

The Bank of Israel reportedly said in a January 2018 statement that “it would not recognize virtual currencies such as bitcoin as actual currency and . . . it was difficult to devise regulations to monitor the risks of such activity to the country’s banks and their clients.”²⁴

Although virtual currencies are not recognized as actual currency by the Bank of Israel, the Israel Tax Authority (ITA) has proposed that the use of virtual currencies should be considered as a “means of virtual payment” and subject to taxation.²⁵ Specifically, for the purpose of income tax and value added tax requirements, virtual currency is viewed as “an asset” and is taxed in accordance with relevant transaction classifications under the Income Tax Ordinance (New Version), 1961, and the Value Added Tax Law, 5736-1975.²⁶ Accordingly,

Unlike a regular currency, the Israel Tax Authority will regard an increase in the value of a cryptocurrency as a capital gain rather than an exchange fluctuation, making it subject to capital gains tax. Individual investors will not be liable for value-added tax, but anyone engaging in cryptocurrency mining will be classified as a “dealer” and subject to VAT, according to the circular. Anyone trading as a business will be classified as a “financial institution” for tax purposes, meaning that they will be unable to reclaim VAT on expenses but will be subject to an extra 17 percent “profit tax” applied to financial institutions.²⁷

B. Utility Tokens

In March 2018, the ITA issued a circular addressing the tax consequences of initial offerings of utility tokens. According to the circular, utility token issuers will be taxed at different stages in

---


accordance with the nature of the issuing company’s operations and its business model. Accordingly, “the tax on the proceeds from the sale of the issued tokens will be deferred until the platform begins to provide services, or if the company goes bankrupt, if that occurs earlier.”

The circular further provides special instructions regarding employees and directors receiving utility tokens as part of their compensations (employees’ tokens). Taxes on these tokens will be due at marginal rates upon the earlier of the sale or the exercise of the rights embedded in the tokens. The company can choose in advance, however, that its employees’ tokens will be taxable at the date of the actual offering. In such a case, the taxable income will be at the level of the tokens’ market value on the date of offering, minus the incremental realization, if any.

VI. Custodianship of Cryptocurrencies by Financial Institutions

There are no specific legislative provisions governing custodianship of cryptocurrencies or other cryptoassets.

On February 25, 2018, the Supreme Court issued a temporary injunction prohibiting a bank from blocking activities in an account held by a company engaging in trade in bitcoin.

According to the bank, its decision to block the company’s activities had been reached based on a 2014 warning by the Bank of Israel and other regulatory agencies regarding risks associated with the bitcoin trade. The bank further asserted that the dangers described in the warning had in fact materialized “by the occurrence of several events perceived to be connected to fraud, furtherance of criminal objectives including suspicions for money laundering and financing of terrorism.” The bank alleged that activities exposing the bank to such unlawful acts might harm its reputation and public trust in the bank.

In granting the temporary injunction, Justice Anat Baron noted that the reasonableness of a bank’s decision to refuse to enable trading activities involving virtual currencies was an issue that had not yet been determined by the Supreme Court. An examination of the legal questions regarding the proper balancing between the duty of a bank to provide banking services vis-à-vis its...

29 de Hemricourt, supra note 23.
31 Id. ¶ 3.3.1.2.
34 CA 6389/17 Bits of Gold Ltd. v. Bank Leumi LelIsrael Ltd. ¶ 4.
35 Id.
responsibility to prevent prohibited activity such as money laundering or the financing of terrorism, among others, led Justice Baron to conclude that the chances of the appeal could not be said to be null.\textsuperscript{36}

A search for further developments in this lawsuit has not identified a final decision as of March 25, 2019.\textsuperscript{37}

\textsuperscript{36} Id. ¶ 12.

SUMMARY  Pursuant to legislation passed in 2017, the Italian government is to issue regulations establishing the requirements for carrying out cryptocurrency-related operations throughout the country. At least two relevant EU directives applicable to the use of cryptocurrencies for money laundering purposes have already been implemented in Italy. In addition, a resolution by the Italian Revenue Agency issued in 2016 addresses the tax treatment of cryptocurrencies, including the application of value-added tax and corporate income taxes. Finally, a comprehensive legislative bill regulating cryptocurrencies was introduced in the Italian Parliament in 2016 and is still pending.

I. Financial Regulation and Consumer Protection

Legislative Decree No. 90 of 2017 subjected virtual currency providers (prestatori di servizi relativi all’utilizzo di valuta virtuale) to the regulations established for traditional money exchange operators. To that effect, Legislative Decree No. 90 charged the Ministry of the Economy and Finance with issuing a ministerial decree setting forth the requirements and timelines for the legal performance of such activities throughout the country. Accordingly, in early 2018 the Treasury Department, which is part of the Ministry of Economy and Finance, commenced a public consultation process on the proposed text of a ministerial decree on the methods and timing according to which providers of virtual currency services will be required to submit information concerning their Italian operations. A draft of the ministerial decree is available online for review. It is expected that the ministerial decree will be issued during 2019.


2 Id.


4 Ministry of the Economy and Finance, Draft Ministerial Decree pursuant to Legislative Decree No. 90 of 2017, art. 8 ¶ 1 and Legislative Decree No. 141 of 2010, art. 17-bis, http://www.dt.tesoro.it/modules/documenti_it/regolamentazione_bancaria_finanziaria/consultazioni_pubb
II. Anti-Money Laundering

Italy has implemented several EU Directives related to money laundering and cryptocurrencies through the following legislation:


III. Taxation

A Ministerial Resolution of September 2016 issued by the Revenue Agency (Agenzia delle Entrate) addressed aspects of the tax treatment of bitcoin and other cryptocurrencies. This Resolution implemented the decision issued by the European Court of Justice (ECJ) in the case of Skatteverket.
v. David Hedqvist, which held that the value-added tax (VAT) does not apply to transactions in which cryptocurrencies are exchanged for traditional currencies or vice versa.

In addition, the 2016 Resolution indicates that for purposes of the corporate income tax (Imposta sul Reddito sulle Società, IRES) and the Italian regional production tax (Imposta Regionale sulle Attività Produttive, IRAP), profits and losses arising from such transactions constitute corporate income or losses subject to taxation. The Resolution contains specific requirements for the registration of cryptocurrency operations, including names, amounts, dates, and other information on transactions. Cryptocurrency operations performed by individuals who hold bitcoin for other than commercial or corporate purposes do not generate taxable income, according to the Resolution.

IV. Pending Legislative Bill

A bill introduced in the Italian Parliament in 2016 would establish the following rules regarding cryptocurrencies:

- Forbid the use of total anonymisation techniques in transactions in relation to payers, paid subjects, as well as to the amount of the transaction;
- Allow the use of cryptocurrencies that involve total anonymisation techniques only when they are equipped with mechanisms for recognizing outgoing conversion transactions, as long as they are available to the national judicial authorities in a manner established by law;

---


10 Id.

11 Ministerial Resolution 72/E, at 6.


14 Id. art. 1(1).

15 Id. art. 1(2).
• Prohibit the establishment of cryptocurrency exchange service providers with total anonymisation as well as the offer, promotion, or facilitation of access, in any way, to currency exchange services with total anonymisation that have been established abroad;\(^{16}\)

• Permit the operation of suppliers and the offer of foreign exchange services only when these are equipped with mechanisms for recognizing outgoing conversion transactions, as long as they are available to national judicial authorities in a manner established by law;\(^{17}\)

• Require pseudonym cryptocurrency changers to block any conversion into another cryptocurrency coming from anonymisation services included in a list established in the law, and to inform the competent supervisory bodies of the identification details of the subjects requesting the money changing operations;\(^{18}\)

• Require the competent authority established by a ministerial decree to publish and keep updated, in collaboration with international organizations having a similar role, the list of the anonymisation services of pseudonym cryptocurrencies;\(^{19}\)

• Mandate the Ministry of Economy and Finance to issue a special decree containing operating instructions for the planning and control, by the competent supervisory authorities, of the use of cryptocurrencies with total anonymisation that differ from those mentioned in the bill, in order to counter their use and dissemination, as well as to regulate the exercise, offer and promotion of pseudonymous cryptocurrency anonymisation services that differ from those established in the bill;\(^{20}\) and

• Establish penalties of fines and imprisonment for the violation of prohibitions related to cryptocurrencies.\(^{21}\)

---

\(^{16}\) Id. art. 2(1).

\(^{17}\) Id. art. 2(2).

\(^{18}\) Id. art. 3(1).

\(^{19}\) Id. art. 3(2).

\(^{20}\) Id. art. 4(1).

\(^{21}\) Id. art. 4(3).
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SUMMARY Currently, virtual currency exchange businesses are regulated by the Payment Services Act. Virtual currency exchange business operators must be registered with a competent local finance bureau. A bill to amend the Payment Services Act and other acts that was submitted in March 2019 would change the name of virtual currency to “crypto assets,” require cold wallet for storage of cryptoassets, recognize and regulate cryptoasset custodian businesses, and regulate ICOs.

I. Definition of Virtual Currency

The Payment Services Act defines “virtual currency”1 as

- property value that can be used as payment for the purchase or rental of goods or provision of services by unspecified persons, that can be purchased from or sold to unspecified persons, and that is transferable via an electronic data processing system; or

- property value that can be mutually exchangeable for the above property value with unspecified persons and is transferable via an electronic data processing system.2

The Act also states that virtual currency is limited to property values that are stored electronically on electronic devices; currency and currency-denominated assets are excluded.3

Virtual currency is not currently included in the definition of securities in the Financial Instruments and Exchange Act4 or its enforcement order.5

---

1 In Japanese, the term 仮想通貨 (“virtual currency”) is used.
2 资金決済に関する法律 [Payment Services Act], Act No. 59 of 2009, amended by Act No. 62 of 2016, art. 2, para. 5.
3 Id.
II. Regulation of Virtual Currency Exchange Businesses

Under the Payment Services Act, only business operators registered with a competent local finance bureau are allowed to operate a virtual currency exchange business. The operator must be a stock company or a “foreign virtual currency exchange business” that is a company with a representative who is resident in Japan and an office in Japan. A “foreign virtual currency exchange business” means a virtual currency exchange service provider that is registered with a foreign government in the foreign country under a law that provides an equivalent registration system to the system under the Japanese Payment Services Act.

The Act requires virtual currency exchanges businesses to establish security systems to protect the business information they hold. When such a business entrusts part of its operations to a contractor, it must take measures to ensure that business is appropriately conducted. Virtual currency exchange businesses must separately manage customers’ money or virtual currency apart from their own. The state of such management must be reviewed by certified public accountants or accounting firms.

Virtual currency exchange businesses must keep accounting records of virtual currency transactions and submit annual reports to the Financial Services Agency (FSA). The FSA is authorized to order exchange businesses to submit reports and reference materials and to dispatch its officials to inspect the offices of an exchange business where necessary to ensure proper conduct. The FSA may issue orders to such businesses to improve their practices, rescind registration of a virtual currency exchange business, or suspend its business for up to six months in certain cases.

---

6 Id. arts. 63-2 & 63-3. Because the Cabinet delegates its authority over most of the matters under the Payment Services Act to the Financial Services Agency (FSA) (id. art. 104), the FSA is the regulatory agency that handles virtual currency transactions. See also Details of Screening for New Registration Application as Virtual Currency Exchange Service Provider, FSA, http://www.fsa.go.jp/en/news/2017/20170930-1/02.pdf (last visited Apr. 30, 2018), archived at https://perma.cc/BVU7-PGSW.
7 Payment Services Act, art. 63-5, para. 1.
8 Id. art. 2, para. 9.
9 Id. art. 63-8.
10 Id. art. 63-9.
11 Id. art. 63-11.
12 Id. art. 63-13.
13 Id. art. 63-14.
14 Id. art. 63-15.
15 Id. art. 63-16.
16 Id. art. 63-17.
III. Pending Bill to Amend the Payment Services Act

The Cabinet submitted a bill to amend the Payment Services Act and other acts on March 15, 2019. The bill proposes to change the name of virtual currency to “crypto asset.”

The bill would require cryptoasset exchange businesses to manage customers’ cryptoassets, except for the part that is necessary for running the business, using reliable methods that would be described in a Cabinet order, such as a “cold wallet” that is disconnected from the internet. Cryptoasset exchange businesses would be required to maintain a holding of cryptoassets (guarantee cryptoassets) that are the same kind as customers’ cryptoassets in an amount equivalent to the customers’ cryptoassets that are not stored in cold wallet. Such guarantee cryptoassets must be stored separately from their other cryptoassets.

The bill would add businesses that only manage cryptoassets (custodian businesses) to cryptoasset exchange businesses under the Payment Services Act. Therefore, cryptoasset custodian businesses would be registered in the same way as crypto currency exchange businesses, and would be obligated to confirm the identity of owners and store customers’ assets separately from their own.

The bill would obligate cryptoasset exchange businesses to report changes to the cryptoassets that they deal with, in advance, to the FSA. This is to screen problematic cryptoassets for which trading records are not disclosed and, therefore, which can be used for money laundering.

The bill also amends the Financial Instruments and Exchange Act. The amendment would add cryptoassets to a category of financial instruments. Therefore, cryptocurrency sales would be subject to regulation under the Act. Cryptoasset margin transactions, which are currently not

---


18 Payment Services Act, as amended by Cabinet Bill No. 49 of 198th Diet Session (hereinafter “Proposed Payment Services Act”), art. 1 & art. 2, item 5.

19 Proposed Payment Services Act, art. 63-11, para. 2.


21 Proposed Payment Services Act, art. 63-11-2.

22 Id. art. 2, item 7.

23 Explanatory Material, supra note 20, at 2.

24 Proposed Payment Services Act, art. 63-3, para. 1, item 7 & art. 63-6, para. 1.

25 Explanatory Material, supra note 20, at 3.

regulated, would be limited to leverage up to 25 times more than traders’ deposits, the same as forex leverage.27

IV. Anti-Money Laundering Regulation

The Act on Prevention of Transfer of Criminal Proceeds subjects virtual currency exchange businesses to the requirements under the anti-money laundering regulations.28 Virtual currency exchange businesses are therefore obligated to check the identities of customers who open accounts, keep transaction records, and notify authorities when a suspicious transaction is identified.29

V. ICO Regulation

To date, it has not been clear what existing regulations are applicable to initial coin offerings (ICOs).30 The proposed amendments to the Financial Instruments and Exchange Act would clarify that the Act is applicable to the issuance of tokens in exchange for cryptoassets.31 ICOs would be subject to similar regulations to stock issue, such as disclosure of information.32

VI. Taxation

The National Tax Agency (NTA) treats the profit earned from sales of virtual currency, in principle, as miscellaneous income,33 rather than capital gains,34 under the Income Tax Act.35

---

27 Explanatory Material, supra note 20, at 4.
29 Id. arts. 4, 7–8.
31 Proposed Financial Instruments and Exchange Act, art. 2, paras. 3 & 8, art. 3 & art. 28. See also Explanatory Material, supra note 20, at 4.
32 Explanatory Material, supra note 20, at 4.
33 所得税法 [Income Tax Act], Act No. 33 of 1965, amended by Act No. 74 of 2017, art. 35.
34 Id. art. 33.
Miscellaneous income is added to the amount of other income, excluding specified capital gains, when a person’s taxable income is calculated and taxed.

---

36 租税特別措置法 [Act on Special Measures concerning Taxation], Act No. 26 of 1957, amended by Act No. 4 of 2017, arts. 8 through 8-5.

37 Income Tax Act, art. 89.
SUMMARY Jersey has introduced legislation that regulates cryptocurrency exchanges with an annual turnover of £150,000 (approximately US$210,000) or more. These exchanges are supervised by the Jersey Financial Services Commission and must comply with anti-money laundering and counter-financing of terrorism laws, including know-your-customer requirements. By excluding exchanges with a turnover below £150,000, Jersey aims to create a means for companies to test various methods of financial technology without being subject to regulation.

I. Introduction

Jersey is a Crown Dependency of the United Kingdom and is a low-tax jurisdiction with a large financial sector.

II. Regulation of Cryptocurrencies

Jersey issued a consultation paper on the regulation of cryptocurrencies in 2015, noting “[t]he creation of a business-friendly framework that encourages innovation, jobs and growth in both the financial services and digital sectors is a priority for the Government of Jersey.”¹ The majority response to the consultation paper was that cryptocurrencies should be regulated only insofar as necessary to ensure compliance with anti-money laundering laws and to counter the financing of terrorism.² The government of Jersey rejected “a full prudential and conduct of business regime” for cryptocurrencies, as it considered it was too early to issue such regulations given that cryptocurrencies are in the early stages of development and that doing so could restrict development and innovation.³ The legislative framework that applies to cryptocurrencies mirrors these recommendations.

The result of the consultation process was the issuance of a policy document that aims to

[quote]

further enhance Jersey’s proposition as a world leading Fintech jurisdiction . . . [and] outline Jersey’s commitment to creating an environment that encourages confidence and innovation in the digital sector whilst protecting the Island from the most prominent

[quote]

---


³ Id. para. 1.2.
money laundering and terrorist financing risks that are presented by virtual currencies in their current form.4

The Jersey Financial Services Commission (JFSC) has stated that

most ICOs are unlikely to be regulated by the JFSC. Instead, the JFSC places some conditions on an issuer of an ICO (an ICO issuer) through the powers conferred on the JFSC in the Island’s statutory instrument governing the raising of capital, the Control of Borrowing (Jersey) Order 1958.5

Thus, while there are no specific regulations in Jersey that apply to cryptocurrencies and initial coin offerings (ICOs), certain types of ICOs may fall under the existing financial regulatory regime in Jersey, depending on the form the offer takes.6 If an ICO does fall under the Jersey financial regulatory regime,

[a]s a general policy, Jersey based ICO issuers are required to be incorporated as a Jersey company and administered through a trust and company service provider licensed by the JFSC under the Financial Services (Jersey) Law 1998 to carry on trust company business.7

To provide clarity the JFSC issued guidance to aid companies in determining whether or not they fall within the legislative framework.8 In order to fall within this framework, all ICO issuers in Jersey are required to meet the following criteria:

3.2.1 be incorporated as a Jersey company with its registered office being provided by the TCSP appointed by the issuer
3.2.2 receive consent under the COBO from the JFSC before it undertakes any activity;
3.2.3 comply with the JFSC’s Sound Business Practice Policy;
3.2.4 apply relevant AML/CFT requirements to persons that either purchase tokens from, or sell tokens back to, the issuer of those tokens;
3.2.5 appoint and maintain a TCSP;
3.2.6 appoint and maintain a Jersey resident director who is a natural person and also a principal person of the TCSP appointed by the issuer;
3.2.7 be subject to an ongoing audit requirement;
3.2.8 have procedures and processes in place to (i) mitigate and manage the risk of retail investors investing inappropriately in the ICO, and (ii) to ensure retail investors understand the risks involved;
3.2.9 prepare and submit to the JFSC an Information Memorandum (which may be in the form of a White Paper) which complies with certain content requirements required of a

4 *Id.* at 2.


7 *Id.*
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prospectus issued by a company under the Companies (Jersey) Law 1991; and 3.2.10 ensure that any marketing material (including the Information Memorandum) is clear, fair and not misleading.9

In cases where the ICO requires consent under the Control of Borrowing (Jersey) Order, the JFSC may impose certain conditions on the company, which

require the issuer of the ICO to take certain measures to manage, amongst other things, financial crime and investor risks. The conditions reflect the guiding principles pursuant to which the JFSC discharges its functions as the Island's financial services regulator (the Guiding Principles) which are to have regard to:

1.3.1. the reduction of the risk to the public of financial loss due to dishonesty, incompetence, malpractice or the financial unsoundness of financial service providers;
1.3.2. the protection and enhancement of Jersey's reputation and integrity in commercial and financial matters;
1.3.3. the best economic interests of Jersey;
1.3.4. and the need to counter financial crime both in Jersey and elsewhere.10

While the JFSC may, in some cases, regulate ICOs, it “does not take any responsibility for the financial soundness of any schemes or for the correctness of any statements made or opinions expressed with regard to them.”11

III. Anti-Money Laundering Laws

A. Application

Jersey’s anti-money laundering and counter-financing of terrorism (AML/CFT) laws were extended to cover cryptocurrencies, with the changes coming into force on September 26, 2016.12 “Virtual currencies” are defined in the Proceeds of Crime Act as a currency rather than a commodity, thus enabling it to fall within the pre-existing regulatory framework and be regulated by the JFSC.13 Specifically, the Proceeds of Crime Act defines virtual currency as

(4) . . . any currency which (whilst not itself being issued by, or legal tender in, any jurisdiction)—
(a) digitally represents value;

9 Id.
10 Id.
11 Id.
(b) is a unit of account;
(c) functions as a medium of exchange; and
(d) is capable of being digitally exchanged for money in any form.

(5) For the avoidance of doubt, virtual currency does not include any instrument which
represents or stores (whether digitally or otherwise) value that can be used only to
acquire goods and services in or on the premises of, or under a commercial
agreement with, the issuer of the instrument.14

A “virtual currency exchange” is defined in the Act as “the exchange of virtual currency for
money in any form, or vice versa,” but “a reference to providing a service to third parties shall
not include a company’s providing that service to a connected company.”15

Virtual currencies were also brought within the ambit of the Money Laundering (Jersey) Order
2008,16 which requires individuals operating a “money service business” to register with the
JFSC17 and comply with the jurisdiction’s AML/CFT laws if they have an annual turnover greater
than £150,000 (approx. US$210,000).18 These laws require such businesses to adopt policies and
procedures to prevent and detect money laundering and terrorist financing, appoint a money
laundering compliance officer and reporting officer, and ensure that record keeping and
customer due diligence measures are implemented,19 such as know-your-customer measures,
prior to entering into a business relationship with a person, or before conducting a “one-off” for
all transactions greater than €1,000 (approx. US$1,220).20

Businesses that trade in goods and receive payments in cryptocurrency of €15,000 (approx.
US$18,500) and above per transaction, or in groupings of transactions, are considered to be “high
value dealers” under the Proceeds of Crime Act 1999.21 Such dealers must be registered and
supervised by the JFSC and comply with Jersey’s AML/CFT laws.22

---

14 Id. Sched. 2, Part B, ¶¶ 4, 5.
16 Money Laundering (Jersey) Order 2008, REVISED LAWS OF JERSEY,
https://www.jerseylaw.je/laws/revised/Pages/08.780.30.aspx, archived at https://perma.cc/2ENA-U4AQ.
17 Proceeds of Crime (Supervisory Bodies) (Jersey) Law 2008, REVISED LAWS OF JERSEY,
20 REGULATION OF VIRTUAL CURRENCY: POLICY DOCUMENT, supra note 2, par. 1.14. See also Money Laundering
(Jersey) Order 2008.
22 Id.; JERSEY FINANCIAL SERVICES COMMISSION, AML/CFT HANDBOOK FOR ESTATE AGENTS AND HIGH VALUE
Section-1-to-10.pdf, archived at https://perma.cc/H5CA-UEGK.
B. Exemptions

Individuals who operate a virtual currency exchange as a business but have an annual turnover of less than £150,000 are exempt from the Act. These businesses must notify the JFSC that they are conducting such a business, but that they are exempt. There is no fee for this notification, but it makes the business known to the JFSC and enables them to “build a good profile of the businesses in this sector” and to investigate the business for any suspected breaches of legislation. The aim of this exemption is to create “an innovative regulatory sandbox . . . allowing Exchangers with turnover of less than £150,000 per calendar year to test virtual currency exchange delivery mechanisms in a live environment without the normal registration requirements and associated costs.”

IV. Taxation

There do not appear to be specific legislative provisions that apply solely to the taxation of cryptocurrencies. The government of Jersey has issued guidance on the tax treatment of cryptocurrencies, particularly with regard to the mining of cryptocurrencies, the exchange of cryptocurrencies to conventional currencies, and the use of cryptocurrencies to pay for goods and services.

The government has stated that income generated from mining cryptocurrencies on a small or irregular scale are generally not to be considered as a trading activity, and that mining alone does not make a person liable for income tax. Costs associated with mining are also typically not deductible as an expense. If mining is accompanied by “trading in cryptocurrencies on a sufficiently commercial scale that they would be regarded as trading on application of the ‘Badges of Trade’ principles.”

Occasional transactions that involve the exchange of cryptocurrencies that result in a gain or loss are generally not taxable. Exchange of cryptocurrencies to and from conventional currencies renders them liable to income tax if the activity is considered to be trading,
or if features of trading are met. Businesses that use cryptocurrency transactions are taxable under income tax rules, but must convert the transaction to the local currency (sterling). In cases where goods and services are paid for in cryptocurrency, the transaction must be converted to the local currency in order to apply the goods and service tax.

V. Consumer Protection

In November 2017, the JFSC issued a warning on ICOs, noting that these types of offerings are speculative, risky and are typically unregulated, and thus not subject to typical investor protection requirements.

30 Id.
31 Id.
32 Id.
SUMMARY

In 2017, Liechtenstein amended its Due Diligence Act to extend the scope to exchange offices that exchange virtual currencies against fiat money and vice versa. It also included a definition of virtual currencies in that law. In addition, initial coin offerings (ICOs) may be subject to financial market law, depending on the specific design and de facto function of the tokens.

On August 28, 2018, the government of Liechtenstein adopted a consultation report on a proposed Blockchain Act. The goal of the Blockchain Act is to take advantage of the potential of blockchain technology, create legal certainty for market participants, protect users of blockchain technology from potential abuse, and reduce potential reputation risks for Liechtenstein. The report also proposed a further extension of the scope of the Due Diligence Act to include other participants in the blockchain industry. However, the final adoption of the Blockchain Act has been delayed and it will most likely not enter into force until 2020.

I. Approach to Assets Created Through Blockchain

In 2017, Liechtenstein amended its Due Diligence Act to extend the scope to exchange offices that exchange virtual currencies against fiat money and vice versa. It also included a definition of virtual currencies in that law. Besides this amendment, there is currently no specific legislation for assets created through blockchain in Liechtenstein. However, on August 28, 2018, the government of Liechtenstein adopted a consultation report on a proposed Blockchain Act. The goal of the Blockchain Act is to take advantage of the potential of blockchain technology, create legal certainty for market participants, protect users of blockchain technology from potential abuse, and reduce potential reputation risks for Liechtenstein. The government also aims to define the minimum requirements for blockchain-based activities and have them registered by


the Financial Market Authority of Liechtenstein (FMA). The deadline for comments on the consultation report (consultation period) was November 16, 2018. The consultation procedure is a preliminary voluntary step in the legislative process before the draft is submitted to Parliament for debate. However, the final adoption of the Blockchain Act has been delayed and it will most likely not enter into force until 2020. The parliament is planning to debate the report and draft of the government before the summer recess of 2019.

In addition, initial coin offerings (ICOs) may be subject to financial market law depending on the specific design and de facto function of the tokens.

A. Draft Blockchain Act

1. Scope of Application

The proposed Blockchain Act applies to all trustworthy technologies (TT) service providers, unless the TT system is available only to a closed user group. “Trustworthy” technologies are defined as “technologies that ensure the integrity of tokens, their unambiguous allocation to the owner whom [sic] possesses the power of disposal and their disposal without an operator.” The rules on the control and use of tokens are only applicable when tokens are generated or issued by a TT service provider who is subject to Liechtenstein law, or when the Blockchain Act declares them applicable. The Consultation Report on the draft Act states that the term “trustworthy technologies” was chosen as a technology-neutral term to encompass a wide range of technology options instead of the narrower terms “blockchain” and “distributed ledgers.” Furthermore, technology-neutral terms ensure that the law will not be outdated after a few years and only have a limited scope.

2. Tokens and Related Concepts

The Consultation Report uses the word “tokens” to describe all types of technical implementation methods of the blockchain technology, even if the system does not actually use a “token” to implement it. “Token” is understood in an abstract and not in a technological sense. The draft Blockchain Act defines “tokens” as “information on a TT-system that can embody fungible claims or membership rights to an individual, goods, and/or other absolute or relative rights and

---

3 Consultation Report (English version), supra note 2, at 6.
5 Id. at 3.
6 Consultation Report (English version), supra note 2, at 130 et seq., Draft Blockchain Act, arts. 2 & 4.
7 Id. at 130, Draft Blockchain Act, art. 3, para. 1.
8 Id. at 135, Draft Blockchain Act, art. 11.
9 Id. at 38.
10 Id. at 43.
ensuring [sic] the allocation to one or more public keys.”\textsuperscript{11} A token functions as a “container” that represents all types of rights on a TT-system. “Empty containers,” meaning tokens like Bitcoin that do not represent a specific right, are also possible.\textsuperscript{12} The report states that the Blockchain Act serves as a framework law for all types of token-based applications.\textsuperscript{13} It was decided to establish autonomous rules for ownership of tokens and TT-systems instead of modifying the existing property rules.\textsuperscript{14}

A “public key” is defined as “consist[ing] of a series of characters representing a unique publicly accessible address contained in a TT-system to which tokens can be uniquely allocated.”\textsuperscript{15} A “private key” on the other hand consists of a series of characters that, by themselves or together with other private keys, enable the use and transfer of the public key.\textsuperscript{16} A transfer of a token by the person who owns the private key causes a transfer of the right that is represented by the token, meaning the online transfer precedes the offline transfer.\textsuperscript{17}

3. General Requirements for Persons Involved in Token Transactions

The draft Blockchain Act introduces a number of requirements for persons involved in token transactions. In general, TT services may be provided only by persons who have full capacity to act and are trustworthy.\textsuperscript{18} Trustworthiness exists when a person has not been convicted by a court of fraudulent bankruptcy or similar offenses and there are no other reasons that would give rise to serious doubts regarding the provider’s trustworthiness.\textsuperscript{19} In addition, TT service providers may provide services only if they have a clear organizational structure, including procedures to deal with conflicts of interest; written internal control mechanisms; and a minimum capital of CHF100,000 (about US$100,565) or equivalent of collateral.\textsuperscript{20}

4. Specific Requirements for Selected TT Service Providers

For selected TT service providers, in particular token issuers, token generators, physical validators, TT depositors, and TT protectors, the draft Blockchain Act sets out additional requirements and establishes a duty to register with the Financial Market Authority of Liechtenstein (FMA).

\textsuperscript{11} Id. at 131, Draft Blockchain Act, art. 5, para. 1, no. 1.
\textsuperscript{12} Id. at 42.
\textsuperscript{13} Id. at 27.
\textsuperscript{14} Id. at 44.
\textsuperscript{15} Id. at 131, Draft Blockchain Act, art. 5, para. 1, no. 2.
\textsuperscript{16} Id. at 131, Draft Blockchain Act, art. 5, para. 1, no. 3.
\textsuperscript{17} Id. at 46; id. at 133, Draft Blockchain Act, arts. 6, 7.
\textsuperscript{18} Id. at 136, Draft Blockchain Act, art. 13, para. 1.
\textsuperscript{19} Id. at 136, Draft Blockchain Act, art. 13, para. 3.
\textsuperscript{20} Id. at 136, Draft Blockchain Act, art. 13, para. 4.
5. *Token Issuers*

A “token issuance” is defined as the “public offering of tokens.”21 Token issuers (*Token Emittenten*) are persons who perform the token issuance in their own name or on a professional basis on behalf of a third party.22 They must set up appropriate internal control mechanisms to

- ensure the disclosure of basic information as defined in articles 28–32 during the token issuance and for at least ten years after the issuance;
- ensure the proper execution of the token issuance;
- prevent the repeat token issuance for the same rights;
- note a previous token issuance for a subsequent issuance on related rights; and
- ensure business continuity in the case of disruptions during the token issuance.23

The rules are similar to the ones found in the Securities Prospectus Act, which may therefore be used as an additional interpretation aid.24

6. *Token Generators*

“Token generators” (*Token Erzeuger*) are defined as “persons who generate one or more tokens and make them available on a TT-system.”25 Token generators must ensure by appropriate means that the transfer of the token causes the transfer of the represented right and that any other transfer of the represented right is not possible.26 The law does not specify what the appropriate means are.27 In addition, token generators must establish internal control mechanisms to ensure the technical operability of the generated tokens during the token generation and for the following three years.28

7. *Physical Validators*

“Physical validators” are defined as persons who ensure the enforcement of property rights within the meaning of property law that are represented by the tokens on a TT-systems.29 They must establish internal control mechanisms to ensure at all times

21 *Id.* at 131, Draft Blockchain Act, art. 5, para. 1, no. 5.
22 *Id.* at 132, Draft Blockchain Act, art. 5, para. 1, no. 8.
23 *Id.* at 138, Blockchain Act, art. 14.
26 *Id.* at 133, Draft Blockchain Act art. 7, para. 2.
27 *Id.* at 46.
28 *Id.* at 140, Draft Blockchain Act, art. 19.
29 *Id.* at 132, Draft Blockchain Act, art. 5, para. 1, no. 11.
that the person initiating the token generation is the actual owner of the object at the time of the token generation;

that a collision of rights concerning the same object is avoided; and

that they will be held liable if the rights guaranteed by them cannot be enforced as stipulated in the contract. They must also ensure that the owner of the token has a direct claim against the insurance company of the physical validator or against the insurance for the specific object.30

8. TT Depositories

“TT depositories” (VT Verwahrer) are defined as persons who provide custodial services for private keys of third parties on a TT-system.31 They must establish internal control mechanisms to ensure

- the establishment of appropriate security measures that prevent the loss or misuse of private keys by unauthorized third parties;
- asset separation between the business assets of the TT custodian and the private keys of the customers; and
- business continuity in the case of disruptions.32

9. TT Protectors

“TT protectors” are defined as “persons who hold tokens as a trustee in their own name on behalf of third parties.”33 They are required to obtain an authorization according to the Trustee Act or the Banking Act.34

10. Duty to Register

The following persons must register with the Financial Market Authority of Liechtenstein (FMA) if they intend to provide TT services on a professional basis in Liechtenstein:

30 Id. at 140, Draft Blockchain Act, art. 20.
31 Id. at 132, Draft Blockchain Act, art. 5, para. 1, no. 10.
32 Id. at 138, Draft Blockchain Act art. 15.
33 Id. at 132, Draft Blockchain Act art. 5, para. 1, no. 12.
Regulatory Approaches to Cryptoassets: Liechtenstein

- Token issuers
- TT protectors
- TT custodians
- TT exchange office operators
- Physical validators
- TT identity service providers as defined in article 5, paragraph 1, number 16 of the Blockchain Act

Other TT service providers, including token generators, may register with the FMA on a voluntary basis. Registered TT service providers are to be listed in a publicly accessible TT service provider registry by the FMA.

11. Protections in Bankruptcy Proceedings

Tokens that are held by TT protectors or private keys that are held by TT custodians do not become part of the bankruptcy estate when the TT service provider becomes bankrupt and are to be held separately for the benefit of the customer.

12. Fines

TT service providers that do not comply with the obligations set out in the draft Blockchain Act are subject to a fine of CHF20,000–30,000 (about US$20,150–30,225) depending on the type of violation.

B. Anti-Money Laundering Law

As noted above, in 2017, Liechtenstein amended its Due Diligence Act (DDA) to extend the scope to virtual currency exchange offices. The due diligence obligations codified in the DDA serve to combat money laundering, organized crime, and terrorist financing. The DDA obligates certain

35 Consultation Report (English version), supra note 2, at 132, at 150, Draft Blockchain Act art. 36, para. 1.
36 Id. at 150, Draft Blockchain Act art. 36, para. 2.
37 Id. at 152, Draft Blockchain Act, art. 37, at 155, Draft Blockchain Act, art. 41.
38 Id. at 142 et seq., Draft Blockchain Act arts. 24, 25.
39 Id. at 160 et seq., Draft Blockchain Act, art. 49.
entities and persons to identify their contracting partner by means of valid documentation.\textsuperscript{41} Among others, it applies to bureaux de change (exchange offices), which are defined as “natural or legal persons whose activities consist in the exchange of legal tender at the official exchange rate or of virtual currencies against legal tender and vice versa.”\textsuperscript{42} Virtual currencies are defined as “digital monetary units, which can be exchanged for legal tender, used to purchase goods or services or to preserve value and thus assume the function of legal tender.”\textsuperscript{43}

The Consultation Report on the draft Blockchain Act proposes to widen the scope of the Due Diligence Act. It includes token issuers, TT protectors, physical validators, TT custodians, TT identity service providers, and TT exchange offices (bureaux de change) operators among the persons subject to the due diligence requirements.\textsuperscript{44}

C. Taxation

The tax authorities of Liechtenstein have not given out any specific guidance with regard to cryptocurrencies.

II. Custodianship of Cryptocurrencies by Financial Institutions

As mentioned above, the draft Blockchain Act defines “TT depositories” and sets out their obligations when they provide custodial services.\textsuperscript{45} They must establish internal control mechanisms to ensure

- the establishment of appropriate security measures that prevent the loss or misuse of private keys by unauthorized third parties;
- asset separation between the business assets of the TT custodian and the private keys of the customers; and
- business continuity in the case of disruptions.\textsuperscript{46}

III. Regulation of Cryptocurrencies as Financial Securities

The FMA states in its guidance on ICOs that they may be subject to financial market law; however, it depends on the specific design and de facto function of the tokens.\textsuperscript{47} An example are tokens that have characteristics of equity securities or other investments. If they are classified as financial

\textsuperscript{41} Id. arts. 3, 5.
\textsuperscript{42} Id. art. 2, para. 1(l), art. 3, para. 1(f).
\textsuperscript{43} Id. art. 2, para. 1(l).
\textsuperscript{44} Consultation Report (English version), supra note 2, at 164, amendment of Due Diligence Act, art. 3.
\textsuperscript{45} See above, part I.A(8).
\textsuperscript{46} Consultation Report (English version), supra note 2, at 138, Draft Blockchain Act art. 15.
instruments, they are subject to licensing by the FMA on the basis of special legislation and may require publication of a prospectus.\textsuperscript{48}
SUMMARY In 2018, the Lithuania Ministry of Finance issued ICO guidelines that reiterated the differentiated approach to cryptocurrencies adopted by the Bank of Lithuania in 2017. The guidelines stated that there is no single piece of legislation that governs cryptocurrencies and cryptoassets. Applicable laws will depend on the nature of particular cryptocurrencies, their purpose, and their potential utilization.

I. Introduction

In 2017, the Bank of Lithuania adopted a definition of virtual currency similar to that of the European Banking Authority. It states that “virtual currency shall mean ungoverned and unregulated digital money, which may be used as a means of payment, but is issued into circulation and guaranteed by an institution other than the central bank.”¹ According to the Bank, virtual currencies can serve various purposes and have various forms, including as a means of payment, accumulation of saving, and as a tool for investments (including derivatives, commodities, or securities).²

In 2018, the Ministry of Finance of Lithuania issued guidelines on initial coin offerings (ICO Guidelines) with an aim of providing more certainty and transparency regarding the regulatory, taxation, accounting, and other requirements, as well as better cooperation between different stakeholders.³

According to the Guidelines, organizing an ICO is not regulated by specific legislation. However, taking into account different ICO models and different characteristics of tokens, in some cases such an activity may be subject to the requirements of certain legislation and to the supervision of the Bank of Lithuania.⁴

Various provisions of Lithuanian legislation could apply depending on the conditions of the ICO issue and the rights acquired in the process of the issuance of tokens.

² Id.
⁴ Id. at 4.
II. Financial Regulation and Consumer Protection

According to the Guidelines, only entities that are planning to provide regulated financial services and/or projects that release tokens that have the characteristics of securities will be under the scrutiny of Bank of Lithuania.

A Financial Market Participant (FMP) can provide services associated with virtual currencies provided there is proper separation of the services by the FMP. According to the Guidelines and the position of the Bank of Lithuania, FMPs must ensure that their regulated financial services, including their name, brands, domain, and other corporate attributes, including managed environment (website, platform, mobile application, online account, etc.) or other elements are not linked to services associated with virtual currencies.

FMPs should ensure compliance with the requirements of anti-money laundering and counter-financing of terrorism (AML/CFT) legislation, and take appropriate measures to manage the risks associated with of money laundering and terrorist financing.5

As noted above, the intent and the character of tokens issued through an ICO process determine the applicable legislation. This differentiated approach was set forward in the position of the Bank of Lithuania concerning ICOs and reiterated in the Ministry of Finance guidelines. The ICO Guidelines provide for two types of ICO based on their purpose:

- **ICOs that do not grant profits or governing rights**

  If an ICO grants a right to use a product or service then the provisions of the Civil Code would apply. When ICOs are used as a payment instrument or are considered to be a charity, the AML/CFT legislation would apply.6

- **ICOs that grant profits or governing rights**

  If the tokens issued by an ICO have the characteristics of securities then the provisions of the Law on Securities would apply. When an ICO is used in crowdfunding of a project the provisions of the Law on Crowdfunding would apply.7 For example, a newly-launched ICO platform called DESICO, which aims to create a safe and regulated environment in order to develop global financial and blockchain technologies, is governed by the Law on Crowdfunding.8

When an ICO is used as a financial instrument or when entities are engaged in the secondary trading of tokens, the Law on Markets in Financial Instruments would be the governing legislation. If the funds generated through an ICO are collectively invested by entities in certain

---

5 Id. at 5.
6 Id. at 6.
7 Id.
projects, the provisions of the Law on Collective Investment Subjects, the Law on Collective Investment Undertakings Intended for Informed Investors, and the Law on Collective Investment Undertakings Intended for Professional Investors would apply.\(^9\)

If the funds raised through an ICO are intended for the formation of the capital of a newly established FMP, the capital formation requirements applicable to a specific form of financial institution shall apply.\(^10\)

### III. Taxation

The State Tax Inspectorate has issued a position paper with regard to the taxation of virtual currencies.\(^11\) The tax treatment of virtual currencies is differentiated based on their purpose. The position paper states that, from the standpoint of the Law on Corporate Income Tax and the Law on Personal Income Tax, “according to the substance and economic sense of the transactions carried out, ‘a virtual currency’ is recognized as current assets which may be used as payment means for goods and services or stored for sale, while for VAT purposes, ‘a virtual currency’ is considered as the same currency as euros, dollars and etc.”\(^12\)

Tax laws are applicable to the following transactions involving virtual currencies: mining, purchase, sale of virtual currencies, payment by such currencies for purchased/sold goods or services.\(^13\) For accounting purposes, all transactions in virtual currencies should be reported in Euro. The exchange rate of virtual currency (or tokens) against the Euro is not regulated by legislation. Therefore, in selecting the exchange rate to be applied, “all available information and comparable data on the market may be used.”\(^14\)

#### A. Corporate Income Tax

The production of virtual currency is not taxable. However, any profit incurred from selling of the produced virtual currency being the difference in the cost associated with the production of the virtual currency and sale price, is taxable.\(^15\)

#### B. Personal Income Tax

For the purposes of Lithuanian tax legislation, virtual currency is considered to be property; therefore, income incurred from the sale of virtual currency is taxable in the same way as any

---

\(^9\) ICO GUIDELINES, supra note 3, at 6.

\(^10\) Id.


\(^12\) Id. at 1.

\(^13\) Id.

\(^14\) Id.

\(^15\) Id. at 2.
other form of income. In this case, the difference between the sales price and the acquisition price is taxed. It should be noted that a virtual currency or similar instrument is not considered as personal income in itself. A personal income tax obligation only arises when a person sells virtual currency.\textsuperscript{16} Income in the amount of EUR 2,500 (approximately $2,80) or less incurred from the sale of virtual currency is not taxable.\textsuperscript{17} Starting from January 1, 2018, income from the sale or purchase of virtual currencies will be subject to personal income tax rate of 15\%.\textsuperscript{18}

1. \textit{Tax Treatment of Wages (Incentives) in Virtual Currency}

According to article 139(3) of the Labor Code of the Republic of Lithuania, wages must be paid in cash.\textsuperscript{19} Transferred items or services provided by the employer or other persons are not considered part of wages. Therefore, the incentives transferred in a virtual currency by the right of ownership to the employee are considered income in-kind for the purposes of Lithuanian tax legislation. Such income is attributed as work-related income, from which the employer must calculate, pay, and declare income tax.\textsuperscript{20}

2. \textit{Tax Treatment of Tokens Provided to the Founders of a Company}

Locked or non-activated tokens received by founders without payment are not considered to be subject of income tax. When the sale, exchange, or transfer of tokens takes place, the tokens will become subject to income tax.\textsuperscript{21}

C. Value-Added Tax

For the purposes of value-added tax (VAT), tokens issued by an ICO are divided into three categories:

- Tokens with characteristics of securities. In this case, the funds raised by an entity through an ICO are not subject to corporate income tax or VAT.
- Tokens having the same characteristics as virtual currencies. Their supply is exempt from VAT.
- Tokens with characteristics of coupons. Consideration received for the supply of such tokens will be considered as advance payment and will not be subject to VAT.\textsuperscript{22}

\textsuperscript{16} \textit{Id.}
\textsuperscript{17} \textit{Id.}
\textsuperscript{18} \textit{Id. at 3.}
\textsuperscript{20} Position of State Tax Inspectorate Concerning Application of the Provisions of Tax Laws to the Activities Related to Virtual Currencies and Tokens, \textit{supra} note 11, at 4.
\textsuperscript{21} \textit{Id. at 5.}
\textsuperscript{22} \textit{Id. at 11.}
IV. Anti-Money Laundering Law

According to the ICO Guidelines, Lithuania is in the process of updating its anti-money laundering legislation with regard to cryptocurrency operations. The Guidelines state that all FMPs engaged in cryptocurrency operations should comply with existing anti-money laundering legislation.

23 ICO GUIDELINES, supra note 3, at 14.

24 Id. at 5.
Luxembourg has recently taken some steps towards establishing a regulatory framework for cryptoassets. Specifically, on March 1, 2019, the government of Luxembourg adopted a law that officially recognized tokenized securities as having the same status as traditional securities.1 This new law confirms the fungible character of tokenized securities, and specifies that transfers made using blockchain-type technologies are legally considered as transfers between brokerage accounts.2

Additionally, the government of Luxembourg issued instructions on the tax treatment of cryptocurrencies on July 26, 2018.3 This document establishes that Luxembourg does not consider cryptocurrencies to be actual currencies. Rather, cryptocurrencies are considered to be intangible assets for tax purposes.4 Furthermore, the use of a cryptocurrency as a means of payment does not affect the nature of the income for tax purposes, and normal Luxembourger tax laws apply according to the income’s nature.5


4 Id.

5 Id.
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SUMMARY

In January 2019, the Securities Commission Malaysia (SC) issued an order that sets out the characteristics of “digital currency” and “digital tokens” that are prescribed as being securities for the purposes of Malaysia’s securities law. It subsequently issued amendments to its recognized market guidelines, which now include a framework for operators of digital asset platforms to be approved by the SC as recognized market operators. This includes requirements related to an entity’s structure and governance, risk management processes, client asset protection, transparency, and market integrity.

In March 2019, the SC published a consultation paper on its proposed approach to regulating initial coin offerings (ICOs). This approach would include approval of the ICO by the SC based on various criteria and the registration of a disclosure document that meets certain requirements.

Digital currency exchanges were previously made subject to Malaysia’s anti-money laundering and counter-financing of terrorism system, which is overseen by the central bank. The Inland Revenue Board has also previously indicated that income earned through cryptocurrency trading is subject to the Income Tax Act 1967, although it has not yet issued any specific guidance on this issue.

I. Approach to Assets Created Through Blockchain

A. Financial Regulation and Consumer Protection

The Securities Commission Malaysia (SC) and Bank Negara Malaysia (BNM), the central bank, issued a joint statement in December 2018 “to provide clarity on the regulatory approach for the offering and trading of digital assets in Malaysia,” stating as follows:

The SC will regulate issuances of digital assets [including digital currencies and digital tokens] via initial coin offerings (ICO) and the trading of digital assets at digital asset exchanges in Malaysia. Regulations are currently being put in place to bring digital assets within the remit of securities laws to promote fair and orderly trading and ensure investor protection.

ICO issuers and digital asset exchanges which are involved in the issuance or dealing of digital assets with a payment function will need to comply with relevant BNM laws and regulations relating to payments and currency matters. In addition, ICO issuers and digital assets

---

asset exchanges are subject to the SC’s Guidelines on Prevention of Money Laundering and Terrorism Financing.

BNM wishes to reiterate that digital assets are not legal tender in Malaysia. Members of the public are advised to carefully evaluate the risks associated with dealings in digital assets.

In order to implement the regulatory framework on digital assets, the SC and BNM will enter into coordination arrangements to ensure compliance with laws and regulations under the purview of both regulators.2

The SC subsequently issued the Capital Markets and Services (Prescription of Securities) (Digital Currency and Digital Token) Order 2019 (Prescription Order), which came into force on January 15, 2019.3 This instrument, which was made under the Capital Markets and Services Act 2007,4 set out the characteristics of digital currency and digital tokens that are prescribed as being securities for the purposes of Malaysia’s securities law. The SC then issued a statement regarding the implementation of the Order, including transitional arrangements, saying that

the SC has invited and engaged with existing digital asset platform operators. Arrangements have been put in place to facilitate the operations of these platforms for a transitional period until 1 March 2019, subject to them fulfilling the conditions specified by the SC. During this period, these platform operators will not be permitted to accept new investors and will only be allowed to facilitate the withdrawal or transfer of client assets with the written instruction of the investor.

Existing platform operators who failed to or did not attend the engagement with the SC on 17 January 2019 are advised to contact the SC immediately and not later than 25 January 2019, failing which they shall be deemed to be operating a market in breach of the securities laws.

Once the relevant guidelines have been issued, existing platform operators will be required to apply to the SC for authorisation if they intend to operate beyond the transitional period. Prospective operators can also apply to the SC for authorisation once the guidelines are issued. The SC will evaluate all applications and will only authorise market operators that fulfil the relevant requirements.

With regard to initial coin offerings (ICOs), no person shall conduct an ICO without the prior authorisation of the SC. In this regard, the guidelines for ICOs will be issued by the

---

2 Id.


end of Q1 2019. In the meantime, ongoing ICOs should cease all activities and return all monies or digital assets collected from investors.5

The SC’s amended Guidelines on Recognized Markets were subsequently released on January 31, 2019,6 setting out the requirements and framework for operators of digital asset platforms to apply to the SC to be registered as recognized market operators.7 The guidelines “establish criteria for determining fit and properness of issuers and exchange operators, disclosure standards and best practices in price discovery, trading rules and client asset protection.”8 The SC also stated that “[t]hose dealing in digital assets will be required to put in place anti-money laundering and counter-terrorism financing (AML/CFT) rules, cyber security and business continuity measures.”9

On March 6, 2019, the SC published a public consultation paper on the proposed regulatory framework for the issuance of digital assets through ICOs.10 The paper “discusses the proposed framework for, among others, the eligibility of issuers, the need for transparent and adequate disclosures as well as utilisation of proceeds of the ICO.”11 The period for comments on the paper closed on March 29, 2019. The paper states that

[t]he SC recognises the potential use cases of blockchain and digital assets in enhancing efficiencies in the capital market including lowering post trade latency and counterparty risks, and enabling seamless regulatory reporting and compliance. Digital assets also have the potential to act as an alternative asset class for investors. As such, in line with the SC’s mandate to promote the development of the capital market, the SC seeks to develop a regulatory framework that will balance promoting innovation with ensuring proper safeguards to protect the integrity of the capital market and investors’ interest.12

---


9 Id.


12 ICO CONSULTATION PAPER, supra note 10, at 4.
Prior to these recent developments, the SC had issued a statement warning investors about the risks associated with ICOs and similar activities. The BNM has also issued warnings on digital currencies, stating in January 2014 that “[t]he Bitcoin is not recognised as legal tender in Malaysia. The Central Bank does not regulate the operations of Bitcoin. The public is therefore advised to be cautious of the risks associated with the usage of such digital currency.”

In addition to the Capital Markets and Services Act 2007, securities law in Malaysia includes the Securities Commission Malaysia Act 1993 and the Securities Industry (Central Depositories) Act 1991, and associated regulations. These laws are administered and enforced by the SC. In addition, BNM has powers to regulate and supervise the financial system and financial institutions under several laws, including the Central Bank of Malaysia Act 2009, Financial Services Act 2013, Islamic Financial Services Act 2013, Money Services Business Act 2011, and AML/CFT legislation.

B. Anti-Money Laundering Law

Information on the BNM website advises persons operating a business relating to digital currencies that, “[p]ursuant to the Anti-Money Laundering, Anti-Terrorism Financing and Proceeds of Unlawful Activities Act 2001 (AMLA), persons carrying on activities specified in paragraph 25 of the First Schedule of the AMLA are subject to obligations as a reporting

---


institution under the AMLA.” The First Schedule lists the activities that, if performed by an entity, would make it a reporting institution under the Act. Paragraph 25 reads as follows:

(1) Activities carried out by any person who provides any or any combination of the following services:

   (a) exchanging digital currency for money;
   (b) exchanging money for digital currency;
   (c) exchanging one digital currency for another digital currency,

whether in the course of carrying on a digital currency exchange business or otherwise.

(2) For the purpose of this paragraph, “digital currency” means a digital representation of value that functions as a medium of exchange and is interchangeable with any money, including through the crediting or debiting of an account, but does not include electronic money, as defined under the Financial Services Act 2013 [Act 758] and the Islamic Financial Services Act 2013 [Act 759], issued by an approved issuer of electronic money under those Acts.

In February 2018, the BNM issued a policy document regarding digital currencies and AML/CFT, which “aims to ensure that effective measures are in place against money laundering and terrorism financing risks associated with the use of digital currencies and to increase the transparency of digital currency activities in Malaysia.”

C. Taxation

Prior to the recent developments with respect to the regulation of digital assets as securities, it appears that the Inland Revenue Board (IRB) considered that the Income Tax Act 1967 was applicable to cryptocurrency traders. Section 3 of the Act provides that tax shall be charged upon the income of any person accruing in or derived from Malaysia. The IRB had, for example, taken

---


action against a cryptocurrency exchange business in early 2018, freezing its account in Malaysia and seeking to ensure it was complying with tax and record-keeping requirements.\textsuperscript{24}

Malaysia “does not tax capital gains from the sale of investments or capital assets other than those related to land and buildings.”\textsuperscript{25} The IRB has so far not provided specific guidance regarding the impact of the Prescription Order and the shift to regulating digital assets as securities on the application of the Income Tax Act.

II. Custodianship of Cryptocurrencies by Financial Institutions

As further referenced in Part III, below, the updated \textit{Guidelines on Recognized Markets} includes a requirement that operators of Digital Asset Exchanges, which deal in digital assets that are prescribed securities under the Prescription Order, must “establish and maintain a sufficiently and verifiably secured storage medium designated to store Digital Assets from investors.”\textsuperscript{26} There does not appear to be a requirement for particular cryptocurrencies to otherwise be subject to custodianship by financial institutions.

The Securities Industry (Central Depositories) Act 1991 may also be relevant in the context of the custody of tokens that are prescribed securities. The purpose of this Act is “to provide for the regulation of central depositories, and the deposit, holding, withdrawal of, and dealings in, securities deposited therewith and to provide for matters incidental thereto.”\textsuperscript{27} A company that wishes to establish and maintain a central depository must apply to the Minister of Finance for approval.\textsuperscript{28}

III. Regulation of Cryptocurrencies as Financial Securities

A. Digital Assets as Prescribed Securities

Under the Prescription Order, “digital currency” is defined as

\begin{quote}

a digital representation of value which is recorded on a distributed digital ledger whether cryptographically-secured or otherwise, that functions as a medium of exchange and is
\end{quote}

---


\textsuperscript{26} SC, GUIDELINES ON RECOGNIZED MARKETS 42 (rev. Jan. 31, 2019), \url{https://www.sc.com.my/api/documentms/download.ashx?id=eb8f1b04-d744-4f9a-a6b6-ff8f6fee8701}, archived at \url{https://perma.cc/2N6C-W2X4}.

\textsuperscript{27} Securities Industry (Central Depositories) Act 1991, Long title.

\textsuperscript{28} Id. s. 4.
interchangeable with any money, including through the crediting or debiting of an account.[29]

“Digital token” means “a digital representation which is recorded on a distributed digital ledger whether cryptographically-secured or otherwise.”[30]

The central provision of the Order, prescribing such assets to be securities, states as follows:

(1) A digital currency which—
(a) is traded in a place or on a facility where offers to sell, purchase, or exchange of, the digital currency are regularly made or accepted;
(b) a person expects a return in any form from the trading, conversion or redemption of the digital currency or the appreciation in the value of the digital currency; and
(c) is not issued or guaranteed by any government body or central banks as may be specified by the Commission,

is prescribed as securities for the purposes of the securities laws.

(2) A digital token which represents a right or interest of a person in any arrangement made for the purpose of, or having the effect of, providing facilities for the person, where—
(a) the person receives the digital token in exchange for a consideration;
(b) the consideration or contribution from the person, and the income or returns, are pooled;
(c) the income or returns of the arrangement are generated from the acquisition, holding, management or disposal of any property or assets or business activities;
(d) the person expects a return in any form from the trading, conversion or redemption of the digital token or the appreciation in the value of the digital token;
(e) the person does not have day-to-day control over the management of the property, assets or business of the arrangement; and
(f) the digital token is not issued or guaranteed by any government body or central banks as may be specified by the Commission,

is prescribed as securities for the purposes of the securities laws.[31]

All securities laws are stated as being applicable to such assets, other than division 3 of Part VI of the Capital Markets and Services Act 2007,[32] which contains the requirement for a prospectus to be registered in relation to securities.[33]

---

[29] Prescription Order, cl. 2.
[30] Id.
[31] Id. cl. 3.
[32] Id. cl. 4.
B. Additional Requirements for Digital Asset Exchanges

The amendments to the Guidelines on Recognized Markets, issued on January 31, 2019, included a new chapter on additional requirements to be complied with by a person who wishes to operate a digital asset exchange (DAX). The Guidelines explain the differences between an approved market, exempt market, and recognized market, stating that

[a] recognized market essentially covers an alternative trading venue, marketplace or facility that brings together purchasers and sellers of capital market products. The level of regulation in comparison to approved markets is not as stringent. Terms and conditions may be imposed on the [recognized market operator] to commensurate with the risk profile, nature and scope of the proposed recognized market operations.34

Part B of the Guidelines sets out the requirements and criteria for a person to register as a recognized market operator (RMO).35 Part C states that, in registering an RMO, the SC may impose any term or condition, and may also issue a direction to the RMO, the board, chief executive, controller, or other person in relation to a list of matters.36 It also lists the obligations that must be met by an RMO (including in relation to compliance with its rules, disclosures, fees and charges, and AML/CFT processes) and by the RMO’s board, as well requirements to submit rules and reports to the SC.37 Part D relates to cessation of business, withdrawal of registration, and SC reviews of an RMO.38

Part G of the Guidelines contains the new chapter, Chapter 15, which sets out the additional requirements relating to a DAX.39 These include the following:

- DAX operators (RMOs who operate a DAX) must be locally incorporated and have a minimum paid-up capital of RM5 million (approx. US$1,229,500).
- Where a DAX operator is a public company, at least one member of the board must be an independent director.
- Additional requirements applicable to a DAX operator’s framework relating to conflicts of interest.
- A prohibition on a DAX operator providing financial assistance to investors to invest or trade in digital assets on its platform.
- Additional requirements relating to the establishment of a risk management framework.
- A requirement for a DAX operator to have a business continuity plan “that addresses events posing a significant risk of disrupting operations,” including the use of a secondary site.

34 GUIDELINES ON RECOGNIZED MARKETS, supra note 26, at 4.
35 Id. at 7–13.
36 Id. at 14–15.
37 Id. at 16–19
38 Id. at 20–22.
39 Id. at 38–43.
A requirement to carry out periodic reviews, audits, and testing of systems, policies, procedures, and controls relating to risk management and the business continuity plan.

A requirement to notify the SC of any systems error, failure, or malfunction.

A prohibition on facilitating the trade of any digital asset unless this has been approved by the SC, and a list of matters that must be covered in the relevant application to trade in the asset.

Additional obligations of a DAX operator, including ensuring the orderly, fair, and transparent operation of its platform and that all disclosures are fair, clear, and not misleading.

DAX operators must only allow investors to invest or trade in digital assets using Ringgit Malaysia or “any foreign currency that is recognized as legal tender.”

Requirements relating to client asset protection, including maintaining records, safeguarding assets from conversion (including implementing multi-signature arrangements), establishing trust accounts in a licensed Malaysian financial institution to hold monies received from investors, establishing and maintaining “a sufficiently and verifiably secured storage medium designated to store Digital Assets from investors,” and having arrangements and processes in place to protect against the risk of loss, theft, or hacking.

Requirements related to ensuring orderly, clear, and efficient clearing and settlement arrangements.

A statement that the SC can impose a fee or levy on all transactions conducted on a DAX.

Various market integrity provisions, including requirements related to arrangements and processes to deter manipulative activities, manage excessive volatility of the market, manage error trades, manage systems error or malfunction, and manage investors’ assets in the event of any suspension or outages of the platform, and provisions related to market transparency and market-making activities.

C. Proposed ICO Regulation

The ICO consultation paper proposes a “two-pronged approach” to regulating ICOs in order to “mitigate instances of fraud while protecting market integrity.” This entails “an authorisation for the offering or issuance of the ICO and the registration of a disclosure document (Whitepaper) which complies with prescribed minimum requirements set by the SC.” Furthermore,

[...] the SC proposes that an ICO issuer be required to approach a third party to agree to “host” the ICO and assess its Whitepaper. In this regard, the ICO issuer will be required to undergo an assessment conducted by an independent third party authorised by the SC, prior to it submitting a formal application to the SC. [...]

...
It is proposed that the third party “host” is a recognised market operator or alternatively any other person recognised by the SC as having the necessary skills and expertise. In this regard, the SC will be introducing a separate framework in relation to the authorisation of the third party who will carry out this role.\textsuperscript{42} The paper proceeds to list potential assessment criteria for the evaluation of an ICO by the SC.\textsuperscript{43} It also proposes that only a company that is locally incorporated, with its main business operation in Malaysia, that is not a public listed company, and that has a minimum paid-up capital of RM500,000 (approx. US$123,000) be eligible to undertake ICOs.\textsuperscript{44} In addition, the board of directors and senior management team would need to collectively have a 50% equity holding in the ICO issuer, and they would not be able to dispose of their equity holding for a period of eighteen months.\textsuperscript{45} In terms of governance, an ICO issuer would need to ensure that directors and senior managers are fit and proper, and at least half of the board would be required to be Malaysian. A responsible person would be appointed as the main contact for the SC, and the entity would need to have conflict of interest and risk management processes in place, as well as a business continuity management and a cyber-resiliency framework.\textsuperscript{46}

The consultation paper proposes to limit the amount that can be raised through an ICO to a multiple of ten times the shareholders’ funds, subject to a ceiling of RM100 million (approx. US$24,586,000).\textsuperscript{47} Furthermore, at least 50% of the proceeds would be required to be utilized in Malaysia. If the ICO is asset-backed, at least 50% of the assets must be based in Malaysia.\textsuperscript{48} An ICO issuer would only be able to withdraw or utilize investors’ monies “based on milestones disclosed in the Whitepaper.”\textsuperscript{49}

Other proposed obligations on ICO issuers include having processes in place to monitor AML/CFT requirements, a prohibition on third party endorsement of the ICO, and annual and quarterly reporting to the SC and to investors “in relation to information as may be specified by the SC.”\textsuperscript{50} In addition, an ICO issuer would be required to deposit funds raised through an ICO in a separate trust account with a licensed bank.\textsuperscript{51}

The consultation paper also lists information to be contained in the Whitepaper that would be required to accompany an ICO, including details of the board and senior management team and the shares and/or digital token they hold; the objective and timeline of the ICO; a business plan;
the targeted amount to be raised through the ICO and a scheduled timeline for utilization of the proceeds; any rights or functions attached to the digital tokens issued; details of the independent custodian, escrow agents, or entity acting in the capacity of a trustee; discussion on the determination of the price per token; financial information; a detailed technical description of the protocol, platform, or application and the associated benefits of the technology; and details of associated challenges and risks, including any conflict of interest.52

IV. Treatment of Cryptoassets Not Considered Securities

Given the definitions contained in the Prescription Order, it appears that all cryptoassets created through blockchain would be considered securities. For example, the SC’s recent consultation paper on ICOs states that “[t]he PO [Prescription Order] provides that a digital asset must be recorded on a distributed ledger. As such, discount cards, e-money or e-payment etc. will not be considered as securities unless it is recorded on a distributed ledger and satisfies the PO’s requirements.”53

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

It appears that the above regulatory approach applies to all cryptocurrencies that utilize digital ledger technology or blockchain. There does not appear to be any specific restrictions on the sale of, or investments in, a particular type of cryptocurrency.

52 Id. at 18–19.

53 Id. at 5.
SUMMARY

The Maltese government enacted a series of laws in 2018 aimed at providing regulatory certainty over the use and development of cryptocurrencies within its jurisdiction. The laws provide a framework through which virtual currencies themselves and the individuals or entities that work with these currencies are regulated. Specifically, they provide a licensing system for providers of virtual financial asset services and regulate activities connected with virtual financial assets, including the initial offerings of these assets and the certification of platforms that these assets are offered on, and designate a regulatory body to oversee the application and enforcement of the framework.

I. Introduction

The Maltese government has actively encouraged the development of cryptocurrency and has issued many consultation documents and other papers that discuss its regulation and development, with the aim of providing “the necessary legal certainty to allow this industry to flourish.”1 In 2018, Malta enacted the Virtual Financial Assets Act (VFA Act),2 the Innovative Technology Arrangement and Services Act (ITAS Act),3 and the Malta Digital Innovation Authority Act (MDIA Act).4 The intention behind these laws is to provide regulatory certainty, protect those who invest in virtual currencies, and encourage development in the innovative technology sector in Malta.5

This report provides a high-level summary of these Acts, paying particular attention to the VFA Act and how it regulates virtual financial assets (VFAs).

---


II. Virtual Financial Assets Act

The VFA Act regulates a number of activities relating to VFAs when conducted in, or from within, Malta. These activities encompass

- the issuance of Initial VFA Offerings (commonly known as initial coin offerings, or ICOs);
- the application of a VFA issuer to trade the VFA on a distributed ledger technology (DLT) exchange;
- the activities of a VFA agent; and
- VFA service providers, such as eWallet providers, brokerages, and cryptocurrency exchanges.

Individuals or entities that provide Virtual Financial Services (VFS) must be licensed. Individuals engaged in these activities are all identified as “subject persons” and must comply with the anti-money laundering and counter-financing of terrorism laws of Malta.6

The VFA Act designates the Malta Financial Services Authority (MFSA) as the competent authority responsible for overseeing and enforcing its provisions.7

A. Definitions

The VFA Act contains a vast array of definitions and includes cryptocurrency under the term “virtual financial asset,” which is defined as

any form of digital medium recordation that is used as a digital medium of exchange, unit of account, or store of value and that is not

(a) electronic money;[8]
(b) a financial instrument;[9] or
(c) a virtual token;

“virtual token” means a form of digital medium recordation whose utility, value or application is restricted solely to the acquisition of goods or services, either solely within the DLT platform on or in relation to which it was issued or within a limited network of DLT platforms[][10]

---

6 VFA Act arts. 5, 9, & 23. See also VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5.
7 VFA Act Parts III-V.
8 The VFA Act provides that the term “electronic Money” has the meaning provided by the Financial Institutions Act, sched. 3. Id. art. 2.
9 Article 2 of the VFA Act provides that the term “financial instrument” has the meaning provided by the Financial Institutions Act, sched. 2. Id.
10 Id. art. 2(2).
The VFA Act provides that if a virtual token can be converted into another DLT asset type, it will be treated as the asset type to which it can be converted.\textsuperscript{11} Thus, a virtual token has no utility or value outside of the DLT platform on which it was issued, or within a limited group of DLT platforms,\textsuperscript{12} and may only be redeemed on the platform by the issuer of the DLT asset.

The VFA Act defines DLT as “a database system in which information is recorded, consensually shared, and synchronised across a network of multiple nodes.”\textsuperscript{13} Article 2 defines a “DLT asset” as “(a) a virtual token; (b) a virtual financial asset; (c) electronic money; or (d) a financial instrument, that is intrinsically dependent on, or utilises, Distributed Ledger Technology.”\textsuperscript{14}

A DLT exchange is defined as “any trading and, or exchange platform or facility, whether in Malta or in another jurisdiction, on which any form of DLT asset may be transacted in accordance with the rules of the platform or facility.”\textsuperscript{15} The VFA Act distinguishes between DLT exchanges and DLT platforms, and specifically excludes DLT exchanges from the definition of DLT platforms. The MFSA has advised that “this definition should not thus be interpreted as excluding fiat currencies from its scope. Therefore, the VFA exchange licence under the Act will encompass (i) VFA-to-VFA, (ii) fiat-to-VFA and (iii) VFA-to-fiat transactions.”\textsuperscript{16}

A license must be obtained from the MFSA for individuals or entities that wish to offer a VFA or provide VFA services,\textsuperscript{17} and such licenses can only be obtained by an application submitted to the MFSA through a VFA agent.\textsuperscript{18} The application must include “a programme of operations setting out the systems, security access protocols and any other matters as may be required to be set out by the competent authority from time to time.”\textsuperscript{19} An individual or entity that obtains a VFA license is able to facilitate the exchange of VFAs or provide services in the VFA sector.

B. Role of the MFSA

The MFSA is the regulatory body charged as the competent authority under the VFA Act. It may determine a person or entity is engaged in an activity that constitutes a VFA service, or that a DLT asset is a financial asset, virtual token, electronic money, or financial instrument. The MFSA may also make a determination that a VFA service is provided from or within Malta or that an initial VFA offering has been made, or is being made, in or from within Malta. When such a determination is made, the individual or entity has a right to appeal the MFSA’s decision.\textsuperscript{20}

\textsuperscript{12} Id.
\textsuperscript{13} VFA Act art. 2(2).
\textsuperscript{14} Id.
\textsuperscript{15} Id.
\textsuperscript{17} VFA Act art. 13.
\textsuperscript{18} Id. art. 14.
\textsuperscript{19} Id. art. 14(1)(d).
\textsuperscript{20} Id. art. 13.
C. VFA Agents

The VFA Act provides for a system of VFA agents, who must be

- an accountant, auditor, or advocate;
- a firm that provides these services or corporate services;
- a legal organization held by an aforementioned person or firm; or
- a person the MFSA considers suitable to perform the duties of a VFA agent listed in the VFA Act.21

The VFA agent is responsible for a variety of obligations under the VFA Act, including conducting a “fitness and properness” assessment before accepting a client; advising the issuer as to the obligations contained in the VFA Act; ensuring the issuer complies with the provisions of the VFA Act; cooperating with the MFSA; and ensuring the anti-money laundering laws of Malta are complied with. The MFSA has issued a rulebook that sets out in detail the obligations and responsibilities of VFA agents.22

VFA agents are considered gatekeepers and are required to have a “know your client” system in place, which includes verifying the source of funds of those whose primary wealth originates from, or includes, DLT assets, such as bitcoins.23 The MFSA has specifically stated that it “will not be endorsing any specific know your client software solutions.”24 It expects the VFA agents to have “robust Know Your Client (‘KYC’) systems and controls in place in order to address and mitigate the money laundering/funding of terrorism risks pertaining to their specific business model. It is emphasised that there is no ‘one-size-fits-all’ approach in this respect.”25

D. Initial Virtual Financial Asset Offering

An “initial VFA offering” (commonly known as an initial coin offering, or ICO) is defined as “a method of raising funds whereby an issuer is issuing virtual financial assets and is offering them in exchange for funds.”26 The issuer of a VFA offering must comply with the VFA Act and the Virtual Financial Assets Rulebook issued by the MFSA.27 The issuer of the initial VFA offering must be a legal person formed under any law in Malta that proposes to issue, or actually issues,

---

VFAs in or from within Malta. The issuer must appoint a VFA agent, who must be registered with the MFSA. The issuer itself is not required to be registered with the MFSA, but the VFA Act requires that issuers of initial VFA offerings register a white paper with the MFSA, which must be done through the VFA agent of the issuer. The white paper must be clearly written, easily understood, and set out information that, “according to the particular nature of the issuer and of the virtual financial assets offered to the public, is necessary to enable investors to make an informed assessment of the prospects of the issuer, the proposed project and of the features of the virtual financial asset.”

The white paper must be approved by the MFSA and is valid for six months after such approval. The VFA Act sets out extensive specifications concerning the information the white paper must include. The white paper is intended to protect investors by providing transparency. It must include a summary in non-technical language that provides key information about the VFAs. Unless the disclosure of such information would be contrary to the public interest or is seriously detrimental to the issuer, the white paper must also include a detailed description of various aspects of the VFA offering, including:

- the reason behind the initial offering;
- a technical description of the platform and its benefits;
- the sustainability of the project;
- the challenges, risks, and mitigating measures of the offering;
- the characteristics of the financial assets offered;
- a description of the issuer;
- a description of the wallet(s) the issuers will use;
- security safeguards against cyber threats;
- the life cycle of the offering;
- the targeted investor base;
- the exchange rate of the VFAs;
- the underlying protocol’s interoperability with other protocols;
- how funds raised through the offering will be allocated;
- the amount and purpose of the issue;

---

28 VFA Act art. 7.
29 Id. art. 2(2).
30 Id. arts. 3-4 & sched. 1 art. 2(1).
31 Id. arts. 2(2), 7.
32 Id. sched. 1 art. 13.
33 Id. sched. 1 art. 4(1).
• the total number of financial assets to be issued and the features of these assets;
• the distribution of financial assets;
• the incentive mechanism to secure any transactions;
• the methods of payment;
• the estimated speed of transactions;
• the applicable taxes;
• the time during which the offer is open;
• any restrictions on the transferability of the virtual financial assets;
• any soft or hard cap for the offering, and how investors can retrieve their money if the cap is not met;
• the risks associated with the offering;
• details of the issuer, including the name, registered address and registered number, the issuer’s objectives, the group of undertakings the issuer belongs to, and if applicable, the members who directly or indirectly exercise, or could exercise, a role in the issuer’s administration;
• the issuer’s principal activities, and any legal proceedings against the issuer that would impact the issuer’s financial position;
• details of the issuer’s board of administration; and
• the financial track records of issuers that have been established for three or more years.34

The MFSA states that financial track records are needed in order to ensure that investors are adequately safeguarded. Investor protection is achieved predominantly through transparency. This means that investors need to have all the necessary information in order to be able to make an informed assessment of the prospects of the Issuer, the proposed project and of the features of the VFA.35

An individual or entity that includes false statements in a white paper, or publishes them to a website or advertisement, and thus causes any person to lose money is liable to pay damages whether the statements were made intentionally or through gross negligence.36

The VFA Act requires individuals that wish to submit VFAs to be traded on a DLT exchange to submit an application for admission, and include almost the same information required by issuers of VFAs in a white paper.37

34 Id. sched. 1 art. 7.
35 VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5, FAQ 4.6.
36 VFA Act art. 10.
37 Id. art. 4 & sched. 1; VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5, FAQ 4.7.
E. Determinations of DLT Assets

The MFSA has developed a financial instrument test, along with guidelines, designed to aid individuals and entities within the financial sector in determining whether a product or service falls under traditional financial services legislation or within the new VFA legislative framework. The test aims to provide clarity over whether a DLT asset is a virtual token, a VFA, electronic money, or a financial asset. The test is aimed at issuers that offer DLT assets to the public, or on a DLT exchange from within Malta, or those providing VFA services or activities with a DLT asset that has not yet been classified under the VFA Act or under the traditional financial services framework. The test operates as follows:

- If the DLT asset is a virtual token, then any activities in relation to the token are not regulated.
- If deemed a financial instrument or electronic money, then the traditional financial services framework applies.
- If determined to be neither a virtual token, financial instrument, nor electronic money, then the asset is considered to be a VFA and will be regulated by the VFA framework.

Thus, a DLT asset may not be listed as both a VFA and a financial instrument. It either qualifies as a VFA regulated by the VFA framework, as a financial instrument regulated by the traditional financial services framework, or as a virtual token that is not subject to any regulations.

The result of the test must be signed by either a VFA agent for issuers of initial VFA offerings, the compliance officer for license holders under the traditional financial services framework or VFA framework, or the VFA agent or legal advisor of any person or entity without a license.

The MFSA has stated that it intends to create a public register of DLT assets that have been determined in accordance with the test.

---


40 VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5, FAQ 2.7.

41 Id. FAQ 2.9.

42 Id. FAQ 2.9.

43 Id. FAQ 2.12.

44 Id. FAQ 2.14.

45 Id. FAQ 5.18.

46 Id. FAQ 2.8.
F. VFA Services

Schedule 2 of the VFA Act sets out what VFA services are, and covers activities provided in connection with a DLT asset that has been determined to be a VFA, including:

- receiving or transmitting orders;
- executing orders on behalf of another person;
- managing a portfolio of assets containing or including more than one VFA;
- acting as a custodian or nominee holder of a VFA or cryptographic key;
- providing investment advice;
- marketing newly issued VFAs; or
- operating a VFA exchange.\(^47\)

Individuals or entities that provide VFA services in, or from within, Malta must comply with the provisions of the VFA Act and the Rulebook issued by the MFSA.\(^48\) In order to provide a VFA service in, or from within, Malta a license must be obtained from the MFSA, which must be applied for through a VFA agent.\(^49\) The Central Bank of Malta and other members of the European System of Central Banks and national bodies along with liquidators, individuals managing their own accounts, and individuals providing VFA services for their parent company or subsidiaries are exempted from the requirement to have a license to provide VFA services.\(^50\)

VFA service licenses are divided into four different classes:

- Class 1: Authorized to receive and hold orders and provide investment advice to VFAs, but not authorized to hold or control clients’ assets or money.
- Class 2: Authorized to provide any VFA service and hold or control clients’ assets or money in the course of providing VFA services, but not authorized to operate a VFA exchange or deal with their own account.
- Class 3: May provide any VFA service other than a VFA exchange and hold or control clients’ assets or money in the course of providing VFA services.
- Class 4: May provide any VFA service, or hold or control clients’ assets or money in the course of providing a VFA service.\(^51\)

\(^{47}\) VFA Act sched. 2.
\(^{49}\) VFA Act art. 14.
\(^{51}\) Id. art. 8.
The MFSA has stated that the VFA services license is limited to the purposes of acting as a VFA services license holder and that traditional financial services license holders would be conducting activities that are not compatible with the VFA Act, as “a purpose or object referring to any activity that requires any kind of authorisation whatsoever by the MFSA under any Maltese law, other than the Act, shall be deemed to be incompatible with the services of a VFA Service Provider.”

The MFSA notes that traditional financial services license holders that wish to be a VFA service provider can do so, but must establish a separate entity.

The VFA Act contains a variety of offenses relating to activities regulated under the VFA Act, and issuers or license holders can, upon conviction, be fined up to €10 million (approx. US$11.3 million) or three times the profits made or losses avoided due to the offense and/or imprisonment for up to six years. Upon conviction of an offense under the VFA Act, VFA agents can be fined up to €500,000 (approx. US$565,000) and/or be sentenced to up to six months’ imprisonment.

III. Innovative Technology Arrangement and Services Act

The ITAS Act regulates innovative technology arrangements and designated innovative technology service providers, which are overseen by the MDIA. The MDIA Act defines innovative technology arrangements as “the intrinsic elements including software, codes, computer protocols and other architectures which are used in the context of DLT, smart contracts and related applications.” The ITAS Act lists what it considers to be an innovative technology arrangement to include:

1. software and architectures which are used in designing and delivering DLT which ordinarily, but not necessarily:
   - (a) uses a distributed, decentralized, shared and, or replicated ledger;
   - (b) may be public or private or hybrids thereof;
   - (c) is permissioned or permissionless or hybrids thereof;
   - (d) is secure to a high level against retrospective tampering, such that the history of transactions cannot be replaced;
   - (e) is protected with cryptography; and
   - (f) is auditable;

2. smart contracts and related applications, including decentralised autonomous organisations, as well as other similar arrangements;

3. any other innovative technology arrangement which may be designated by the Minister, on the recommendation of the Authority, by notice from time to time.

---

52 VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5, FAQ 5.7.
53 Id. FAQ 5.7.
54 VFA Act art. 54.
55 Id.
56 ITAS Act art. 2.
57 Id. sched. 1 art. 1.
Information technology services are defined in the ITAS Act as

1. the review or audit services referred to in this Act with reference to innovative technology arrangements provided by system auditors;

2. the technical administration services referred to in this Act with reference to innovative technology arrangements provided by technical administrators.58

The ITAS Act provides for the certification of innovative technology arrangements if they contain certain qualities, features, attributes, behaviors, or aspects, as determined by the MDIA.59 The ITAS Act provides for the registration of innovative technology services, which is handled by the MDIA. The MDIA maintains an electronic register of the details of all providers registered, which is publicly available.60 This certification and registration process provides formal recognition of these arrangements and services and “will be undertaken in full respect of the importance of not hindering innovation,” while ensuring that investors, consumers, and market integrity are protected, according to one commentary.61

IV. Malta Digital Innovation Authority Act

The MDIA Act established the Malta Digital Innovation Authority to develop the innovative technology sector in Malta. The MDIA has a variety of roles connected to this purpose, including to

- promote government policies for the deployment of innovative technology arrangements within the government;
- promote and facilitate the advancement and use of innovative technology arrangements;
- promote education about ethical standards on the use and advancement of innovative technology arrangements;
- ensure Malta’s reputation with regard to innovative technology arrangements is maintained and protected;
- protect users of innovative technology arrangements;
- harmonize both practices and standards use in innovative technology arrangements; and
- promote legal certainty in the law applying to innovative technology arrangements.62

58 Id. sched. 2 art. 2.
59 Id. art. 7.
60 Id. art. 6.
62 MDIA Act art. 6.
The MDIA is also responsible for authorizing innovative technology arrangements and innovative technology services providers, as discussed above.

Practitioners have noted that the most important roles held by the MDIA are harmonizing practice and facilitating the adoption of standards on innovative technology arrangements and promoting ease of access to publicly available innovative technology arrangements, as

[The] he pursuit of these objectives will secure the integrity of the Maltese DLT market and will ensure that any measures adopted in Malta will not be disconnected from DLT international policies and rules. This will afford both providers and consumers with more legal certainty especially when the operations and transactions, even though arising in or from Malta, include cross-border elements.63

V. Conclusion

The Maltese government is continuing to work on the regulatory structure to ensure that Malta is a world leader in the development of cryptocurrencies. The VFA Act, the MDIA Act, and the ITAS Act are the first of their kind in the world to regulate virtual assets. Together they create a regulatory regime that aims to provide legal certainty for individuals and entities wishing to develop these assets from in, or within, Malta; maintain market integrity and transparency; and provide clarity for those wishing to invest in them.64

---

63 GANDO ADVOCATES, supra note 61.

64 VIRTUAL FINANCIAL ASSETS FRAMEWORK: FREQUENTLY ASKED QUESTIONS, supra note 5, FAQs 1-6 and 4-6.
SUMMARY

On March 1, 2019, the Financial Services (Custodian Services (Digital Asset)) Rules, issued by the Mauritius Financial Services Commission (FSC) to regulate the licensing and operations of custodian services, took effect. The Rules treat custodians as financial institutions and subject them to the requirements under the money laundering and counter-terrorism laws. The Rules also impose various conditions on custodians that appear to have been designed to protect customers, ranging from capital reserve requirements to infrastructure security for on-site storage of digital assets.

While the regulatory system related to investment in cryptoassets appears to be in its infancy, Mauritius recently recognized digital assets as a possible asset-class for investment by sophisticated investors, expert investors, expert funds, sophisticated collective investment schemes, and professional collective investment schemes.

I. Approach to Assets Created Through Blockchain

Based on the authority accorded to it in 2018 through amendments to the Financial Services Act of 2007, the Mauritius Financial Services Commission (FSC) issued the Financial Services (Custodian Services (Digital Asset)) Rules 2019 (the Rules) and the Financial Services (Consolidated Licensing and Fees) (Amendment) Rules 2019, both of which took effect on March 1, 2019.1

The Rules regulate digital asset custodians in the digital assets market; other activities appear to remain unregulated. The only recent source dealing with the regulation of investment in digital assets appears to be guidance issued by the FSC in 2018 recognizing digital assets as an asset-class and allowing certain investors to invest in them (see part IV, below).

One of the principal developments with the issuance of the Rules is the adoption a broad definition of the term “digital assets” that appears to include different versions of blockchain-based products. The Rules state as follows:

---

(a) . . . any token, in electronic or binary form, which is representative of either the holder's access rights to a service or ownership of an asset;
(b) includes a digital representation of value which –
   (i) is used as a medium of exchange, unit of account, or store of value but which is not a legal tender, even if it is denominated in legal tender;
   (ii) represents assets such as debt or equity; or
   (iii) provides access to a blockchain-based application, service or product;
(c) excludes –
   (i) any transaction in which a business, as part of an affinity or reward programme, grants value which cannot be exchanged for legal tender, bank credit or any digital asset; or
   (ii) a digital representation of value issued for use within an online gaming platform.2

A. Financial Regulation and Consumer Protection

Many of the provisions under the Rules could be read as protections afforded to customers of custodian service providers (see part II, below). The Rules impose specific directives regarding how custodians must treat customers and protect their assets. For instance the “Communications with Clients” clause of the Rules states as follows:

1) A custodian shall have in place such procedures as may be required to ensure that
   - (a) each client is provided with an original of the signed agreement regarding the custody of digital asset within 30 days from the date on which the agreement is signed; and
   - (b) each client is promptly informed of any action which is likely to impact on any provisions of the agreement and on digital asset being held in custody.

2) In the event that such disclosures are being made to a client through an internet-based service, a custodian shall have in place a multi-factor authentication system in line with best industry practices.3

The Rules also impose various restrictions regarding key and seed generation and storage as well as access of staff of a licensed custodian to keys, seeds, and other relevant information.4 A key is “cryptographic key which is used by cryptographic algorithm to transfer plain text into encrypted form or vice versa.”5 A seed is “an alphanumeric phrase generated through the process of entropy.”6 Entropy is “unpredictability or randomness within the source code which is used to generate a cryptographic seed which ensures that a seed cannot be simply recreated.”7

Significantly, the Rules include provisions on uninterrupted access for clients in certain circumstances and the segregation of client assets:

2 Financial Services (Custodian Services (Digital Asset)) Rules 2019, § 2.
3 Id. § 18.
4 Id. §§ 19-21.
5 Id. § 2.
6 Id.
7 Id.
23. Uninterrupted Access

A custodian shall, subject to the custody agreement, provide its clients with uninterrupted access to their respective digital asset under its custody if –

(a) it is no longer able to abide by the custody agreement; or
(b) it ceases to operate; or
(c) it is requested to transfer the digital asset in accordance with the instructions of the client or such other mutually agreeable arrangements.

24. Segregation of client assets

(1) A custodian shall have adequate procedures to ensure that digital asset belonging to different clients are not pooled or not kept together at a single address or in a common wallet.

(2) A custodian shall ensure that an address or wallet is assigned to a single client and that the digital asset belonging to that client is kept in the assigned address or wallet.8

B. Anti-Money Laundering Law

It appears that the country’s Financial Intelligence and Anti-Money Laundering Act and the Prevention of the Terrorism Act apply to custodians, which are considered financial institutions. In a 2018 consultation paper the FSC noted that,

10.1 [a]s part of its application document pack, the applicant will be required to submit a detailed report containing an in-depth assessment of the potential money laundering and terrorist financing (“ML/TF”) risks posed by its operations as well as the measures, systems, controls and protocols which will be established in relation to those ML/TF risks. Once licensed, prior to starting its operations, the licensee will be required to have those ML/TF systems and controls in place.

10.2. For the sake of clarity, the FSC wishes to point out that the Custodian Services (Digital Asset) Licence will be issued under section 14 of the [Financial Services Act] and as such the holder of this licence, while being a licensee of the FSC, will simultaneously be considered as a “financial institution” under the [Financial Terrorism and Anti-Money Laundering Act].

10.3 Consequently, the holder of the Custodian Services (Digital Asset) Licence will be required to ensure strict adherence to the appropriate laws regulations and codes relating to [Anti-Money Laundering and Counter-Terrorist Financing] in Mauritius including the FSC Code on the Prevention of Money Laundering and Terrorist Financing, the FIAMLA and regulations made thereunder.

10.4. As part of its systems and controls to prevent ML/TF, the applicant must have in place procedures to conduct CDD and KYC as well as to ascertain the source of funds/wealth of potential clients prior to on-boarding.9

8 Id.

The Financial Services Act requires that a licensee “keep and maintain internal records of the identity of each of his customers.” The Act also notes that “guidelines issued by the Commission under any relevant Act or under section 18(1) of the Financial Intelligence and Anti-Money Laundering Act 2002 may specify the nature of customer identification documentation to be kept and maintained.” It further requires that the records kept “shall include account files and business correspondence” and shall be kept for at least seven years.

The FSC 2012 guidance, the Code on the Prevention of Money Laundering and Terrorist Financing, provides more detailed requirements on the prevention of money laundering and terrorism financing.

C. Taxation

No information was located regarding the taxation of digital assets in Mauritius.

II. Custodianship of Cryptocurrencies by Financial Institutions

The Rules primarily deal with custodianship. Under the Rules, custody means “the safekeeping of digital assets being held or transacted” and a custodian is “an entity entrusted with the custody of digital asset.”

Opening a custody service requires the acquisition of a license under the Financial Services Act. Anyone who operates a custodial service without a license commits a crime, on conviction, punishable by a fine of up to MUR1 million (about US$28,816) or custodial sentence not exceeding eight years. Among others, the Act requires that applicants for license provide:

(a) a business plan or feasibility study outlining the proposed business activity of the applicant;
(b) particulars and information relating to customer due diligence verification of promoters, beneficial owners, controllers and proposed directors in such form as may be specified in FSC Rules...

The Rules require that the “objects of a custodian . . . shall be limited to the safekeeping of digital assets and operations arising directly from it.”

---

11 Id.
12 Id.
14 Financial Services (Custodian Services (Digital Asset)) Rules 2019, § 2.
15 Id. § 5.
17 Id. § 16.
18 Financial Services (Custodian Services (Digital Asset)) Rules 2019, § 4.
The Rules also require that a custodian (an entity entrusted with the custody of digital assets) “shall at all times, have . . . an office in Mauritius from which it shall perform its core functions.” 19 These are “functions relating to operational and governance protocols, safekeeping of digital assets and transaction management.” 20 Operational and governance protocols include “fraud prevention in relation to the custody of digital assets.” 21 Additional rules include a

- requirement to maintain a sound governance structure with sufficient oversight and internal controls;
- requirement to properly vet staff involved in the performance of core functions;
- requirement to prepare for disaster recovery and put in place a system for continuity of operations;
- requirement that a custodian maintain a capital reserve equal to 35 million Mauritius Rupees (MUR) (about US1.01 Million) or an amount representing six months’ operational expense, whichever is higher;
- requirement that a custodian develop and maintain a risk management program, including strategies for assessing and mitigating operational risks;
- requirement that a custodian shall not outsource any of its core functions without prior approval of the FSC;
- requirement on security infrastructure for on-site storage of digital assets;
- requirement for developing storage strategy for digital assets;
- requirement regarding procedures for security breaches;
- requirement that custodians adopt multi-signature authorization so that “no single person is able to initiate and complete” a digital asset transaction; and
- requirement for putting in place systems and procedures for detecting and reviewing suspicious or fraudulent transactions. 22

III. Regulation of Cryptocurrencies as Financial Securities

It does not appear that digital assets are categorized as financial securities in Mauritius. 23

IV. Treatment of Cryptoassets Not Considered Securities

Other than the warnings and guidance that the government has issued, it does not appear digital assets are currently regulated. In 2017, the Bank of Mauritius issued a notice warning

---

19 Id. §§ 2 & 6.
20 Id. § 2.
21 Id.
22 Id. §§ 7-16, 25-27, 30 & 33.
the public about the risks of investing in “OneCoin”, a purported cryptocurrency.” 24 In addition, in September 2018, the FSC issued a guidance note with the following three main points:

- Cryptocurrencies are not legal tender in Mauritius;
- Investments in digital assets and cryptocurrencies are unprotected by “any statutory compensation arrangements”; and
- Mauritius “recognises that Digital Assets including Cryptocurrencies may constitute an asset-class for investment” by “sophisticated investors” 25, “expert investors” 26, “expert funds” 27, “specialized collective investment schemes” 28 and “professional collective investment schemes.” 29

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

The Rules do not appear to make distinctions between different forms of cryptocurrencies. This is evident in the seemingly sweeping definition of the term “digital assets” that the Rules have adopted (see part I, above). In addition, the Rules require that custodians adopt “digital asset agnostic systems and procedure,” stating that

[The systems and procedures of a custodian shall be digital asset-agnostic and shall ensure the same level of regulatory compliance relating to the safekeeping, transaction management and custody operations of every digital asset type, irrespective of wallet functionality protocol.30]

---


25 A sophisticated investor is “(a) the Government of Mauritius; (b) a statutory authority or an agency established by an enactment for a public purpose; (c) a company, all the shares in which are owned by the Government of Mauritius or a body specified in paragraph (b); (d) the government of a foreign country, or an agency of such government; (e) a bank; (f) a CIS manager; (g) an insurer; (h) an investment adviser; (i) an investment dealer; or (j) a person declared by the Commission to be a sophisticated investor.” Securities Act 2005, § 2.

26 An expert investor is “an investor who makes an initial investment, for his own account, of no less than US$100 000 … a sophisticated investor as defined in the [Securities] Act or any similarly defined investor in any other securities legislation.” Securities (Collective Investment Scheme and Closed-End Funds) Regulations 2008, § 78(a) (as at Oct. 5, 2013), https://www.fscmauritius.org/media/2169/securities_collective_investment_schemes_and_closed-end_funds_regulations_2008.pdf, archived at https://perma.cc/PQF4-47QU.

27 This means “a fund which is only available to expert investors.” Id. § 2.

28 This is “one that invests in real estate, derivatives, commodities or any other product authorised by the Commission.” Id. § 77.


30 Financial Services (Custodian Services (Digital Asset)) Rules 2019, § 29.
The term digital asset agnostic is defined as “the ability of the system and procedures of the custodian to operate properly irrespective of the type of digital assets kept in custody.”\textsuperscript{31}

\textsuperscript{31} Id. § 2.
SUMMARY

Mexican law defines virtual assets as representations of value electronically registered and utilized by the public as a means of payment for all types of legal transactions, which may only be transferred electronically. Virtual assets may not, under any circumstance, be considered Mexico’s legal currency. Financial companies that carry out transactions with virtual assets must disclose to their clients the risks applicable to these assets. Financial technology institutions are prohibited from selling, ceding, transferring, loaning, using as collateral, or otherwise affecting the use or enjoyment of virtual assets under their custody and control without a pertinent order from the respective client. Services involving virtual assets is an activity classified as vulnerable to money laundering. Thus, providers of such services must report to the Mexican government relevant transactions that reach or exceed a specific threshold.

I. Approach to Assets Created through Blockchain

Mexico’s Law to Regulate Financial Technology Institutions (Fintech Law) includes a chapter on operations with “virtual assets.” This chapter defines virtual assets as representations of value electronically registered and utilized by the public as a means of payment for all types of legal transactions, which may only be transferred electronically. It also provides that virtual assets may not, under any circumstance, be considered to be Mexico’s legal currency.

A. Financial Regulation

Mexico’s central bank, Banco de México (Banxico), has broad powers under the Fintech Law to regulate virtual assets, including

- specifying virtual assets that financial companies are allowed to operate with in the country, defining their particular characteristics, and establishing the conditions and restrictions applicable to transactions with such assets;
- authorizing financial companies to perform transactions with virtual assets; and
- imposing fines due to unauthorized transactions using virtual assets.

---


2 Id. art. 30.

3 Id.

4 Id. arts. 30–32, 88, 104(I).
B. Consumer Protection

Financial companies that carry out transactions with virtual assets must disclose to their clients the risks applicable to these assets.\(^5\) At a minimum, these companies must inform their clients, in a clear and accessible manner on their respective websites or through the means that they utilize to provide services, that

- a virtual asset is not a legal currency and is not backed by the federal government or Mexico’s central bank;
- once executed, transactions with virtual assets may be irreversible;
- the value of virtual assets is volatile; and
- technological, cybernetic, and fraud risks are inherent in virtual assets.\(^6\)

C. Anti-Money Laundering Law

Providing services involving virtual assets is an activity classified as vulnerable to money laundering.\(^7\) Thus, providers of such services must report to the Mexican government relevant transactions that reach or exceed a particular amount (equivalent to approximately US$2,849 as of March 2019).\(^8\) Furthermore, providers of such services have a number of pertinent duties, including

- identifying their clients and verifying their identity through official identification documents, a copy of which must be kept by the provider;
- asking the client for information on his/her occupation if a business relationship is established; and
- keeping records pertaining to transactions and clients.\(^9\)

D. Taxation

The chapter of the Fintech Law that governs virtual assets does not include rules on the taxation of these assets.\(^10\) Pertinent rules as provided by other relevant statutes could not be located. Legal

\(^{5}\) Id. art. 34.

\(^{6}\) Id.


\(^{8}\) Id.

\(^{9}\) Id. arts. 17, 18.

\(^{10}\) Ley para Regular las Instituciones de Tecnología Financiera arts. 30-34.
experts have pointed out that the Mexican government has not yet enacted taxation rules for virtual assets.11

II. Custodianship of Cryptocurrencies by Financial Institutions

The chapter of the Fintech Law that governs virtual assets defines “custody and control” of such assets as the possession of signatures, passwords, or authorizations necessary to execute transactions with them.12 This chapter does not appear to include a rule indicating a specific type of cryptocurrency subject to custody by financial technology institutions.13 Notably, these entities are prohibited from selling, ceding, transferring, loaning, using as collateral, or otherwise affecting the use or enjoyment of virtual assets that they have under their custody and control without a pertinent order from a respective client.14

III. Regulation of Cryptocurrencies as Financial Securities

The chapter of the Fintech Law that governs operations with virtual assets does not include a rule subjecting specific types of cryptocurrency to the national regulatory regime for financial securities.15

IV. Treatment of Cryptoassets Not Considered Securities

As noted above, Mexico’s Fintech Law provides that virtual assets are representations of value electronically registered and utilized by the public as a means of payment for all types of legal transactions, which may only be transferred electronically and may not, under any circumstance, be considered to be Mexico’s legal currency. (See discussion, Part I, above.)

V. Distinctions in Legal Treatment of Different Categories of Cryptocurrencies

The Fintech Law does not appear to distinguish between different categories of cryptocurrencies.16 In March 2019, Banxico issued a regulation providing guidelines on virtual assets, including requirements applicable to relevant operations and authorizations to perform

12 Ley para Regular las Instituciones de Tecnología Financiera art. 32.
13 Id. arts. 30-34.
14 Id. art. 33.
15 Id. arts. 30-34.
16 Id.
transactions with such assets. This regulation does not include rules on specific types of cryptocurrencies. Instead, it provides rules applicable to virtual assets in general.
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SUMMARY
New Zealand currently does not have specific legislation related to cryptocurrencies. Guidance provided by the Financial Markets Authority states that various activities related to cryptocurrencies could be considered financial services, which are subject to the “fair dealing” requirements in the Financial Markets Conduct Act 2013. Other laws may also be applicable if the entity involved is based in New Zealand and services are offered to retail clients. In addition, if the tokens offered to retail investors in New Zealand are considered financial products under the Act (including securities, derivatives, or interests in managed investment schemes), further licensing, governance, and disclosure requirements would apply. Whether a token is a particular type of financial product will depend on its individual characteristics.

Where no financial product or financial service is involved, communications related to offers of cryptocurrencies are subject to the fair dealing requirements in the Fair Trading Act 1986.

Cryptocurrency exchanges appear to be considered “money changers” that are subject to the Anti-Money Laundering and Counter-Terrorism Financing Act 2009.

Cryptocurrency is treated as property for purposes of income tax legislation. Where a person acquires cryptocurrency for the purpose of disposal, the proceeds from selling it are taxable.

I. Approach to Assets Created Through Blockchain

A report on the regulation of cryptocurrencies in New Zealand, published in September 2018 with the support of the New Zealand Law Foundation, stated that

New Zealand has not, at the time of writing, passed specific legislation regulating cryptocurrencies. The lack of specific regulation, however, does not mean that cryptocurrencies are not subject to regulation. Regulators have applied existing laws to cryptocurrencies, albeit the lateness of official guidance about how the regulators would view them within existing legal frameworks has caused some confusion and uncertainty.

Relevant laws that may be applied to activities involving cryptoassets include the Financial Markets Conduct Act 2013 and other laws related to financial regulation and investor protection.

---


A. Financial Regulation and Consumer Protection

The FMA published online guidance on cryptocurrencies and initial coin offerings (ICOs) in October 2017. On announcing the guidance, the FMA stated that it “wants to facilitate responsible innovation, and ensure that the regulatory regime remains relevant and agile. This is supported by the Financial Markets Conduct Act 2013, as one of its purposes is ‘to promote innovation and flexibility in financial markets’.”\(^10\)

The FMA guidance states that if an entity provides a “financial service” related to cryptocurrencies, it must comply with the “fair dealing” requirements in the Financial Markets Conduct Act 2013 (FMC Act).\(^11\) In addition, if the entity is based in New Zealand it must be registered on the Financial Service Providers Register and, if services are offered to retail clients, it is also required to comply with the Financial Service Providers (Registration and Dispute Resolution) Act 2008.\(^12\)

---


12 Id.
Key activities considered financial services under the legislation include “exchanges, wallets, deposits, broking and ICOs.” The guidance provides as follows:

- “Exchanges issuing their own cryptocurrency to facilitate trading fall within the financial service category of ‘issuing and managing means of payment’.”
- “Exchanges allowing cryptocurrency trading fall within the financial service category of ‘operating a value transfer service’.”
- If the trading involves cryptocurrencies or tokens that are “financial products” under the FMC Act, the exchange may be operating a financial product market, and such markets are required to be licensed unless an exemption applies.
- Where a wallet provider stores cryptocurrency on behalf of others and facilitates exchanges between cryptocurrencies or between money and cryptocurrencies, the services fall within the category of “operating a value transfer service.”
- If a wallet holds money for depositors, it may be offering debt securities, which are financial products under the FMC Act.
- A broker that arranges cryptocurrency transactions is also operating a value transfer service. If the cryptocurrencies or tokens involved in the transactions are financial products, a broker may have obligations under the Financial Advisors Act 2008.

In terms of ICOs, the guidance states that,

> [w]hile each ICO must be looked at on an individual basis, most ICOs involve the financial service of ‘operating a value transfer service’. ICOs may also involve the financial service of ‘issuing and managing a means of payment’ – where the tokens can be used to obtain products or services that are otherwise acquired using legal tender (such as NZ dollars), for example. Often this applies when the ICO offers a ‘utility’ or ‘application’ token.

Additional guidance is provided on ICOs, including whether a token could be considered a debt security, equity security, interest in a “managed investment scheme,” or derivative, all of which are financial products under the FMC Act. The FMA states that “[w]hen a financial product is offered to retail investors in New Zealand this is called a ‘regulated offer’ and attracts more substantial compliance obligations (compared to other types of offers).” The obligations include licensing, governance, and disclosure requirements. Where tokens are offered to wholesale

---

13 Id.


15 Cryptocurrency Services, supra note 11.

16 Initial Coin Offers, FMA, [https://www.fma.govt.nz/compliance/cryptocurrencies/initial-coin-offers/] (last updated Feb. 11, 2019), archived at [https://perma.cc/S8U5-J2ZY].

17 Id.
investors, or investors based outside New Zealand, this would not be a “regulated offer,” but the fair-dealing provisions in the FMC Act would still apply.\textsuperscript{18}

The guidance further states that,

\begin{quotation}
\textit{[e]ven if you are not providing a financial service or financial product, ‘fair dealing’ requirements still apply to white papers and other communications about your ICO under the Fair Trading Act 1986.\textsuperscript{19}}
\end{quotation}

The FMA provides additional guidance on fair dealing and ICOs on its website.\textsuperscript{20} The Commerce Commission is responsible for enforcing the Fair Trading Act 1986. General consumer protection laws also apply, “including laws preventing fraudulent and other criminal conduct—like obtaining money by deception.”\textsuperscript{21}

In addition, the FMA “can designate tokens issued as part of an ICO to be a particular financial product if, based on their economic substance, this is necessary to promote fair and efficient financial markets in New Zealand or any of the other purposes of the FMC Act.”\textsuperscript{22} Such designations are “only made after consultation with industry and do not apply retrospectively.”\textsuperscript{23}

In its 2017–18 Annual Report, the FMA stated as follows:

\begin{quotation}
We also consider sales and advice practices in the context of technology and its associated risks. As awareness of cryptocurrencies and initial coin offerings entered the mainstream late in 2017, we published commentary for industry about our view and expectations. We expect potential cryptocurrency issuers to consider whether their currency or token may be a financial product under New Zealand law, and the legal obligations associated with that. They should also be aware of their obligations as a provider of financial services. Our main message is to approach us early for guidance, as we are always seeking opportunities to promote innovation and flexibility in our financial markets.\textsuperscript{24}
\end{quotation}

The FMA’s guidance to consumers regarding ways to invest warns of the various risks associated with cryptocurrencies.\textsuperscript{25}

\begin{enumerate}
\item \textit{Id.}\textsuperscript{18}
\item \textit{Id.}\textsuperscript{19}
\item \textit{Id.}\textsuperscript{20}
\item \textit{Initial Coin Offers, supra note 16.}\textsuperscript{21}
\item \textit{Id.}\textsuperscript{22}
\end{enumerate}
B. Anti-Money Laundering Law

The FMA guidance on the regulation of cryptocurrencies and ICOs states generally that “[a]nti-money laundering obligations may also apply.” 26 Neither the legislation nor guidance from the FMA and other government agencies on New Zealand’s anti-money laundering and counter-financing of terrorism (AML/CFT) laws refer specifically to cryptocurrency exchanges. 27 However, several exchanges are listed as being Department of Internal Affairs (DIA) AML/CFT reporting entities. 28

The DIA supervises several types of reporting entities, including casinos, non-deposit-taking lenders, money changers, and entities not supervised by other agencies. The FMA supervises, for example, issuers of securities, derivatives issuers and dealers, fund managers, and brokers and custodians. The Reserve Bank supervises banks, life insurers, and non-bank deposit takers. 29

The DIA appears to consider cryptocurrency exchanges to be money changers under the AML/DFT system. 30

The report referred to above recommends that

New Zealand-based cryptocurrency exchanges should be encouraged, and clear and detailed guidance provided as to their anti-money laundering/counter-the funding of terrorism (AML/CFT) obligations by both the Department of Internal Affairs (DIA) and the Financial Markets Authority (FMA). That is, follow Australia’s example. 31

C. Taxation

The Inland Revenue Department (IRD) states that “[c]ryptocurrency is treated as property for tax purposes. There are no special tax rules for cryptocurrencies—ordinary tax rules apply.” 32 Further guidance on the tax treatment of cryptocurrency includes the following:

---

26 Cryptocurrency Services, supra note 11; Initial Coin Offers, supra note 16.


30 See SIMS ET AL., supra note 1, at 81.

31 Id. at 6 & 127.

• Businesses that accept cryptocurrency as payment for goods and services must pay income tax based on the value of the cryptocurrency in New Zealand dollars at the time it is received, with the transaction treated as a barter transaction.33

• Where a person acquires cryptocurrency for the purpose of disposal, the proceeds from selling it are taxable. Any disposal that creates a realized gain or loss needs to be recorded at the time it occurs.

• The tax implications of an ICO “will depend on the unique features of the cryptocurrency being issued and how it’s distributed.” People can seek binding tax rulings to gain certainty about tax requirements.

• Cryptocurrency mining is considered to be an activity aimed at making a profit, and tax is payable on receipts from mining.34

II. Custodianship of Cryptocurrencies by Financial Institutions

No specific provisions or guidance exist requiring the custodianship of cryptocurrencies by financial institutions. It appears that storage providers that facilitate exchanges between cryptocurrencies and money are considered to be providing a financial service that is regulated under the FMC Act. These are also regulated under the AML/CFT system.

III. Regulation of Cryptocurrencies as Financial Securities

A. Debt Securities

The FMA guidance on ICOs states that

[a] token is a debt security if investors have a right to be repaid money or paid interest on money lent to, deposited with, or owed by a person, company, or unincorporated entity making a token offer. For example, a token linked to the value of a dollar or commodity could be a debt security if:

• investors can purchase a token with money;
• investors holding the token have the right to redeem that token for money; and
• an investor holding the token is not the beneficial owner of funds from which redemption proceeds are paid.35

In order to make a regulated offer of a debt security, an ICO issuer must register a product disclosure statement, appoint a licensed supervisor, meet fair dealing requirements, and meet financial reporting obligations.


34 Id.

35 Initial Coin Offers, supra note 16.
The guidance further examines whether an asset-backed token could be a debt security, stating that,

[while each ICO must be looked at on an individual basis, asset backed tokens that give investors a right to redeem the token in exchange for the asset are not considered debt securities (unless the asset is cash). This is because the token does not give an investor the right to be repaid ‘money’.]

An offer of such a token would still constitute a financial service, and as such the fair dealing provisions in the FMC Act would apply.

B. Equity Securities

The FMA states that

[a] token is an equity security if investors buy, or have the option to buy, for example, a share in a New Zealand incorporated company or any body corporate incorporated outside New Zealand. A token that provides an option to buy a share is an offer of both the token and the equity share.

Issuance of such a token by an ICO would be considered a regulated offer under the FMC Act.

C. Managed Investment Products

The FMA guidance states as follows:

A token is a managed investment product (an interest in a ‘managed investment scheme’) if investors:

- contribute money or cryptocurrency to receive interests (tokens) in a scheme (a structure or project that allows investors to pool their money)
- have a ‘right to receive a financial benefit’ (as defined in the FMC Act) from the scheme—such as money, rights to a share in profits, cryptocurrency, additional tokens, or changes in the tokens’ value and these benefits are principally produced by someone else, and
- do not have day-to-day control over the project or business (even if they have the right to be consulted or to give directions).

In order to make a regulated offer of managed investment products, the manager of a managed investment scheme must be licensed, and the relevant entity must also register a product disclosure statement, appoint a licensed supervisor, have a trust deed that sets out investor rights

---

36 Id.
37 Id.
38 Id.
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and the supervisor’s role, meet fair dealing requirements, and meet financial reporting obligations.40

The guidance further examines the question of whether utility tokens are managed investment products, stating that,

[w]hile each ICO must be looked at on an individual basis, utility tokens are not considered managed investment products simply because they can be traded on a cryptocurrency exchange or other secondary market. This is because any profits an investor receives by trading those utility tokens on a cryptocurrency exchange are not ‘rights to receive a financial benefit’ under a managed investment scheme.41

Similar to asset-backed tokens, where an ICO offers utility tokens this would typically be considered to constitute a financial service.

D. Derivatives

The FMA states that “[a] token may be a derivative if, under the terms of the token, the issuer or holder may be required to pay an amount or provide something else in the future, and the amount to be paid or the value of the token is derived from the value or amount of something else, such as a commodity or asset.”42 The issuer of such a token must be licensed, and the entity must register a product disclosure statement, meet fair dealing requirements, and meet financial reporting obligations.

IV. Treatment of Cryptoassets Not Considered Securities

The FMA guidance states that

[w]hile each ICO must be looked at on an individual basis, most ICOs involve the financial service of ‘operating a value transfer service’.

ICOs may also involve the financial service of ‘issuing and managing a means of payment’ – where the tokens can be used to obtain products or services that are otherwise acquired using legal tender (such as NZ dollars), for example.

Often this applies when the ICO offers a ‘utility’ or ‘application’ token.

If your ICO provides financial services you must:

• comply with the fair dealing provisions in Part 2 of the FMC Act. These prohibit you from engaging in misleading conduct or making false, deceptive or unsubstantiated statements.

40 Id.
41 Id.
42 Id.
In addition, if you are based in New Zealand, you must be registered on the Financial Service Providers Register (FSPR), and pay the applicable fees and levies, for each category of financial service you are in the business of providing. You must also belong to a dispute resolution scheme if you offer financial services to retail clients.

Anti-money laundering obligations may also apply.43

As noted above, where an ICO does not involve a financial product or a financial service, “‘fair dealing’ requirements still apply to white papers and other communications about [the] ICO under the Fair Trading Act 1986.”44

As also stated above, tokens can be designated to be a particular financial product under the FMC Act where this is, for example, “necessary to promote fair and efficient markets in New Zealand.”45

The FMA guidance on the fair dealing requirements applicable to ICOs states as follows:

[i]f your ICO is providing a financial product or financial service, all promotional material - including your white paper, website and on social media posts – must comply with the fair dealing provisions in Part 2 of the FMC Act. The provisions prohibit you from engaging in misleading conduct and making false, deceptive or unsubstantiated statements about the financial product or service, irrespective of the type of investor you are offering to, or where they are located.

... Even if your ICO is not providing a financial service or financial product, ‘fair dealing’ requirements still apply to white papers and other communications about your ICO under the Fair Trading Act 1986. This prohibits misleading and deceptive conduct, and applies to the trading of assets, commodities and other goods and services.46

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As indicated above, the categorization of a particular token will be based on an assessment of its characteristics. Utility tokens and asset-backed tokens may not be considered financial products, but an offer of such tokens could still be a regulated financial service. There do not appear to be any specific restrictions on the sale of, or investments in, a particular type of cryptocurrency.

43 Id.
44 Id.
45 Id.
46 Fair Dealing and Initial Coin Offers, supra note 20.
SUMMARY
Norway requires everyone who offers a marketplace for cryptocurrencies or a wallet to register with the Norwegian Financial Supervisory Authority. It has implemented the European Union’s Fifth Anti-Money Laundering Directive, and in its implementing legislation specifically provides that anti-money laundering requirements also apply in relation to cryptocurrency transactions.

Norway taxes cryptoassets depending on their nature either as capital property income, other income (mined income), or business income (mined income on a larger scale). The sale of cryptocurrencies is not subject to value-added tax.

I. Approach to Assets Created through Blockchain
A. Duty to Register and Applicability of Anti-Money Laundering Law

The Norwegian Financial Supervisory Authority has issued guidance on the regulation of digital currency services, including cryptocurrencies and cryptowallets.1 The guidance pertains specifically to the registration requirements associated with the amended Money Laundering Act.

As the result of a 2018 amendment to the Money Laundering Act, the use and issuance of cryptocurrencies are now subject to the Act.2 The Act also gave the Norwegian Finance Department the authority to issue regulations pertaining to money laundering and virtual currencies.3 In 2018, the Department issued the Regulation on Money Laundering where cryptocurrencies (defined as virtual currencies) are specifically mentioned.4 The Regulation states that

(1) Providers of exchange services between virtual currencies and official currencies have a duty to report in accordance with the Money Laundering Act. The same applies also to storage services for virtual currencies.

3 Kap. 1 § 4 (5) HVITVASKINGSLOVEN.
(2) A virtual currency is the digital expression of a value that is not issued by a central bank or a public agency, is not necessarily connected to an official currency, and does not have legal status as currency or money, but which is accepted as a means of payment and can be transferred, stored, or traded electronically.

(3) A storage service for virtual currencies is the storage of private cryptographic keys on behalf of customers, used to transfer, store, or trade in virtual currencies.

(4) The Financial Supervisory Authority enforces the requirement that the exchange and storage services mentioned in the first paragraph are done in accordance with the Money Laundering Act. Exchange providers and storage services as mentioned in the first paragraph must be registered with the Financial Supervisory Authority. The following information on the providers must be registered:

a) Name
b) Organization form [i.e. LLC etc.] and organization number
c) Business address
d) Information on services provided
e) Name, address and birth number or D-number for:
   1. The day-to-day leader or persons of equivalent position
   2. Board members or persons of equivalent position
   3. Other contact persons

Also, prior to the amendment taking effect it had been determined by the courts that cryptocurrencies were subject to money laundering provisions. In an Oslo District Court case from 2017, a Norwegian bank terminated a relationship with a customer who solely used his account to buy and sell bitcoins. The Bank argued that it was required to terminate the relationship under the money laundering and terrorism financing rules because of the many cryptocurrency transactions, out of fear that he was laundering money. The court found that, indeed, the Money Laundering Act required this action and that the bank had therefore acted properly when it terminated the relationship with the customer.

5 Id.
7 Id.
8 Id.
B. Taxation

1. **Capital Property Income**

The Norwegian Tax Authority has issued a statement that income derived from the sale of cryptocurrencies such as bitcoins will be treated as capital property, at least for tax purposes.\(^{10}\) Capital property legislation allows deductions for losses and taxes gains.\(^{11}\) Although travel currencies are exempted from the capital gains tax, cryptocurrencies such as bitcoins are not, because cryptocurrencies are not recognized as travel currencies.\(^{12}\)

All Norwegian residents are required to report taxable income (including from capital gains such as those from cryptocurrencies) in accordance with the Norwegian Income Tax Act.\(^{13}\) Such income derived from cryptocurrencies should be filed as "other income."\(^{14}\)

2. **Income from Mining**

Income from actively mining cryptocurrencies by the owner him or herself is likely to be considered other income.\(^{15}\) The mining of cryptocurrencies on a larger scale, on the other hand, may be considered business income.\(^{16}\)

3. **Value-Added Tax**

Sales of cryptocurrencies are exempt from Norwegian value-added tax (VAT). In a 2013 statement the Norwegian Tax Authority determined that the sale of bitcoins by a commercial actor was subject to a 25% VAT as the trade in bitcoins on a website is an electronic service subject to VAT

---


\(^{11}\) §§ 5-1, 5-20, 6-1 *LOV OM SKATT AV FORMUE OG INNTEKT (SKATTELOVEN) [ACT ON TAXATION OF INCOME (TAX ACT)]* (LOV-1999-03-26-14), [https://lovdata.no/dokument/NL/lov/1999-03-26-14](https://lovdata.no/dokument/NL/lov/1999-03-26-14), archived at [https://perma.cc/S8Y6-8RPR](https://perma.cc/S8Y6-8RPR).

\(^{12}\) SKATTEETATEN, *supra* note 10.

\(^{13}\) § 2-1 SKATTELOVEN.

\(^{14}\) As per income tax guidelines at 3.1.12 *Annen inntekt [Other Income]*, SKATTEETATEN, [https://www.skatteetaten.no/person/skatt/skattemelding/finn-post/3/1/12/](https://www.skatteetaten.no/person/skatt/skattemelding/finn-post/3/1/12/) (last visited Apr. 6, 2018), archived at [https://perma.cc/96F3-QXNK](https://perma.cc/96F3-QXNK).


\(^{16}\) *Id.* For guidance on what qualifies as *naeringsdrivende* (business income) see *Er jeg næringsdrivende?*, SKATTEETATEN, [https://www.skatteetaten.no/bedrift-og-organisasjon/starte-og-drive/er-jeg-naeringsdrivende/](https://www.skatteetaten.no/bedrift-og-organisasjon/starte-og-drive/er-jeg-naeringsdrivende/) (last visited Apr. 16, 2019), archived at [https://perma.cc/8H4M-PP7U](https://perma.cc/8H4M-PP7U).
and not a VAT-exempt financial service. However, in 2015 the Court of Justice of the European Union ruled that cryptocurrencies are exempt from VAT. This caused Norway to start a process whereby the Finance Department was asked to determine how bitcoins and other cryptocurrencies should be treated in relation to VAT. Final guidance was issued in 2017, establishing that the sale of cryptocurrencies is exempt from VAT.

II. Custodianship of Cryptocurrencies by Financial Institutions

Norway requires that any organization that offers storage of cryptocurrencies, such as cryptowallets, first register with the Norwegian Financial Supervisory Authority. It is also subject to the money laundering provision, and thus must keep a record of its sales. No other specific legislation has been enacted surrounding these products.

III. Regulation of Cryptocurrencies as Financial Securities

The first Norwegian company to make an initial coin offering (ICO) reportedly did so in 2017. The Financial Supervisory Authority has not commented on this ICO.

IV. Treatment of Cryptoassets Not Considered Securities

The Financial Supervisory Authority has made no statements on what laws may apply to cryptoassets that are not considered securities.

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As seen above, different laws and regulations will apply to different types of cryptoassets, based on their use.

---

17 SKATTEETATEN, supra note 10; see also Hofverberg, supra note 10.
21 FINANSTILSYNET, supra note 1.
22 § 1-3 Forskrift om tiltak mot hvitvasking og terrorfinansiering (hvitvaskingsforskriften)
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I. Approach to Assets Created Through Blockchain

A. Financial Regulation

Bangko Sentral ng Pilipinas (BSP, the Philippines Central Bank) has issued guidelines concerning virtual currencies (VCs). ¹ Specifically, the BSP Guidelines provide that because VCs are not backed by a central bank or a particular commodity and are not guaranteed by any country, they are not legal tender.² However, because they are used as a conduit to provide certain financial services, such as remittances and payment transactions, entities that provide such services using VCs must register with the BSP and adopt adequate measures to mitigate and manage risks associated with such currencies.³ VCs are defined by the BSP Guidelines as “any type of digital unit that is used as a medium of exchange or a form of digitally stored value created by agreement within the community of VC users.”⁴

B. Management of Technology Risk

The BSP Guidelines indicate that the following cybersecurity measures must be taken by virtual currency exchanges:

Depending on the complexity of VC operations and business models adopted, a VC exchange shall put in place adequate risk management and security control mechanisms to address, manage and mitigate technology risks associated with VCs. For VC exchanges providing wallet services for holding, storing and transferring VCs, an effective cybersecurity program encompassing storage and transaction security requirements as well as sound key management practices must be established to ensure the integrity and security of VC transactions and wallets. For those with simple VC operations, installation of up-to-date anti-malware solutions, conduct of periodic back-ups and constant awareness of the emerging risks and other cyberattacks involving VCs may suffice.⁵

C. Anti-Money Laundering Law

The BSP Guidelines provide that virtual currency exchanges are considered similar to transfer and remittance exchanges and thus are covered by pertinent anti-money laundering (AML) legal

---


² Id.

³ Id.

⁴ Id.

⁵ Id.
and regulatory rules. Accordingly, a Philippine AML regulation provides that, in order to mitigate and manage risks, entities that provide services with virtual assets must register with Philippine authorities, obtain from them appropriate licenses, and have systems aimed at “monitoring and ensuring compliance with the relevant preventive measures.”

D. Taxation

Legislation specifically addressing the taxation of virtual currencies could not be located.

II. Custodianship of Cryptocurrencies by Financial Institutions

Detailed rules addressing the custodianship of cryptocurrencies by financial institutions could not be located. However, a Philippine AML regulation provides that “safekeeping and/or administration of virtual assets or instruments enabling control over virtual assets” is an activity that may be performed by providers of services related to virtual assets.

III. Regulation of Cryptocurrencies as Financial Securities

The Philippine Securities and Exchange Commission is developing rules pertaining to the registration of initial coin offerings, which will include pertinent rules on the topic of the regulation of cryptocurrencies as financial securities.

IV. Treatment of Cryptoassets Not Considered Securities

As noted above, the BSP Guidelines indicate that entities that provide certain financial services using virtual currencies must register with the BSP and adopt adequate measures to mitigate and manage risks associated with such currencies.

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

The BSP Guidelines on virtual currencies provide that no particular cryptocurrency is to be endorsed by the Philippine Central Bank.

---

6 Id.


8 Id. Rule 2-1(jjjj).


SUMMARY

The Monetary Authority of Singapore (MAS) clarified in 2017 that the offer or issue of
digital tokens in Singapore would be regulated by the MAS if the digital tokens fall
within the definition of “securities.” The offer of digital tokens that constitute securities
must comply with the requirements under the securities laws, including that the offer
must be made in or accompanied by a prospectus. The relevant MAS Notice on
Prevention of Money Laundering and Countering the Financing of Terrorism (AML/CFT) is applicable if a person is deemed an intermediary conducting regulated
activities in relation to digital tokens that constitute securities.

The Payment Services Act, which was passed on January 14, 2019, expands the MAS’s
regulatory scope to include digital payment token services. Any service dealing in or
facilitating the exchange of digital payment tokens falls within the ambit of providing
a digital payment token service. To be entitled to carry on a digital payment token
service, the service provider must hold a standard payment institution license or a
major payment institution license. The appropriate AML/CFT requirements will be
imposed on relevant licensees through notices issued by the MAS.

I. Approach to Assets Created Through Blockchain

A. Digital Token Offerings

In the wake of an increase in the number of initial coin offerings (ICOs) in Singapore as a means
of raising funds, the Monetary Authority of Singapore (MAS), the city state’s central bank and
financial regulator, issued a statement clarifying its regulatory position on digital tokens on
August 1, 2017. According to the statement, the offer or issue of digital tokens in Singapore will
be regulated by the MAS if the digital tokens fall within the definition of “securities” regulated
under the securities laws.1

The MAS provides guidance on the application of the securities laws administered by the MAS
in relation to offers or issues of digital tokens in a document titled A Guide to Digital Token
Offerings, which was last updated on November 30, 2018 (MAS Guide).2

---

1 Press Release, Monetary Authority of Singapore (MAS), MAS Clarifies Regulatory Position on the Offer of
https://perma.cc/D8V5-3NST.

2 MAS, A GUIDE TO DIGITAL TOKEN OFFERINGS (MAS Guide) (updated Nov. 30, 2018),
http://www.mas.gov.sg/-/media/MAS/Regulations and Financial Stability/Regulations Guidance and
Licensing/Securities Futures and Fund Management/Regulations Guidance and Licensing/Guidelines/A
B. Payment Services Act

The MAS has recognized that technology, in particular FinTech, or Financial Technology, is transforming the world of payments, while new payment methods also give rise to new risks. It therefore reviewed its regulatory framework applicable to payment systems and payment service providers, and proposed a new regulatory framework, the Payment Services Bill.3

On November 21, 2017, the MAS issued a consultation paper on the proposed Payment Services Bill.4 On January 14, 2019, the Bill had its second reading in Parliament and was passed into law.5 The Payment Services Act and its subsidiary legislation, which would contain substantive license application forms, processes, and procedures, are expected to take effect in the later part of 2019.6

Under the new regulatory framework, “digital payment token services” would come under the supervision of the MAS. According to a speech made by the Minister for Education on behalf of the Minister in charge of the MAS during the second reading of the Bill, “digital payment token services” are “commonly understood as cryptocurrency dealing or exchange services.”7 The Minister stated that the MAS would become one of the first few financial services regulators in the world to introduce a regulatory framework for digital payment token services.8

C. Anti-Money Laundering Law

According to the MAS Guide, the relevant MAS Notice on Prevention of Money Laundering and Countering the Financing of Terrorism (AML/CFT) is applicable if a person is deemed an intermediary conducting regulated activities in relation to digital tokens that constitute securities.9

---


7 Second Reading Speech, supra note 3.

8 Id.

9 MAS Guide, supra note 2, para. 3.1.
The MAS Guide sets out the following AML/CFT requirements applicable to such persons broadly, who must:

3.2.1 take appropriate steps to identify, assess and understand their money laundering and terrorism financing (ML/TF) risks;

3.2.2 develop and implement policies, procedures and controls - including those in relation to the conduct of customer due diligence and transaction monitoring, screening, reporting suspicious transactions and record keeping - in accordance with the relevant MAS Notices, to enable them to effectively manage and mitigate the risks that have been identified;

3.2.3 perform enhanced measures where higher ML/TF risks are identified, to effectively manage and mitigate those higher risks; and

3.2.4 monitor the implementation of those policies, procedures and controls, and enhance them if necessary.10

In respect of payment services regulation, the MAS has recognized that digital payment token services “carry significant money laundering and terrorism financing risks or ML/TF risks due to the anonymous and borderless nature of the transactions they enable.”11 When the new Payment Services Act takes effect, all providers of digital payment token dealing or exchange services in Singapore must meet AML/CFT requirements. According to the MAS, the appropriate AML/CFT requirements will be imposed on relevant licensees through notices issued under the MAS Act. The MAS will also provide guidance to the industry.12

II. Regulation of Cryptocurrencies as Financial Securities

A. Digital Tokens Considered Securities

According to the MAS Guide, offers or issues of digital tokens must comply with the Securities and Futures Act (Cap. 289) (SFA) and the Financial Advisers Act (Cap. 110) (FAA),13 if the digital tokens are capital markets products under the SFA.14

Capital markets products include not only securities, but also units in a collective investment scheme (CIS), derivatives contracts, and spot foreign exchange contracts for purposes of leveraged foreign exchange trading.15 To determine whether a digital token constitutes a type of capital markets product under the SFA, the MAS will examine the structure and characteristics of the digital token, including the rights attached to it.16

---

10 Id. para. 3.2.
11 Second Reading Speech, supra note 3.
12 Id.
13 MAS Guide, supra note 2, para. 1.3.
14 Id. para. 2.1.
15 Id.
16 Id. para. 2.2.
The offer of digital tokens that constitute securities, securities-based derivatives contracts, or units in a CIS must comply with the requirements under the SFA. Such requirements include that the offer must be made in or accompanied by a prospectus that is prepared in accordance with the SFA and is registered with the MAS.\textsuperscript{17} In the case where an offer is made in relation to units in a CIS, the CIS is also subject to authorization or recognition requirements.\textsuperscript{18}

**B. Intermediaries**

The MAS identifies the following three types of intermediaries facilitating offers or issues of digital tokens, who may be subject to MAS supervision unless otherwise exempted:

- Operators of platforms that make primary offers or issues of digital tokens that constitute capital markets products must hold a capital markets services license;
- Financial advisors providing advice in Singapore in respect of any digital token that is an investment product must be authorized to do so in respect of that type of financial advisory service by a financial advisor’s license;
- Persons establishing or operating trading platforms in relation to digital tokens that constitute securities, derivatives contracts, or units in a CIS may need to be approved by the MAS as an approved exchange or recognized by the MAS as a market operator under the SFA.\textsuperscript{19}

**III. Treatment of Cryptoassets Not Considered Securities**

**A. Definition of Digital Payment Tokens**

“Digital payment tokens” under the Payment Services Act appears to be a broad category of digital representation of value, whether or not created through blockchain. According to the Act, a “digital payment token” means

\begin{quote}
any digital representation of value (other than an excluded digital representation of value) that —
\begin{itemize}
\item[(a)] is expressed as a unit;
\item[(b)] is not denominated in any currency, and is not pegged by its issuer to any currency;
\item[(c)] is, or is intended to be, a medium of exchange accepted by the public, or a section of the public, as payment for goods or services or for the discharge of a debt;
\item[(d)] can be transferred, stored or traded electronically; and
\item[(e)] satisfies such other characteristics as the Authority may prescribe\textsuperscript{20}
\end{itemize}
\end{quote}

\textsuperscript{17} Id. para. 2.5.
\textsuperscript{18} Id. para. 2.6.
\textsuperscript{19} Id. paras. 2.8–2.11.
\textsuperscript{20} Payment Services Act s 2.
B. Payment Services and Licenses

Under the Payment Services Act, any entity that provides any type of payment service will need a license that entitles the entity to carry on a business of providing that type of payment service, unless otherwise exempted. The Payment Services Act regulates the following seven types of payment services:

(a) an account issuance service;
(b) a domestic money transfer service;
(c) a cross-border money transfer service;
(d) a merchant acquisition service;
(e) an e-money issuance service;
(f) a digital payment token service;
(g) a money-changing service.

The Payment Services Act prescribed three classes of licenses:

- a money-changing license;
- a standard payment institution license; and
- a major payment institution license.

For each class of license, the MAS will impose different regulatory requirements according to the risks posed by the scope and scale of services provided by the licensee. Money-changing licensees can provide only money-changing services. Standard payment institutions may provide any combination of payment services, including the digital payment token service, but below specified transaction flow or e-money float thresholds. According to the MAS, standard payment institutions will be regulated lightly, “and the regime mimics a ‘permanent sandbox’ environment to encourage innovation and enterprise.” Major payment institutions can go above the specified thresholds, which will be subject to more regulation because the scale of their operations would pose more risk.

C. Digital Payment Token Services

Any service that involves dealing in or facilitating the exchange of digital payment tokens falls within the ambit of providing a “digital payment token service.”

---

21 Id. s 5(1).
22 Id. First Schedule, Part 1.
23 Id. s 6(2).
24 Second Reading Speech, supra note 3.
25 Payment Services Act, First Schedule, Part 3.
Under the Payment Services Act, to be entitled to carry on a digital payment token service, the service provider must hold a standard payment institution license or a major payment institution license.\(^{26}\) A licensee providing digital payment token services must have a major payment institution license if the average, over a calendar year, of the total value of all payment transactions that are accepted, processed or executed by the licensee in one month exceeds —

(A) $3 million (or its equivalent in a foreign currency), for any one of those payment services; or

(B) $6 million (or its equivalent in a foreign currency), for 2 or more of those payment services.\(^{27}\)

In addition, as indicated above, all providers of digital payment token dealing or exchange services will have to meet appropriate AML/CFT requirements that are imposed by the MAS on relevant licensees.

IV. Custodianship of Cryptocurrencies by Financial Institutions

Custodianship of cryptocurrencies does not appear to be specifically regulated. Under the Payment Services Act, major payment institutions must safeguard money received from customers in the following manners:

(a) by an undertaking, from a safeguarding institution, to be fully liable to the customer for the relevant money;

(b) by a guarantee given by a safeguarding institution for the amount of the relevant money;

(c) by depositing the relevant money in a trust account maintained with a safeguarding institution;

(d) in such other manner as may be prescribed.\(^{28}\)

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

It appears that service providers that only provide or exchange Limited Purpose Digital Payment Tokens or Central Bank Digital Payment Tokens are exempt from the license requirement under the Payment Services Act. The Act sets out services that are not payment services for the purpose of the Act, which include:

(k) any service of dealing in, or facilitating the exchange of, any central bank digital payment token, carried out by a central bank or financial institution;

\(^{26}\) Id. s 6(4).

\(^{27}\) Id. s 6(5).

\(^{28}\) Id. s 23.
In terms of the rational of the exclusion of the above two categories of digital payment tokens, a commentary pointed out that

The “Limited Purpose Digital Payment Token” exclusion refers to payment services, which involve non-monetary consumer loyalty or reward points or in-game assets or similar digital representations of value, which cannot be returned to the issuer or sold, transferred or exchanged for money. On the other hand, the “Central Bank Digital Payment Token” exception is one where a central bank or financial institution provides services for dealing in or facilitating the exchange of central bank digital payment tokens. In the former, Parliament has considered such activities to not pose sufficient risk to warrant regulation under the licensing regime. In respect of the latter, the rationale was that such institutions would have already been sufficiently regulated.30
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SUMMARY

Cryptoassets remain largely unregulated in South Africa. This will change soon, at least with regard to taxation, if proposed legislation before the country’s Parliament, the Taxation Law Amendment Bill, is enacted. The Bill would categorize cryptoassets as financial instruments under the 1962 Income Tax Act and subject transactions and investments involving them under the Act’s “ring-fencing of asset losses clause.” It would also categorize the issuance, acquisition, collection, buying or selling, or transfer of ownership of any cryptoasset as a financial service under the 1991 Value-Added Tax Act, thereby making it exempt from the application of this Act.

In addition, a consultation paper by the Crypto Assets Regulatory Working Group has proposed the registration and regulation of entities performing various cryptoasset activities, including wallet providers and custodial service providers.

I. Approach to Assets Created Through Blockchain

South Africa’s initial statement regarding cryptoassets came in 2014. The National Treasury (along with the South African Reserve Bank, the Financial Services Board, the South African Revenue Service, and the Financial Intelligence Centre) issued a statement warning the public about the risks of transactions and investments in cryptoassets, at the time referred to as virtual currency (VC). Among other things, the statement noted that

> currently in South Africa there are no specific laws or regulations that address the use of virtual currencies. Consequently, no legal protection or recourse is afforded to users of virtual currencies.

Due to their unregulated status, virtual currencies cannot be classified as legal tender as any merchant may refuse them as a payment instrument without being in breach of the law. In addition, virtual currencies cannot be regarded as a means of payment as they are not issued on receipt of funds. The use of virtual currencies therefore depends on the other participant’s willingness to accept them.

While virtual currencies can be bought and sold on various platforms, they are not defined as securities in terms of the Financial Markets Act, 2012 (Act No. 19 of 2012). The regulatory standards that apply to the trading of securities therefore do not apply to virtual currencies.

---


2 Id.
In December 2014, the South African Reserve Bank (SARB), the central banking institution whose responsibilities include formulating and implementing monetary policy, ensuring the effective functioning of the national payment system and issuing banknotes and coins in the country, published a position paper highlighting various risks associated with virtual currencies, including issues relating to payment systems and payment service providers, price stability, money-laundering and terrorism financing, consumer risk, circumvention of exchange control regulations, and financial stability.3 The SARB maintains that its 2014 paper remains “current and relevant.”4

In 2016, South Africa established an intergovernmental Fintech Working Group (IFWG) consisting of representatives from the National Treasury, the SARB, the Financial Sector Conduct Authority (previously known as the Financial Services Board), and the Financial Intelligence Centre.5 The purpose of the Working Group is “to develop a common understanding among regulators and policymakers of financial technology (fintech) developments as well as policy and regulatory implications for the financial sector and economy.”6

In 2018, a joint working group, the Crypto Assets Regulatory Working Group, consisting of the members of the IFWG and the South African Revenue Service (SARS) was established for the specific purpose of reviewing “the [country’s] position on crypto assets.”7 In January 2019, this group published a consultation paper for public discussion.8 While it identified multiple uses of cryptoassets, the Group focused on “the purchasing and selling of crypto assets . . . and . . . paying for goods and services using crypto assets (payments).”9 The Group’s work included unifying the various terms used to refer to virtual currencies around the term “crypto assets” and proposing the following definition for the term:

**Crypto assets** are digital representations or tokens that are accessed, verified, transacted, and traded electronically by a community of users. Crypto assets are issued electronically by decentralised entities and have no legal tender status, and consequently are not considered as electronic money either. It therefore does not have statutory compensation

---


6 Id.

7 Id.

8 Id.

9 Id at 7-8.
arrangements. Crypto assets have the ability to be used for payments (exchange of such value) and for investment purposes by crypto asset users. Crypto assets have the ability to function as a medium of exchange, and/or unit of account and/or store of value within a community of crypto asset users.10

In 2018, the SARS issued a clarification on the tax status of virtual currencies.11

A. Financial Regulation and Consumer Protection

It appears that cryptoassets remain unregulated. According to the SARB, “there are currently no specific laws or regulations that govern the use of VCs in [the country]. It follows, therefore, that currently no compliance requirements exist for local trading of VCs.”12

However, there may be restrictions with regard to the cross border or foreign exchange transfers for the purpose of buying crypto assets. According to the SARB,

[n]either the Currency and Exchanges Manual for Authorised Dealers nor the Currency and Exchanges Manual for Authorised Dealers in foreign exchange with limited authority (manuals) allow for cross-border/foreign exchange transfers for the explicit purpose of purchasing VCs... The Financial Surveillance Department is, from an exchange control point of view, unable to approve any transactions of this nature.

Currently, the only permissible avenue for purchasing VCs from abroad is through the utilisation of an individual’s single discretionary allowance (R1 million) and/or individual foreign capital allowance (R10 million with a Tax Clearance Certificate), per calendar year, ... which a local Authorised Dealer in foreign exchange (local commercial bank) will be able to assist individuals with.13

It appears that South Africa also imposes a restriction on repatriation of funds by non-residents who sell virtual currencies in South Africa. According to the SARB,

non-residents who have introduced VCs to [South Africa] for sale locally and who want to transfer the sale proceeds abroad will be unable to do so in terms of exchange control policy due to the fact that there is no proof that foreign currency or Rand from a Non-resident Rand account has been introduced into [South Africa].14

10 Id. at 9.


12 Virtual Currencies/Crypto-Currencies, supra note 4.

13 Id.

14 Id.
B. Anti-Money Laundering Law

It does not appear that South Africa’s anti-money laundering laws are currently applicable to cryptoassets.\(^{15}\)

C. Taxation

In addition to the above-noted statement issued by the SARS, in October 24, 2018, the South African Minister of Finance introduced a bill before Parliament, the Taxation Law Amendment Bill, which if enacted in its current form, will have taxation implications for cryptoassets.\(^{16}\) The Bill seeks to amend the 1962 Income Tax Act so that the definition of the term “financial instruments” would include “any cryptocurrency” for tax purposes.\(^{17}\)

In addition, it would amend the Income Tax Act to have the “the acquisition or disposal of any cryptocurrency” covered under the “Ring-Fencing of Assessed Losses of Certain Trades” clause of the Act.\(^{18}\) Although, in determining taxable income of a person, the Income Tax Act permits the offsetting of any balance of assessed loss against income derived by the person, this is not available to persons engaged in trades listed under the “Ring-Fencing of Assessed Losses of Certain Trades” clause of the Act unless covered by a specific exception.\(^{19}\) What this would mean for a person who invests in cryptocurrencies is that “any assessed loss incurred during that [tax assessment] year in carrying on [cryptocurrency] trade may not be set off against any income of that person derived during that year otherwise than from carrying on that [cryptocurrency] trade.”\(^{20}\)

The Bill also seeks to amend the Value-Added Tax Act of 1991 so that “the issue, acquisition, collection, buying or selling or transfer of ownership of any cryptocurrency” would constitute a financial service unless “the consideration payable in respect thereof is any fee, commission,
merchant’s discount or similar charge, excluding any discount cost”.21 As a result, such activities involving cryptocurrency would be exempt from value-added tax.22

II. Custodianship of Cryptocurrencies by Financial Institutions

While South Africa does not currently appear to have any laws regulating custodianship of cryptocurrencies, the Crypto Assets Regulatory Working Group, in its recently released Consultation Paper, proposed regulatory action that would encompass this area of activity. As a first phase of building the appropriate regulatory scheme, the Group proposed the registration of entities performing various activities including “[c]rypto asset digital wallet providers (custodial wallets) and a [c]rypto asset safe custody service providers (custodial services).”23

---


23 CRYPTO ASSETS REGULATORY WORKING GROUP, supra note 5, at 27 & 28. Cryptoasset digital wallet providers are “[e]ntit[ies] offering a software program with the ability to store private and public keys that are used to interact with various digital protocols that enable the user to send and receive crypto assets with the ability to monitor balances.” Id. A custodial service involves “[s]afeguarding, storing, holding or maintaining custody of crypto assets belonging to another party.” Id.
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I. Financial Regulation and Consumer Protection

Spain’s Comisión Nacional de Valores (National Securities Commission) and the Banco de España (Bank of Spain) issued a joint statement regarding the use of cryptocurrencies in February 2018, noting that cryptocurrencies are not issued, registered, authorized, or verified by any regulatory agency in Spain. Therefore, cryptocurrencies purchased or held in Spain are not backed by any of the guarantees or safeguards provided by regulations applicable to banking or investment products. The statement aimed to alert investors to the inherent risk of loss or fraud associated with these types of transactions.

Notwithstanding this warning, it has been reported that the government is considering the adoption of legislation friendly towards cryptocurrencies, which would include possible tax breaks to attract companies in the blockchain technology sector.

II. Anti-Money Laundering Laws

The 2019 Tax and Customs Control Plan, issued by the Agencia Estatal de Administración Tributaria (AEAT) (State Tax Administration Agency) on January, 11, 2019, adopts measures aimed at reinforcing the control of the use of cryptocurrencies, considering its use by organized crime in the deep internet and the trafficking and trade in illegal goods. In order to confront these challenges the plan states that there is a need for relevant authorities to adapt to the new methods used by criminal organizations, for international exchange of information and cooperation, as well as to provide adequate training of personnel. In addition, those who intervene as

---
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intermediaries in transactions with cryptocurrencies and its holders will have to provide information on those transactions.\footnote{Id. § II.2.D.}

## III. Taxation

Profits derived from transactions with cryptocurrencies are taxable under the Law on Income Tax of Individuals.\footnote{José Trecet, \textit{Declaración de Impuesto a la Renta: Cómo Tributan los Bitcoins en la Renta} [Income Tax Reporting: How Are Bitcoins Taxed], BOLSAMANIA (Mar. 1, 2018), \texttt{http://www.bolsamania.com/declaracion-impuestos-renta/como-tributan-los-bitcoins-en-la-renta/}, archived at \texttt{https://perma.cc/G4Y7-A59M}.} However, the Dirección General de Tributos (DGT) (General Directorate of Taxation) has established that transactions with bitcoins are exempt from value added tax.\footnote{Id.}
SUMMARY

Sweden has not adopted legislation that specifically addresses cryptoassets. However, the European Union’s Fifth Anti-Money Laundering Directive, which Sweden must implement before January 10, 2020, includes provisions on cryptocurrencies.

The applicability of Swedish rules and legislation on cryptoassets depends on the use of the asset. Sweden regulates financial services, money laundering, and taxation. Cryptoassets may be subject to any of these provisions.

The sale of virtual currencies is exempt from value-added tax. Purchases of virtual currencies as an investment are subject to capital gains tax—i.e., profits are taxable and losses deductible.

I. Approach to Assets Created Through Blockchain

Sweden does not currently regulate cryptocurrencies or cryptoassets specifically. However, a number of rules and regulations may still be applicable. For instance, if the cryptoasset activity qualifies as an activity that must be reported to the Finance Authority (Finansinspektionen) it is also subject to the law on money laundering. Moreover, as discussed below, the European Union’s (EU’s) Fifth Anti-Money Laundering Directive needs to be implemented in Sweden by January 10, 2020, and that Directive includes provisions on virtual currencies. Thus, although no legislation pertaining to the Fifth Anti-Money Laundering Directive is currently pending in Parliament, Sweden will have to adopt legislation that specifically addresses cryptoassets in the near future.

A. Currency

The Swedish Central Bank has unequivocally stated that “[b]itcoins are not money.” The announcement explained that cryptocurrencies are not seen as currencies, referencing a new

---


financial report on cryptocurrencies written by the Central Bank of Sweden staff. Nevertheless cryptocurrencies are de facto used as means of payments.

B. Financial Service

The Swedish Financial Supervisory Authority (Finansinspektionen) has made the determination that cryptocurrencies and digital currencies are subject to its authority, as trade in these items (i.e., offering a site where cryptocurrencies can be bought and sold similar to an exchange) is a financial service (annan finansiell verksamhet) and is thus subject to mandatory reporting requirements.\(^5\)

In 2017, the Authority issued a report titled The Authority’s Role in Innovation, which among other things described its role in relation to novel concepts such as cryptocurrencies.\(^6\) The report described ICOs as investment products and a means of securing capital.\(^7\) The Authority has issued warnings against the use of ICOs, noting that they are unregulated and not subject to its review.\(^8\) It also referred to the European Supervisory Authority for its interpretation that ICOs may be regulated by the Prospectus Directive, the Markets in Financial Instruments Directive (MiFID), the Alternative Investment Fund Managers Directive (AIFMD), and the Fourth Anti-Money Laundering Directive.\(^9\) The Authority’s 2017 report stated that it is unaware of any Swedish corporation that secures funding through ICOs.\(^10\)

C. Capital Asset

The Swedish Supreme Administrative Court in December of 2018 determined that for tax purposes, bitcoins are capital investments, affirming a prior preliminary judgement from the

---


\(^7\) Id.


\(^10\) FINANSINSPEKTIONEN, supra note 6, at 12.
Swedish Tax Council, noting that bitcoins are not shares, foreign currency, or personal property.\(^{11}\) It determined that it is not the opinion of the owner but the actual use of the bitcoin that determines whether it is a personal item or a utility coin, or whether it is a capital investment.\(^{12}\) The court further noted that personal items may have investment properties (i.e., increase in value) but this aspect of the good must not dominate.\(^{13}\)

The Swedish Enforcement Authority also treats bitcoins as capital assets. In 2014, its representatives announced to Swedish media outlets that it would start to investigate and seize bitcoin holdings as part of collecting funds from indebted individuals.\(^{14}\) The first seized bitcoins were auctioned off online in 2017.\(^{15}\)

**D. Financial Legislation and Consumer Protection**

1. *Financial Services Law*

As mentioned above, when the sale of cryptoassets is deemed to be a financial service the operator must register with the Financial Authority, provide the Financial Authority with pertinent information, and keep a record of its transactions.\(^{16}\) It must also take measures to prevent money laundering.\(^{17}\) If the activity is not registered in accordance with the law the Finance Authority may, under penalty, require that such a registration be completed; if it is not completed the Finance Authority may order that the activity be stopped.\(^{18}\)

---


\(^{12}\) Id.

\(^{13}\) Id.


\(^{16}\) 2 §§ LAG OM VALUTAVÄXLING OCH ANNAN FINANSIELL VERKSAMHET; Press Release, Finansinspektionen, *supra* note 5.

\(^{17}\) Id. 4 §.

\(^{18}\) Id. 8 §.
2. Securities Law

Swedish securities law is found in the Act on Trade with Financial Instruments\(^\text{19}\) and the Act on Securities Exchange.\(^\text{20}\)

Both bitcoins and ether (generated by the Ethereum platform) are traded as exchange traded notes (ETNs) on the Swedish Stockholm Nasdaq Exchange (Nasdaq OMX Nordic Stockholm).\(^\text{21}\) Thus, the Nasdaq OMX Nordic Stockholm exchange allows for speculation in the cryptocurrencies in the same way as speculations in gold or oil.\(^\text{22}\) While an ETN is clearly a securities instrument, the law is less clear on whether cryptocurrencies themselves are financial instruments. The bitcoin and ether ETNs are subject to Swedish securities legislation.

In 2017, the Nasdaq Stockholm Disciplinary Committee rendered a decision that ordered the bitcoin company XBT Provider AB to pay a fine of SEK 1,000,000 (approximately US$120,000) for failing to publish annual reports and make its prospectus available online.\(^\text{23}\)

3. General Consumer Protection Law

A statement by Minister for Financial Markets Per Bolund indicates an interpretation that general consumer protection laws would not apply when the good or service has been purchased with the use of bitcoins or another cryptocurrency.\(^\text{24}\) He further advised caution in the use of

---


cryptocurrencies by citizens, as they are largely unregulated and carry risk. Also, the Financial Authority has indicated that consumer protections would not apply to ICOs.

E. Anti-Money Laundering Law

If subject to the Financial Authority, providers of cryptoassets will also be subject to the Swedish Money Laundering Act. The Swedish Money Laundering Act implemented the EU’s Fourth Anti-Money Laundering Directive. Sweden has yet to implement the Fifth Anti-Money Laundering Directive. That Directive specifically mentions virtual currencies and will require that EU Member States implement its provisions by January 10, 2020.

F. Taxation

1. Mined Bitcoins

In 2015 the Swedish Tax Authority published a guideline on how it would view and tax mined bitcoins and other virtual currencies for the 2014 tax year. Unless specific conditions are met the digital currency mined is considered income from a hobby, and generally tax exempt.

25 Id.


30 Id.
2. **Capital Property**

As mentioned above, cryptoassets that are purchased as investments are treated as capital property—i.e., any gain or loss upon realization of the asset is either taxable or deductible.\(^{32}\)

3. **Value-Added Tax**

The sale of cryptocurrencies is not subject to value-added tax (VAT). In 2016, the Swedish Supreme Administrative Court declared that sale of bitcoins on an exchange was not subject to VAT in accordance with EU law, as it was considered *omsättning av tjänster* (supply of services for consideration).\(^{33}\) This confirms a previous Tax Authority preliminary judgment.\(^{34}\) The Swedish Skatterättsnämnd (Swedish Tax Board) issued a preliminary ruling in 2013 on VAT and cryptocurrencies, stating that trade in cryptocurrencies is not subject to Swedish VAT, but is instead subject to Financial Supervisory Authority regulations and treated as a currency. The decision was appealed by the Swedish Tax Authority.\(^{35}\) The Swedish Administrative Supreme Court ruled that bitcoins and similar cryptocurrencies are not subject to VAT.\(^{36}\) That decision was rendered following a preliminary judgment from the Court of Justice of the European Union holding that cryptocurrencies are exempt from VAT.\(^{37}\)

II. **Custodianship of Cryptocurrencies by Financial Institutions**

No specific legislative provisions governing custodianship of cryptocurrencies or other cryptoassets exist under Swedish law.

---


\(^{35}\) Id.


III. Regulation of Cryptocurrencies as Financial Securities

Cryptoassets that would qualify as financial securities (compare Part I(A), above) are subject to the financial securities legislation.\(^{38}\) Specifically, the corporation issuing an ICO would be required to register offerings and disclose information about the corporation.\(^{39}\) The Financial Authority must also approve the corporation’s bylaws.\(^{40}\) According to a study by the Swedish Police, none of these types of filings and records are typically performed or kept.\(^{41}\)

IV. Treatment of Cryptoassets Not Considered Securities

As mentioned above, cryptocurrencies or crypto-tokens for personal use are typically not considered securities but investment capital, and thus subject to investment capital gains tax (with the ability to deduct losses) upon sale.\(^{42}\) Because they are generally treated as capital assets this also means that they are subject to enforcement measures and can be seized in bankruptcy or in connection with illegal activity.\(^{43}\)

Stealing cryptoassets would also be subject to criminal law. Using cryptoassets or ICOs to defraud someone is also subject to criminal sanctions for fraud, but is not a crime on its own, and because of the anonymous nature surrounding the ownership of cryptocurrencies generally cannot be successfully investigated by police.\(^{44}\)

---


39 Press Release, Finansinspektionen, supra note 5.

40 Id. 3 kap. 3 §.


42 See Part I(C), above.


V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As Swedish law does not specifically mention cryptoassets it also does not prohibit a certain form of cryptoassets. As seen above, different laws and regulations will apply to different types of cryptoassets, based on their use.
SUMMARY

On December 14, 2018, the Swiss Federal Council, the Swiss government, published a comprehensive report titled the Legal Framework for Distributed Ledger Technology and Blockchain in Switzerland. It addresses the legal treatment of cryptocurrencies, blockchain, distributed ledger technologies, and fintech under the current legal framework and highlights areas that require amendments in order to provide market participants with legal certainty. It focuses on civil law, insolvency law, financial market law, banking law, and combating money laundering and terrorist financing. The report acknowledges that there is a selective need for new regulation to cover open questions, for example the treatment of cryptocurrencies. The Federal Council has tasked the Federal Department of Finance and the Federal Department of Justice and Police to draw up a consultation draft in the first quarter of 2019 to address these open questions.

I. Approach to Assets Created Through Blockchain

On December 14, 2018, the Swiss Federal Council, the Swiss government, published a comprehensive report titled the Legal Framework for Distributed Ledger Technology and Blockchain in Switzerland. The report is based on the work of the blockchain/ICO working group that was set up by the Swiss State Secretariat for International Finance (Staatssekretariat für internationale Finanzfragen, SIF) in January 2018. The report also took into account the evaluation of a consultation carried out with the fintech and financial industry as well as the recommendations of the Blockchain Taskforce, a private industry initiative.

The Federal Council report addresses the legal treatment of cryptocurrencies, blockchain, distributed ledger technologies (DLT), and fintech under the current legal framework and highlights areas that require amendments in order to provide market participants with legal certainty. It focuses on civil law, insolvency law, financial market law, banking law, and


combatting money laundering and terrorist financing. The report acknowledges that there is a selective need for new regulation to cover open questions, for example the treatment of cryptocurrencies. The Federal Council has tasked the Federal Department of Finance (FDF) and the Federal Department of Justice and Police (FDJP) to draw up a consultation draft in the first quarter of 2019 to address these open questions.

Laws that can potentially apply to cryptoassets are anti-money laundering legislation, tax laws, financial market laws, civil law, bankruptcy law, and banking law.

A. Anti-Money Laundering Law

The Anti-Money Laundering Act (AMLA) generally applies to “financial intermediaries,” who are defined as natural and legal persons who accept or hold deposit assets for third parties or who assist in the investment or transfer of such assets on a professional basis. The Federal Council reiterates that cryptocurrencies are classified as virtual currencies, which are considered assets with regard to their tradability. AMLA is technology-neutral and therefore also applicable to cryptoassets. However, the Federal Council proposes to take the following steps to make the application of anti-money laundering legislation more explicit:

- It will set out in further detail and explicitly adopt into law the current FINMA [Financial Market Supervisory Authority] practice whereby decentralised trading platforms with the power to dispose of third-party assets are subject to AMLA;
- It will set out in further detail and explicitly adopt into law the applicability of Article 2 paragraph 3 letter b AMLA to the issue of crypto-based means of payment;
- Switzerland will in future continue its efforts in international committees to actively promote an internationally coordinated and effective defence mechanism to combat the risks of money laundering and terrorist financing by means of international standards.

---

5 Id. at 45.
9 Id. at 140.
10 Id. at 142.
B. Taxation

Cryptocurrencies may also be subject to wealth, income, and capital gains tax, as outlined in the Law Library’s June 2018 report entitled Regulation of Cryptocurrency in Selected Jurisdictions.11

II. Custodianship of Cryptocurrencies by Financial Institutions

Custody services for cryptocurrencies in Switzerland are provided both by specialized companies offering custody services as a core activity (crypto custodians) and by other blockchain service providers as an ancillary service, for example crypto trading platforms and brokers.12 If the tokens are functionally comparable to money, these services may be offered without bank authorization, provided that a Swiss bank provides a guarantee in case of default.13

Furthermore, custody services might be subject to the Financial Services Act (FinSA).14 If the service is restricted exclusively to custody, FinSA will not apply.15 However, if the sale of tokens that are classified as financial instruments is only possible via an account with the provider of custody services, FinSA will apply. Such providers must comply with the conduct rules in articles 7-20 of FinSA.16

III. Regulation of Cryptocurrencies as Financial Securities

There are currently no regulations specific to initial coin offerings (ICOs), but depending on how the ICO is designed, financial market laws may be applicable. This is assessed on a case-by-case basis by the Swiss Financial Market Supervisory Authority (Eidgenössische Finanzmarktaufsicht, FINMA).17 FINMA differentiates between payment tokens (cryptocurrencies), utility tokens, and asset tokens. Payment tokens (cryptocurrencies) are defined as tokens that are used as a means of payment or as a means of money or value transfer. Utility tokens are those that provide digital access to an application or service by means of a blockchain-based infrastructure. Asset tokens
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13 Id. at 88.


16 Id.

represent assets such as a debt or an equity claim against the issuer. According to FINMA, asset tokens are analogous to equities, bonds, and derivatives.\textsuperscript{18}

Operators of financial market infrastructures are subject to authorization by FINMA.\textsuperscript{19} If the tokens received in an ICO qualify as securities, trading will require authorization. “Securities” are defined as “standardised certificated or uncertificated securities, derivatives and intermediated securities which are suitable for mass standardised trading,”\textsuperscript{20} meaning they are “publicly offered for sale in the same structure and denomination or are placed with more than 20 clients, insofar as they have not been created especially for individual counterparties.”\textsuperscript{21} FINMA treats utility tokens that have an additional investment purpose or a sole investment purpose at the time of issue, as well as asset tokens that are standardized and suitable for mass standardized trading as securities.\textsuperscript{22}

The Federal Council in its report endorses FINMA’s classification of tokens issued in ICOs as asset, utility, or payment tokens.\textsuperscript{23} It also points out that the existing definitions for securities and derivatives will not be changed for blockchain- and token-based applications.\textsuperscript{24}

However, for financial market infrastructures, the Federal Council proposes an amendment to the Financial Market Infrastructure Act (FMIA) and the Financial Market Infrastructure Ordinance (FMIO), so that exceptions for blockchain and DLT may be granted in justified cases.\textsuperscript{25} With regard to crypto-trading platforms, the report states that only decentralized trading platforms for tokens that qualify as securities require authorization from FINMA as a financial market infrastructure, whereas exchange platforms and distributed peer-to-peer platforms do not.\textsuperscript{26} However, the operation of a financial market infrastructure is currently limited to certain financial market institutions.\textsuperscript{27} The Federal Council therefore proposes the creation of a new

\textsuperscript{18} Id. at 3, no. 3.1.


\textsuperscript{20} Id. art. 2, let. b.


\textsuperscript{22} FINMA ICO Guidelines, supra note 17, at 4, nos. 3.2.1-3.2.3.

\textsuperscript{23} Federal Council Report 2018, supra note 1, at 83.

\textsuperscript{24} Id. at 96.

\textsuperscript{25} Id. at 97.

\textsuperscript{26} Id. at 99.

\textsuperscript{27} Id. at 101.
authorization category for the operation of a financial market infrastructure involving crypto-based assets by amending FMIA and FMIO.\textsuperscript{28}

Furthermore, the Federal Council proposes with respect to crypto funds to amend the Swiss Collective Investment Schemes Act (CISA)\textsuperscript{29} to permit a new fund category called “limited qualified investment funds” (L-QIF). The L-QIFs will require no authorization from FINMA, which means that they can be placed on the market faster.\textsuperscript{30} In September 2018, the FDF was instructed to draw up a consultation paper in that regard.\textsuperscript{31}

**IV. Treatment of Cryptoassets Not Considered Securities**

**A. Civil Law**

The Federal Council’s report reiterates that tokens in the form of cryptocurrencies are classified as intangible assets under Swiss civil law.\textsuperscript{32} Civil law differentiates between tokens that represent a value such as cryptocurrencies and tokens that represent a right outside of the blockchain.\textsuperscript{33} The report concludes that as they are neither absolute nor relative rights, the law does not provide any specific requirements for their transfer and there is therefore no need to amend the civil law provisions.\textsuperscript{34} However, the Federal Council has tasked the FDF and the FDJP to include a proposal for the transfer of rights by means of digital registers in their consultation draft to improve legal certainty.\textsuperscript{35}

**B. Insolvency and Bankruptcy Law**

As cryptocurrencies are considered assets, they could potentially be seized in insolvency proceedings by the creditor of the person entitled to them, and subsequently be realized. Likewise, in bankruptcy proceedings, when assets are collected, realized, and distributed to the creditors, a realization of cryptoassets is generally possible.\textsuperscript{36} Most of the time, cryptoassets are held by third-party wallet providers. If the wallet provider declares bankruptcy, it must be determined whether cryptoassets are included in the estate or whether they can be segregated. The report points out that there are currently no special provisions for the treatment of

\textsuperscript{28} Id. at 108.


\textsuperscript{30} Federal Council Report 2018, supra note 1, at 129.

\textsuperscript{31} Id.

\textsuperscript{32} Id. at 63.

\textsuperscript{33} Id. at 64.

\textsuperscript{34} Id.


\textsuperscript{36} Federal Council Report 2018, supra note 1, at 65.
cryptocurrencies in bankruptcy proceedings, so that the general provisions of the Federal Act on Debt Enforcement and Bankruptcy Act (DEBA) apply. The Swiss Federal Supreme Court has held that segregation is only necessary when the bankruptcy estate has custody over the assets, meaning “exclusive actual power of disposal.” In addition, article 242, para. 3 of DEBA provides that there is no actual power of disposal in cases of shared custody. The report differentiates between the following cases for cryptoassets:

- Third-party custody: Custodian has exclusive actual power of disposal over the crypto assets.
- No third-party custody: The private key to access the crypto assets is exclusively known to the client or known both to the client and the custodian, so that the client retains actual power of disposal.
- Multi-signature address: Access to the crypto assets requires several keys, so that the power of disposal is shared between the custodian and the client.

The report concludes that cryptoassets are only included in the bankruptcy estate and must be separated if the client has no access to the private key and therefore no custody. However, it is unclear whether they can be separated on the basis of article 242 DEBA as they are not physical “objects” as the text of article 242 explicitly provides. In order to achieve legal certainty, the Federal Council therefore suggests amending the relevant legal provisions to be able to segregate cryptoassets. For that purpose, it is important how cryptoassets are allocated by the third-party wallet provider to determine if they are more akin to a property law claim or a contractual claim due to “mixing.” If the client’s credit balance is assigned to a specific blockchain and registered directly on the blockchain, there will be no problem in assigning the crypto assets to an individual client. The report compares this to a deposit in a safe deposit box or securities account with a bank. If, on the other hand, the credit balances are no longer assigned to an individual blockchain, the clients only have a credit balance vis-à-vis the custodian. The individual balances are only recorded on the custodian’s ledger. The report compares this situation to a traditional bank that does not keep the money that it receives from its clients separate.

In addition to clarifying how cryptoassets may be separated in bankruptcy proceedings, the report also proposes to determine whether the object of separation will be the cryptoasset itself or the access key. However, the report states that this question might be left unanswered if “an
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additional legal provision were introduced to provide for the segregation of data to which the beneficiary is able to demonstrate a special entitlement.” 44 A parliamentary initiative to amend article 242 of DEBA to include the surrender of non-physical assets was endorsed by the Legal Affairs Committee of the Swiss National Council on May 3, 2018. 45 The Federal Council would extend this claim to include all data and not just assets. In conclusion, the Federal Council will “propose a provision setting out a right to the surrender of data in the event of insolvency, including a claim to the transfer of crypto assets.” 46

C. Banking Law

In addition to exempting fintech firms that accept public funds up to a total value of CHF1 million (approximately US$995,000) from the requirement to have a banking license (regulatory sandbox), since January 2019, a new fintech authorization category with simplified requirements has been included in the Banking Act. 47 However, even though the new category is commonly referred to as “fintech license,” it is also available to non-fintech companies that meet the authorization requirements. 48

Companies that are granted the new fintech license may accept public funds of up to CHF 100 million (about US$95.5 million) on a professional basis, but may not invest or pay interest on these funds. 49 This includes traditional currencies as well as cryptocurrencies. 50 Companies with that special license are subject to less restrictive requirements than banks—for example, they are not obligated to participate in the deposit protection regime, but must inform their clients accordingly. 51 Furthermore, unlike banks that have minimum capital requirements of CHF 10 million (about US$9.9 million), companies with the new fintech license must only hold 3% of the public funds received as capital, however, or at least CHF300,000 (about US$298,500). 52

44 Id. at 69.
49 BankA, art. 1b.
51 BankO, art. 7a, para. 1(b).
52 BankO, art. 15, para. 1 & art. 17a, para. 1.
report points out that if cryptocurrencies are held in custody for clients on the blockchain and can be attributed to individual clients at all times, they are not considered deposits within the meaning of the Banking Act and no banking or fintech license is required.53

Furthermore, in light of the proposed amendment to the general insolvency law provisions, the Federal Council will look into a corresponding amendment of bank insolvency law provisions for the treatment of tokens and similar assets.54

V. Distinctions in Treatment of Different Categories of Cryptocurrencies

As discussed above, the treatment of different types of cryptocurrencies depends on their nature.


SUMMARY In Taiwan, virtual currencies are not considered legal tender, but are virtual commodities. The anti-money laundering law was revised in November 2018 to bring virtual currency platforms within its regulatory scope. In addition, Financial Supervisory Commission guidance states that whether tokens involved in ICOs are securities will be examined on a case-by-case basis, and illegal fundraising will be sanctioned in accordance with financial laws.

I. Approach to Assets Created Through Blockchain

A. Financial Regulation

Financial regulators in Taiwan have issued statements warning the general public about the risks of investing in virtual currencies such as Bitcoin. According to a 2013 statement jointly issued by Taiwan’s Central Bank and the Financial Supervisory Commission (FSC), Bitcoin is not a real currency, but a “highly speculative virtual commodity.”¹ The general public was warned about the specific risks associated with accepting, trading, or holding Bitcoin.² In 2014, the FSC issued a notice prohibiting banks and financial institutions in Taiwan from accepting or exchanging Bitcoin or providing Bitcoin-related services at bank ATMs.³

B. Anti-Money Laundering Law

Recently, Taiwan revised its anti-money laundering law to bring virtual currency platforms within the scope of the law. On November 7, 2018, the Money Laundering Control Act was revised.⁴ According to the revised article 5, provisions regulating financial institutions under the Act also apply to virtual currency platforms and trading businesses.⁵

² Id.
⁵ Id. art. 5.
The Money Laundering Control Act requires financial institutions to establish their own internal-control and audit systems to combat money laundering and the financing of terrorism in accordance with the money-laundering and terrorism-financing risk levels those institutions face. Financial institutions must prepare and periodically update their risk assessment reports on anti-money laundering and combating the financing of terrorism. A financial institution that fails to establish the internal-control and audit system or breaches the relevant rules is punishable by a fine of NT$500,000 to ten million (approx. US$16,180 to $323,600).

II. Regulation of Cryptocurrencies as Financial Securities

In 2017, the FSC issued a new press release warning the general public about the risks of investing in virtual commodities such as Bitcoin. The FSC reiterated that in Taiwan, virtual currencies such as Bitcoin are considered highly speculative virtual commodities. The FSC further indicated that initial coin offerings (ICOs) involving raising and issuing securities are subject to relevant provisions in the Securities and Exchange Act. Whether tokens involved in ICOs are securities will be examined on a case-by-case basis, and illegal fundraising will be sanctioned in accordance with financial laws.

---
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SUMMARY

Although there is robust trade in virtual currencies in Ukraine, the government has not yet put in place legislation regarding cryptoassets. In 2018, the Ministry of Economic Development published its “Concept of State Policy in the Field of Virtual Assets” with the aim of developing a legal and policy framework for cryptocurrencies. If adopted, the Concept will be implemented in two stages.

I. Approach to Assets Created Through Blockchain

Despite relatively robust virtual currency turnover in the country, Ukraine does not yet have legislation regulating cryptoassets. According to the Ministry of Economic Development, in 2017, Ukraine was among the top ten countries in the number of users of virtual currencies with the volume of transactions involving cryptographic goods reaching US$100 million dollars a year.\(^1\) Since 2017, the Ukrainian government has been trying to establish a legal framework for cryptocurrencies and to manage associated risks.\(^2\)

In the fall of 2018, the Ministry of Economic Development published its Concept of State Policy in the Field of Virtual Assets with the aim of developing a legal and policy framework for cryptocurrencies.\(^3\) According to a press release, the government aims to legally define key terms relating to virtual assets such as “virtual currency” ("crypto currency"), “virtual assets,” initial coin offering and initial token offering ("ICO / ITO"), “mining,” “smart contract,” and “token.” The government is also planning to amend its taxation and financial sector legislation to address issues related to cryptocurrency circulation and trading.

The government plans to implement the Concept in two stages:

- First Stage (2018-2019). The government plans to define the legal status of cryptocurrencies. In order to improve the regulatory framework, the government intends to conduct monitoring of entities engaged in cryptocurrency trade as well as trends in the development of the market for virtual assets and virtual currencies.

---


\(^3\) Press Release, Ministry of Economic Development, supra note 1.
Second stage (2020-2021). The Concept envisages legal recognition of virtual currency custodians (persons providing services to protect private cryptographic keys on behalf of their clients for the storage and transfer of virtual currencies) by entities involved in financial sector monitoring. The second stage will also involve the development of a legal and regulatory framework for the use of virtual assets, smart contracts, and tokens, and for the holding of an ICO or ITO.\(^4\)

The implementation of the Concept is in its initial stages, with the Ministry of Economic Development currently in the process of gathering comments and feedback.\(^5\)

II. Taxation

In 2017, a draft law containing amendments to the Tax Code of Ukraine regarding the taxation of transactions with virtual assets in the country was introduced.\(^6\) The bill defines cryptocurrency as a digital asset.\(^7\) The bill proposes establishing an income tax break until December 31, 2029, for the income of physical and legal persons earned from transactions involving virtual assets. The bill also envisages a value-added tax break for the import of equipment associated with cryptocurrencies.\(^8\)

\(^4\) *Id.*

\(^5\) *Id.*


\(^7\) *Id.* art. 14.1.1.

\(^8\) *Id.* art. 8.
SUMMARY
The Financial Services Regulatory Authority of the Abu Dhabi Global Market considers that where cryptoassets have characteristics of shares, debentures, or units in collective investment funds, they are to be treated as securities. The Authority considers “utility tokens” and “non-fiat” cryptocurrencies to be commodities, and offers of such cryptocurrencies are not regulated by the market regulations. Documents produced by the Authority related to the regulation of cryptoasset activities describe requirements related to risk disclosure and for the protection of clients’ transactions and information.

Law No. 20 of 2018 on Money Laundering defines laundered funds to be assets in whatever form, including digital currencies.

I. Treatment of Assets Created Through Blockchain

A. Financial Regulation and Consumer Protection

1. Abu Dhabi Global Market Legal Framework

The Abu Dhabi Global Market (ADGM) was established pursuant to Abu Dhabi Law No. 4 of 2013 as a financial free zone in the Emirate of Abu Dhabi (one of the nine emirates of the United Arab Emirates). The legislative and regulatory framework of the ADGM includes the following: federal legislation; Law No. 4 of 2013 issued by the Emirate of Abu Dhabi; and ADGM special financial regulations. The federal legislation encompasses the following legal instruments: Federal Law No. 8 of 2004 regulating financial activities in the United Arab Emirates; Federal Decree No. 15 of 2013 on the establishment of the Mariyah Island free trade zone; and Cabinet Resolution No. 28 of 2007 regulating fees related to financial transactions in the free trade zones.

At the local level, Abu Dhabi Law No. 4 of 2013 regulates the administrative structure of the ADGM, such as the functions of the market’s board of directors. Finally, the framework includes the ADGM court’s regulations and procedures, arbitral and commercial regulations, and the Financial Services and Markets Regulations.¹

2. Financial Services and Markets Regulations 2015

The Financial Services and Markets Regulations 2015 were issued by the Board of Directors of the ADGM on October 4, 2015, and have been amended a number of times. The instrument regulates financial services in the ADGM and contains various provisions related to “accepted”

cryptoassets and the operation of cryptoasset businesses, including exchanges and providing custodian services, in the ADGM.

Article 258 of the 2015 regulations, which was amended on June 25, 2018, defines "crypto asset" as a "digital representation of value that can be digitally traded and functions as (1) a medium of exchange; and/or (2) a unit of account; and/or (3) a store of value, but does not have legal tender status in any jurisdiction." Cryptoassets are also distinguished from "fiat currency," which is a government-issued currency that is designated as legal tender in its country of issuance through a government decree.

The Financial Services Regulatory Authority (FSRA) of the ADGM has produced the following documents that include information on the regulation of cryptoassets:

- The Conduct of Business Rulebook;
- A guidance document on the regulation of cryptoasset activities in the ADGM (Cryptoasset Guidance); and

3. Consumer Protection

The FSRA must grant a license to market intermediaries and operators who deal or manage investments in security tokens. Cryptoasset custodians are required to carry out reconciliations of clients’ money every week. They also must send out monthly statement of a client’s cryptoasset holdings.

The Conduct of Business Rulebook states that, “[p]rior to entering into an initial Transaction for, on behalf of, or with a Client, an Authorised Person Operating a Crypto Asset Business shall disclose in a clear, fair and not misleading manner all material risks associated with (i) its

---


5 GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3.


7 CONDUCT OF BUSINESS RULEBOOK, supra note 4, para. 17.8.3(a). See also GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 31.
products, services and activities (ii) Crypto Assets generally and (iii) the Accepted Crypto Asset that is the subject of the Transaction.\textsuperscript{8}

It is mandatory for cryptoasset businesses to use blockchain technology to store all information related to transactions done by their clients. Furthermore, they must provide such information to the FSRA at any time if requested.\textsuperscript{9}

To protect clients’ personal information and transactions, cryptoasset businesses must take appropriate technical measures to secure their clients’ data. The Conduct Business Rulebook indicates the following:

An Authorised Person Operating a Crypto Asset Business must, as a minimum, have in place systems and controls with respect to the following:

(d) A security plan describing the security arrangements relating to:
   (i) the privacy of sensitive data;
   (ii) networks and systems;
   (iii) cloud based services;
   (iv) physical facilities; and
   (v) documents, and document storage.\textsuperscript{10}

Cryptoasset businesses must also have a plan articulating the process of protecting client information and transaction data in the event of an unplanned system outage. In the event of a planned outage, clients must be informed ahead of time.\textsuperscript{11}

B. Taxation

Article 3 of Law No. 8 of 2017 on value added tax imposes a 5% tax on imported and exported commodities.\textsuperscript{12} This tax may apply to “utility tokens” since the FSRA considers them to be commodities, as discussed below.\textsuperscript{13}

\textsuperscript{8} CONDUCT OF BUSINESS RULEBOOK, supra note 4, para. 17.6.1. See also GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 24.

\textsuperscript{9} CONDUCT OF BUSINESS RULEBOOK, supra note 4, para. 18.7. See also GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 17.

\textsuperscript{10} CONDUCT OF BUSINESS RULEBOOK, supra note 4, para. 17.5(d). See also GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 20.

\textsuperscript{11} GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 23.


\textsuperscript{13} GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 5.
According to the Conduct of Business Rulebook, cryptoasset businesses have an obligation to declare international income for tax purposes as set out in the guidance notes on the requirements of the Intergovernmental Agreement between the United Arab Emirates and the United States.\(^\text{14}\)

**C. Anti-Money Laundering Law**

Article 1 of Law No. 20 of 2018 on Money Laundering defines laundered funds as assets in whatever form, whether tangible or intangible, movable or immovable, including national currency, foreign currencies, documents or notes evidencing the ownership of those assets or associated rights in any form including electronic or digital forms or any interests, profits or income originating or earned from those assets.\(^\text{15}\)

According to the Cryptoasset Guidance, cryptoasset exchanges must report any suspicious activities or transactions to the official authorities.\(^\text{16}\) Cryptoasset businesses are required to establish sophisticated transaction monitoring systems to detect possible money laundering activity. Cryptoasset businesses must adopt systems that identify any attempt to breach money-laundering regulations. Such systems may rely on new technological solutions, including monitoring algorithms or artificial intelligence.\(^\text{17}\)

Cryptoasset businesses must submit to regular reviews from the FSRA. The FSRA will monitor the cryptoasset wallets, as well as the origin and destination of cryptoasset funds. The Conduct of Business Rulebook states that

\[
\text{an authorised person Operating a Crypto Asset Business must, as a minimum, have in place systems and controls with respect to the following:}\]

\[
\text{\hspace{2em} \ldots}
\]

\[
\text{(c) systems and controls to mitigate the risk of misuse of Crypto Assets, setting out how}
\]

\[
\text{\hspace{2em} (i) the origin of Crypto Assets is determined, in case of an incoming transaction; and}
\]

\[
\text{\hspace{2em} (ii) the destination of Crypto Assets is determined, in case of an outgoing transaction.}\]

Cryptoasset businesses must perform due diligence on their clients before opening an account. Accordingly, any cryptoasset wallet would be identified and linked to a specific user. If a transaction is detected that originates from or is sent to a “tainted” wallet, the user must be

---

\(^{14}\) CONDUCT OF BUSINESS RULEBOOK, supra note 4, PARA. 17.4.1 (“International Tax Reporting Obligations”).


\(^{16}\) Financial Services and Markets Regulations 2015, art. 149(2) (“Obligation to Report Transactions”).

\(^{17}\) GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 17.

\(^{18}\) CONDUCT OF BUSINESS RULEBOOK, supra note 4, para. 17.5(c) (“Origin and Destination of Crypto Asset Funds”). See also GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 18.
reported. Cryptoasset businesses must maintain a list of tainted wallet addresses and consider the use of third party services to help identify such addresses.\textsuperscript{19}

II. Custodianship of Cryptocurrencies by Financial Institutions

According to article 73(B)(5)(a) of the Financial Services Market Regulations 2015, “operating as a Crypto Asset Custodian involves – (a) safeguarding, storing, holding or maintaining custody of Accepted Crypto Asset belonging to another person.”\textsuperscript{20}

If a cryptoasset business will not hold the cryptoassets of clients in their custody, this must be fully disclosed to clients upfront. Clients must be informed that the cryptoasset business is not responsible for the custody and protection of clients’ cryptoassets. Where a cryptoasset business will be responsible for the custody of a client’s cryptoassets, the business may provide this service “in-house” through its own cryptoasset wallet solution. Alternatively, they may outsource this service to a third party.\textsuperscript{21}

III. Regulation of Cryptoassets as Financial Securities

A. Cryptoassets as Security Tokens

The FSRA considers cryptoassets that have the characteristics of shares, debentures, or units in collective investment funds to be securities. All financial activities related to those securities, such as operating primary or secondary markets, dealing, trading, managing investments in or advising on security tokens, are subject to the regulatory requirements issued by the FSRA.\textsuperscript{22}

B. Operating a Cryptoasset Business

Chapter 17B of the Financial Services and Markets Regulations 2015 regulates the activity of operating a cryptoasset business.\textsuperscript{23} Article 73B(1) states that “Operating a Crypto Asset Business is a specified kind of activity.”\textsuperscript{24} Article 73B(2) stipulates that operating a cryptoasset business involves undertaking one or more cryptoasset activities in or from the ADGM.\textsuperscript{25}

Article 73B(3) discusses cryptoasset activities. It states that cryptoasset activities may include the following:

(a) Buying, Selling or exercising any right in Accepted Crypto Asset (whether as principal or agent);

\textsuperscript{19} GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 22.
\textsuperscript{20} Financial Services and Markets Regulations 2015, art. 73B(5)(a).
\textsuperscript{21} GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 7.
\textsuperscript{22} Id. at 5.
\textsuperscript{23} Financial Services and Markets Regulations 2015, ch. 17B (Operating a Cryptoasset Business).
\textsuperscript{24} Id. art. 73B(1).
\textsuperscript{25} Id. art. 73B(2).
(b) managing Accepted Crypto Asset belonging to another person;
(c) making arrangements with a view to another person (whether as principal or agent) Buying, Selling or providing custody of Accepted Crypto Asset;
(d) marketing of Accepted Crypto Assets;
(e) advising on the merits of Buying or Selling of Accepted Crypto Assets or any rights conferred by such Buying or Selling; or
(f) operating –
   (i) a Crypto Asset Exchange; or
   (ii) as a Crypto Asset Custodian.

Article 73(B)(4) provides that “operating a Crypto Asset Exchange means the trading, conversion or exchange of - (a) Fiat Currency or other value into Accepted Crypto Assets; (b) Accepted Crypto Asset into Fiat Currency or other value; or (c) one Accepted Crypto Asset into another Accepted Crypto Asset.”

Finally, article 73C cites activities that do not constitute “Operating a Crypto Asset Business.” Those activities include the following:

1. the creation or administration of Crypto Asset that are not Accepted Crypto Asset;
2. the development, dissemination or use of software for the purpose of creating or mining a Crypto Asset;
3. the transmission of Crypto Asset;
4. a loyalty points scheme denominated in Crypto Asset; or
5. any other activity or arrangement that is deemed by the Regulator to not constitute Operating a Crypto Asset Business, where necessary and appropriate in order for the Regulator to pursue its objectives.

Article 73D states “[a] person does not operate a Crypto Asset Exchange if it operates a facility which is merely an order routing system where Buying and Selling interests in, or orders for, Accepted Crypto Asset are merely transmitted but do not interact.”

C. Regulation of Initial Coin/Token Offerings

The ICO Guidance states that ICOs can take many forms. However, all of those forms utilize Distributed Ledger Technology (DLT). It states that “[i]nvestors will typically give a Crypto Asset to an ICO issuer in exchange for a proprietary digital medium of exchange on the DLT platform, being termed a “coin” or “token” (where the latter term will be used hereafter).”

---

26 Id. art. 73B(3).
27 Id. art 73B(4).
28 Id. art 73C.
29 Id. art 73D.
30 GUIDANCE – REGULATION OF INITIAL COIN/TOKEN OFFERINGS AND CRYPTO ASSETS, supra note 6, para. 3.1.
The ICO Guidance further states that an emerging method of fundraising uses DLT with the tokens representing a “traditional” regulated issuance, such as shares, debentures, or units in a collective investment fund.31

According to the Guidance, whether an ICO is to be regulated under the Financial Services and Markets Regulations 2015 will be assessed by the FSRA on a case-by-case basis. It further states that “[i]f the tokens in an ICO are assessed to exhibit the characteristics of a Security, FSRA may deem the tokens as a Security pursuant to Section 58(2)(b)2of FSMR, hereinafter referred to as “Security Tokens.””32

With respect to issuances of securities, the ICO Guidance states as follows: “issuances of Securities (as defined in Section 258 of FSMR), whether through a DLT platform or other means, will see no difference in their treatment under our regulatory framework. Those issuers/market actors who seek to raise funds in a regulated, robust and transparent manner using new business models or technologies such as DLT are encouraged to engage with us as early as possible in the fund-raising process.”33

In terms of offers of securities, the ICO Guidance states that

[a] Person may make an Offer of Securities to the Public without a Prospectus where any one of the following is met:
(i) an Offer is directed at Professional Clients other than natural Persons;
(ii) fewer than 50 Persons in any 12 month period, excluding Professional Clients who are not natural persons; or
(iii) where the consideration to be paid by a Person to acquire Securities is at least USD100,000.34

D. Derivatives

The ICO Guidance states that “derivatives of Crypto Assets are regulated as Commodity Derivatives and hence, a type of Specified Investment under the FSMR [Financial Services and Markets Regulations 2015]. Consequently, any market operators or market intermediaries dealing or managing investments in Derivatives of Crypto Assets will be subject to the appropriate regulations and rules applicable under FSMR.”35

IV. Treatment of Cryptoassets Not Considered Securities

According to the Cryptoasset Guidance, cryptoassets such as non-fiat cryptocurrencies are not considered securities and are treated as commodities. Utility tokens are also treated as commodities. The FSRA states that “non-fiat currency” and “utility tokens” do not exhibit the

31 Id. para. 3.2.
32 Id. para. 3.3.
33 Id. para. 3.4.
34 Id. para. 3.6.
35 Id. para. 4.5.
features and characteristics of a regulated investment. Spot trading and transactions in utility tokens are not regulated by the market regulations.36

The ICO Guidance also addresses tokens that are not deemed to be securities. It states that, “[w]here tokens do not have the features and characteristics of Securities such as Shares, Debentures or Units in a Fund, the offer of such tokens is unlikely to be an Offer of Securities, nor is the trading of such tokens likely to constitute a Regulated Activity under FSMR.”37

The Guidance further states that

[i]n unregulated ICOs, investors do not benefit from any of the safeguards that accompany a regulated Offer of Securities. Reliable information regarding the issuer, and what it plans to do with the funds raised may be lacking. The risk of fraud and loss of capital is therefore significantly higher. This is particularly likely to be the case where a token issuer promises extremely high investment returns that are disproportionately high relative to those generally available in the market. We advise potential investors in unregulated ICOs to exercise extreme caution before committing any funds.38

---

36 GUIDANCE – REGULATION OF CRYPTO ASSET ACTIVITIES IN ADGM, supra note 3, at 5.
37 GUIDANCE – REGULATION OF INITIAL COIN/TOKEN OFFERINGS AND CRYPTO ASSETS, supra note 6, para. 3.10.
38 Id. para. 3.11.
SUMMARY  The United Kingdom has yet to introduce legislation to regulate the use of cryptocurrencies, choosing to adopt a wait-and-see approach. The UK’s financial regulators have cautioned individuals about the risks posed by purchasing cryptocurrencies and assets, and has proposed consulting on legislation to prohibit the purchase of such assets by individuals. A cryptoasset taskforce has been appointed, and issued its first report in late 2018. The report provided some clarity over the treatment of cryptoassets, and this was followed up by an advisory from HM Revenue & Customs over the tax treatment of cryptoassets for individuals. In January 2019 the Financial Conduct Authority (FCA) also issued guidance over the regulatory regime of cryptoassets and announced that HM Treasury is planning to issue a consultation on legislation that would expand its regulatory authority to cover cryptoassets.

I. Introduction

The United Kingdom (UK) has yet to introduce legislation to regulate the use of cryptocurrency and has adopted a cautious wait-and-see approach. The Bank of England stated it does not consider cryptocurrencies to be money as they are “too volatile to be a good store of value, they are not widely-accepted as means of exchange, and they are not used as a unit of account.”¹ It has further stated that it believes the current generation of cryptoassets show little evidence of delivering any kind of benefits to the financial services and other sectors, but given the rapidly developing market this may change in the future.²

II. Consumer Protection

Financial services are regulated in the UK by the Financial Conduct Authority (FCA), whose regulations aim to “protect consumers from harm, protect and enhance the integrity of the UK’s financial services sector, and promote effective competition in the interest of consumers.”³ The FCA is currently consulting on “[g]uidance for cryptoassets in order to provide regulatory clarity for market participants carrying on activities in this space”⁴ to help firms determine whether or not a digital asset falls within the existing regulatory framework. In the consultation paper, the

² Id. at 2.
³ Id. ¶ 2.23.
FCA noted that HM Treasury will also conduct a consultation process later in 2019 to consider bringing legislative changes to extend the FCA’s authority to cover cryptoassets.5

The Bank of England is responsible for ensuring “the safety and soundness of firms (through the PRA [Prudential Regulation Authority]) and to remove or reduce systemic risks that could pose a threat to financial stability (through the Financial Policy Committee and the Bank’s supervision of Financial Market Infrastructures).”6

III. Regulation of Cryptoassets

Whether existing financial regulations apply to cryptocurrencies is dependent upon what the cryptocurrency is being used for, and must be determined on a case-by-case basis. Given the complexity and uncertainty surrounding these determinations, a cryptoasset taskforce was established in March 2018 to “consider[] the policy and regulatory implications of distributed ledger technology (DLT), and cryptoassets.”7

The cryptoasset taskforce set out a table with common uses of cryptocurrency and whether or not the use falls within what is known as the current “regulatory perimeter.” The taskforce identified three different types of cryptocurrencies—exchange tokens, utility tokens, and security tokens—and considered that cryptoassets are used in three different ways:

1. As a means of exchange, functioning as a decentralised tool to enable the buying and selling of goods and services, or to facilitate regulated payment services.
2. For investment, with firms and consumers gaining direct exposure by holding and trading cryptoassets, or indirect exposure by holding and trading financial instruments that reference cryptoassets.
3. To support capital raising and/or the creation of decentralised networks through Initial Coin Offerings (ICOs).

These purposes are not mutually independent, and the cryptocurrency may change during the course of its life.8

The cryptoasset taskforce determined that cryptocurrencies used as a means of exchange may fall within the regulatory perimeter under the Payment Services Regulations 2017 (PSR)9 if the cryptocurrency is considered a fiat fund, or falls within the definition of e-money as, for example, when it is structured in a way that the asset is “centrally issued, and accepted by third parties as

5 Id. ¶ 1.27.

6 HM TREASURY ET AL., supra note 1, ¶ 2.23.


8 HM TREASURY ET AL., supra note 1 ¶ 2.15.

a means of exchange.”¹⁰ According to the report from the taskforce, the use of cryptocurrencies to facilitate regulated payment services, such as an intermediary in a cross-border transaction, and indirect investment from financial instruments that reference cryptoassets, would be regulated as a money remittances under the PSR.¹¹ Investments directly into cryptoassets only fall within the regulatory perimeter if the asset is a security token or the investment is made by a regulated investment vehicle. Capital-raising tools that include cryptoassets fall within the perimeter if the asset is a security token.¹²

The policy paper notes that exchange tokens are intended to be used as a form of payment, and include bitcoins. Exchange tokens use DLT and the value exists based on the use of it as a type of exchange or investment; utility tokens are tokens that can be redeemed for access to a specified product or service; and security tokens are those that are considered to be a “specified investment” in the Financial Services and Markets Act (2000) (Regulated Activities) Order.¹³ These tokens provide certain rights, including ownership, repayment of a specified amount of money, or a share in future profits.¹⁴

IV. Taxation

HM Revenue & Customs recently issued its first policy paper detailing the tax treatment of cryptoassets acquired, held, and sold by individuals, focusing on ensuring the tax treatment of the profits and losses of transactions involving these types of assets are clear.¹⁵ HM Revenue & Customs noted that the tax treatment of these tokens are dependent upon how they are used, rather than on the definition of the token.¹⁶ The taskforce developed a framework to take into account three potentially different uses for cryptoassets:

1. As a means of exchange, functioning as a decentralised tool to enable the buying and selling of goods and services, or to facilitate regulated payment services.
2. For investment, with firms and consumers gaining direct exposure by holding and trading cryptoassets, or indirect exposure by holding and trading financial instruments that reference cryptoassets.
3. To support capital raising and/or the creation of decentralised networks through Initial Coin Offerings (ICOs).¹⁷

---

¹⁰ HM Treasury et al., supra note 1, Table 2.A.
¹¹ Id.
¹² Id.
¹⁴ HM Treasury et al., supra note 1, ¶ 2.11.
¹⁶ Id.
¹⁷ HM Treasury et al., supra note 1, ¶ 2.11.
HM Customs & Revenue does not consider that cryptoassets are currency or money. Instead, it defines cryptoassets as

cryptographically secured digital representations of value or contractual rights that can be:
• transferred
• stored
• traded electronically.[18]

While all cryptoassets use some form of Distributed Ledger Technology (DLT) not all applications of DLT involve cryptoassets.[18]

HM Revenue & Customs has yet to issue information or guidance about the taxation of cryptocurrency for businesses.

V. Anti-Money Laundering

The government is currently consulting on how it will bring cryptocurrencies within its anti-money laundering framework in accordance with the EU Fifth Anti-Money Laundering Directive,[19] and is

developing a robust regulatory response which will address these risks by going significantly beyond the requirements set out in the EU Fifth Anti-Money Laundering Directive (5MLD), providing one of the most comprehensive responses globally to the use of cryptoassets for illicit activity.[20]

It has requested the FCA to be responsible for ensuring anti-money laundering obligations are fulfilled by companies, and the FCA has taken a progressive approach, issuing appropriate practices for dealing with cryptoassets and the measures banks should take to address the risk of financial crime using these assets.[21] The FCA recommended banks take a risk-based approach to mitigate financial crime by

• developing staff knowledge and expertise on cryptoassets to help them identify the clients or activities which pose a high risk of financial crime[.]
The government has stated that it will take a broader approach to money laundering and introduce legislation that surpasses the requirements of the Fifth Anti-Money Laundering Directive, including covering

- exchange services between different cryptoassets, to prevent anonymous ‘layering’ of funds to mask their origin
- platforms that facilitate peer-to-peer exchange of cryptoassets, which could enable anonymous transfers of funds between individuals
- cryptoasset ATMs, which could be used anonymously to purchase cryptoassets
- non-custodian wallet providers that function similarly to custodian wallet providers, which may otherwise facilitate the anonymous storage and transfer of cryptoassets. Consultation on this area will include considering issues of technological feasibility.23

VI. Future of Cryptocurrency Regulation

As noted above, a cryptoasset taskforce was formed in March 2018 and issued a report in October 2018 on its findings.24 The taskforce took a particular interest in the future use and development of DLT technology. It stated that DLT “has the potential to deliver significant benefits in financial services and other sectors in the future”25 and that development of this technology will be supported by the UK financial authorities. The taskforce also stated that

the most immediate priorities for the authorities are to mitigate the risks to consumers and market integrity, and prevent the use of cryptoassets for illicit activity. The authorities will also guard against threats to financial stability that could emerge in the future, and encourage responsible development of legitimate DLT and cryptoasset-related activity in the UK.26

---


23 HM TREASURY ET AL., supra note 1, ¶ 5.7.

24 Id.

25 Id. at 2.

26 Id. at 3.
The approach that the taskforce has taken

- maintains the UK’s international reputation as a safe and transparent place to do business in financial services;
- ensures high regulatory standards in financial markets;
- protects consumers;
- guards against threats to financial stability that could emerge in the future; and
- allows those innovators in the financial sector that play by the rules to thrive.  

The cryptoasset taskforce proposed that it would consult further on introduction of a prohibition on selling “all derivatives referencing exchange tokens such as Bitcoin, including CFDs, futures, options and transferable securities” to retail consumers due to the concerns of consumer protection and market integrity.

VII. Conclusion

The government has taken a number of steps to encourage the development of financial technology, including

- launching a Digital Strategy and the cryptoasset taskforce;
- creating an Innovation Hub and Regulatory Sandbox to encourage and support innovation by the FCA and enable developers to test products and services in a real market environment;
- investing £10 million (approximately US$13.2 million) in DLT projects;
- calling for information and publishing reports on cryptocurrency and DLT technology.

---

27 Id. ¶ 1.6.
28 Id. ¶ 5.17.
29 For a list of ongoing activities taken by the government, see id. Table 5.A.
31 HM Treasury et al., supra note 1, at 4.
• considering the use of DLT for the FCA’s supervisory duties;34 and
• establishing a FinTech hub to consider the policy implications of financial technology.

The recent reports and consultation papers demonstrates the UK’s intention to provide a regulatory environment to protect consumers and the UK’s reputation as a financial center, and to ensure that robust measures are in place against money laundering.

34 HM TREASURY ET AL., supra note 1, at 4.
SUMMARY
A July 2018 presidential resolution on measures for the development of the digital economy legalized the utilization of cryptoassets and blockchain technologies in Uzbekistan. The National Agency for Project Management was authorized to implement the introduction of cryptocurrencies and blockchain technologies, as well as to further develop national legislation.

A subsequent decree on the creation of crypto exchanges provides the legal framework for the licensing and certification of exchange operators.

I. Approach to Assets Created Through Blockchain

The Resolution of the President on Measures for the Development of the Digital Economy (Digital Economy Resolution), made in July 2018, legalized the utilization of cryptoassets and blockchain technologies in Uzbekistan.¹ One of the priority measures in the Resolution was the introduction and development of activities in the area of cryptoassets, including the issuance, trade, and exchange in cryptoassets. The Resolution assigned the National Agency for Project Management as the responsible body for the implementation of the introduction of cryptocurrencies, development of legislation, and coordination between various government bodies.

The Resolution provided for the introduction of blockchain technologies in, inter alia, clearing operations, letters of credit, and project finance, as well as in corporate governance beginning from January 1, 2021.² A subsequent Presidential Resolution on the Creation of Crypto Exchanges (Crypto Exchanges Resolution), promulgated in September 2018, defined cryptoasset as “a set of entries in the blockchain, which has a value and an owner.”³ A crypto exchange is defined as an organization that provides a platform for trading and exchanging of cryptoassets.⁴

---

² Id. § 3.
⁴ Id. § 2.
The Digital Economy Resolution tasked the National Agency for Project Management with developing supplemental legislation in the area of cryptoassets and blockchain technologies.5

II. Financial Regulation and Consumer Protection

According to the Digital Economy Resolution, foreign exchange regulations do not apply to foreign exchange transactions that involve licensed operations in cryptoassets.6 The Resolution provides for the licensing of activities related to cryptoassets beginning from October 1, 2018. The National Agency for Project Management is the body authorized to license operators of cryptoasset businesses.7 Foreign legal entities can only obtain a license to operate cryptoasset exchanges if they open subsidiaries or other enterprises in the territory of the Republic of Uzbekistan.8

The Crypto Exchanges Resolution contains the following requirements for licensing cryptoasset operations:

a) availability as of the date of application of a statutory authorized fund in the amount of at least thirty thousand minimum monthly wages [approx. US$390,000] in cash, of which twenty thousand [approx. US$260,000] is reserved in a separate account in a commercial bank of the Republic of Uzbekistan;

b) the presence of a functioning electronic system of crypto-exchange trading, hosted on servers located in the territory of the Republic of Uzbekistan, and complying with the requirements stipulated in the Regulations on the procedure for licensing activities of crypto-exchanges;

c) availability of the rules of crypto-exchange trade, which must include:
   - the procedure for admission of participants to the crypto-exchange trading;
   - measures aimed at ensuring compliance with the anti-money laundering and terrorism financing legislation;
   - procedures for admission to circulation and removal from circulation of crypto assets;
   - the procedure for the implementation and registration of operations with crypto assets;
   - the order of mutual settlements of participants of crypto-exchange trade at the conclusion of transactions;
   - the amount of payment for using the services of the crypto-exchange and the procedure for determining it;
   - measures to prevent the manipulation of prices on a crypto exchange and the misuse of confidential information;
   - ban on the use of crypto assets for illegal purposes.

---

5 Digital Economy Resolution, § 7.
6 Id. § 2.
7 Id. § 4.
8 Crypto Exchanges Resolution, § 2.
d) implementation of quotations for crypto assets based on the ratio of supply and demand for them;

e) storage for five years of information on operations with crypto-assets of clients as well as information concerning their identification data and materials on customer relations, including business correspondence.\(^9\)

According to the Crypto Exchanges Resolution, crypto exchanges have the right to

- receive and set the value of payments (including in crypto-assets) for rendered services;
- organize exchange transactions with residents and non-residents of the Republic of Uzbekistan aimed at the acquisition and (or) alienation of crypto assets for national and foreign currency, as well as the exchange of crypto-assets for other crypto-assets.\(^10\)

The Crypto Exchanges Resolution states that legislation on securities, stock exchanges, and exchange activities does not apply to cryptoassets and crypto exchanges.\(^11\)

**III. Anti-Money Laundering Law**

The Cryptoasset Exchanges Resolution states that the National Agency for Project Management as well as the head of President’s Administration will assume surveillance functions to make sure that the activities of cryptoasset exchanges are in compliance with anti-money laundering and terrorism finance prevention legislation.\(^12\) In addition, the Resolution states that the availability of safeguards related to compliance with such legislation is one of the preconditions for the licensing of cryptoasset exchanges.\(^13\)

**IV. Taxation**

According to the Digital Economy Resolution, the transactions of both physical and legal persons involving cryptoassets are not subject to taxation.\(^14\)

---

\(^9\) *Id.* § 3.

\(^10\) *Id.* § 4.

\(^11\) *Id.* § 2.

\(^12\) *Id.* § 7.

\(^13\) *Id.* § 3.

\(^14\) Digital Economy Resolution, § 2.
I. Approach to Assets Created through Blockchain

A. Regulation

The Decreto Constituyente sobre Criptoactivos y la Criptomonedas Soberana Petro (DCCCSP) (Constitutional Decree on Cryptoassets and the Sovereign Cryptocurrency Petro) issued on April 9, 2018, establishes the legal base for the creation, circulation, use, and exchange of cryptoassets in Venezuela by both individuals and legal entities, public and private, including both Venezuelan residents and nonresidents.1

Additionally, the DCCCSP creates the petro, the Venezuelan sovereign cryptocurrency, developed and issued by the Bolivarian Republic of Venezuela and backed by several commodities, such as minerals and hydrocarbon reserves.2 The petro, created as an alternative to the traditional financial system, is a novel financial mechanism that operates through blockchain transactions.3

On January 30, 2019, the Decreto Constituyente sobre el Sistema Integral de Criptoactivos (DCSIC) (Constitutional Decree on the Integral System of Cryptoassets) enacted a comprehensive cryptoasset structure, establishing a legal framework for all cryptocurrencies in Venezuela.4 It provides that the Superintendencia Nacional de Criptoactivos y Actividades Conexas (SUNACRIP) (National Superintendency of Cryptoactivities and Related Activities) will be the authority in charge of regulating the creation, issuance, organization, operation, and use of cryptoassets.5 SUNACRIP will also regulate the operation of cryptoasset exchange agencies.6

The DCSIC applies to goods, services, assets, or activities related to the creation, issuance, organization, operation, and use of the national cryptoasset (petro) and other cryptoassets within the national territory, as well as the purchase, sale, use, distribution, and exchange of any product

---


2 Id. art. 5.

3 Id.


5 Id. arts. 7-8.

6 Id. art. 8.
or service derived from them and other related activities. It includes rules for the purchase, sale, use, distribution, and exchange of cryptocurrencies and related products. It also mandates a registration system and detailed audit and inspection procedures for those operating with cryptoassets. Penalties for noncompliance with the law potentially include confiscation of mining equipment, suspension of licenses and permits, fines, or prison sentences. It also establishes an administrative procedure to determine violations of the law.

B. Consumer Protection

Those who transact with/in cryptoassets with falsified data resulting in damages to its users and clients are punishable by imprisonment for three to five years and a fine.

C. Anti-Money Laundering Law

No specific money laundering regulations have been issued. However, the DCSIC penalizes those who use or provide equipment or programs related to the Integral Cryptoassets System in order to perpetrate acts of terrorism or money laundering, among other offenses.

D. Taxation

No specific rules on the taxation of cryptocurrencies have been issued.

II. Custodianship of Cryptocurrencies

The DCCCSP created the Tesorería de Criptoactivos (Crypto Assets Treasury), which is in charge of the custody, collection, and distribution of cryptoassets according to the instructions issued by the President of Venezuela.

---

7 Id. art. 3.
8 Id.
9 Id. arts. 29-33.
10 Id. arts. 37, 42-51.
11 Id. arts. 42-63.
12 Id. art. 50.
13 Id. art. 46.
15 DCCCSP art. 7.
SUMMARY

The European Union (EU) is currently reviewing existing EU financial legislation, how those rules apply to cryptoassets and initial coin offerings (ICOs), and whether EU-level action is necessary. The European Banking Authority (EBA) and the European Securities and Markets Authority (ESMA) issued their respective reports on the suitability of the EU regulatory framework in January 2019. ESMA supported the introduction of EU-wide rules for cryptoassets to ensure investor protection and have a level playing field, as most cryptoassets do not qualify as financial instruments under EU financial law. EBA concluded that most cryptoasset-related activities are not covered by EU financial services regulation and that Member States apply divergent approaches, which poses risks to consumers. It therefore recommended to the European Commission the performance of a comprehensive cost-benefit analysis to determine what, if any, action is required at the EU level at this stage.

With regard to anti-money laundering legislation, the EU amended its Anti-Money Laundering Directive (AMLD) in July 2018 and brought custodian wallet providers and virtual-currency exchange platforms within the scope of the AMLD. In their reports EBA and ESMA recommended also bringing crypto-to-crypto exchanges and providers of financial services for ICOs within the scope of the AMLD, taking into account the recommendations of the Financial Action Task Force (FATF).

I. Approach to Assets Created through Blockchain

The European Union (EU) is currently reviewing existing EU financial legislation and how those rules apply to cryptoassets and initial coin offerings (ICOs). The European Commission is carrying out this work together with the European Supervisory Authorities (ESAs), meaning the European Banking Authority (EBA), the European Securities and Markets Authority (ESMA), and the European Insurance and Occupational Pensions Authority (EIOPA). In its 2018 FinTech Action Plan, it tasked the ESAs to assess the suitability of the EU regulatory framework with regard to ICOs and cryptoassets. EBA and ESMA issued their respective reports in January 2019. The Commission is also monitoring developments together with international partners such as
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the Financial Stability Board (FSB) and G20 as well as the European Central Bank (ECB) to determine if regulatory action at the EU level is necessary.3

Several laws are relevant to the regulatory treatment of cryptoassets and other assets created through blockchain, in particular the Market in Financial Instruments Directive (MiFID 2),4 the Second Electronic Money Directive (EMD2),5 the Second Payment Services Directive (PSD2),6 and the EU Anti-Money Laundering Directive (AMLD).7

A. Financial Regulation and Consumer Protection

ESMA’s mission is to enhance investor protection and promote stable and effective financial markets.8 It is authorized to provide opinions to the Union institutions on all issues related to its area of competence.9


9 ESMA Regulation, supra note 8, art. 34.
It achieves these objectives through four activities:

- assessing risks to investors, markets and financial stability;
- completing a single rulebook for EU financial markets;
- promoting supervisory convergence; and
- directly supervising specific financial entities.\(^\text{10}\)

ESMA in its report reviewed the applicability of EU financial securities laws to cryptoassets, in particular whether they qualify as financial instruments under MiFID 2.\(^\text{11}\) It supports the introduction of EU-wide rules for cryptoassets to ensure investor protection and have a level playing field. ESMA’s Chair, Steven Maijoor, summarized the findings of ESMA’s report as follows:

Our survey of NCAs [National Competent Authorities] highlighted that some crypto-assets may qualify as MiFID financial instruments, in which case the full set of EU financial rules would apply. However, because the existing rules were not designed with these instruments in mind, NCAs face challenges in interpreting the existing requirements and certain requirements are not adapted to the specific characteristics of crypto-assets.

Meanwhile, a number of crypto-assets fall outside the current financial regulatory framework. This poses substantial risks to investors who have limited or no protection when investing in those crypto-assets.

In order to have a level playing field and to ensure adequate investor protection across the EU, we consider that the gaps and issues identified would best be addressed at the European level.\(^\text{12}\)

EBA “works to ensure effective and consistent prudential regulation and supervision across the European banking sector. Its overall objectives are to maintain financial stability in the EU and to safeguard the integrity, efficiency and orderly functioning of the banking sector.”\(^\text{13}\) In addition, it is tasked with consumer protection in relation to financial products and services offered by


\(^{11}\) ESMA REPORT, supra note 2, at 18, nos. 76, 77.


payment institutions, e-money issuers, and mortgage credit providers. Like ESMA, it is authorized to provide opinions to the Union institutions in its area of competence.

The EBA opinion reviewed the applicability of financial services regulation to cryptoassets, in particular the applicability of the Second Electronic Money Directive (EMD2) and the Second Payment Services Directive (PSD2), and issues arising in relation to cryptoasset custodian wallet provision; the risks of money laundering and terrorism financing arising from virtual assets; and the extent to which institutions engage in activities involving cryptoassets. It concluded that current cryptoasset-related activity in the EU in this area is relatively limited and therefore not a threat to financial stability. However, as most cryptoasset-related activities are not covered by EU legislation in this area and Member States apply divergent approaches, risks exist for consumers. It therefore recommended to the European Commission the performance of a comprehensive cost/benefit analysis to determine what, if any, action is required at the EU level at this stage to address these issues, specifically with regard to the opportunities and risks presented by crypto-asset activities and new technologies that may entail the use of crypto-assets. The EBA also advises the European Commission to have regard to the latest recommendations and any further standards or guidance issued by the Financial Action Task Force (FATF) and to take steps where possible to promote consistency in the accounting treatment of crypto-assets.

B. Anti-Money Laundering Law

On July 9, 2018, the amendment of the EU Anti-Money Laundering Directive (5th AMLD) entered into force. Member States must transpose the new rules into national law by January 10, 2020. The AMLD obligates credit institutions, financial institutions, and certain other entities to fulfill customer due diligence requirements when they conduct business transactions and have in place
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policies and procedures to detect, prevent, and report money laundering and terrorist financing. The amendment, among other things, extended the customer due diligence requirements to custodian wallet providers and virtual-currency exchange platforms that exchange virtual currencies for fiat currencies and vice versa.

The amendment defines “virtual currencies” as “a digital representation of value that is not issued or guaranteed by a central bank or a public authority, is not necessarily attached to a legally established currency and does not possess a legal status of currency or money, but is accepted by natural or legal persons as a means of exchange and which can be transferred, stored and traded electronically.” A “custodian wallet provider” is defined as “an entity that provides services to safeguard private cryptographic keys on behalf of its customers, to hold, store and transfer virtual currencies.”

Both EBA and ESMA support bringing crypto-to-crypto exchanges and providers of financial services for ICOs within the scope of the AMLD, taking into account the recommendations of the Financial Action Task Force (FATF).

C. Taxation

In general, collecting taxes falls within the competences of the individual EU Member States. However, the EU has some limited competences to harmonize Member States’ rules if harmonization is necessary to ensure the establishment and the functioning of the internal market and to avoid distortion of competition. An example would be the harmonization of Member States’ rules in the area of indirect taxation, such as value-added tax (VAT). On October 22, 2015, the European Court of Justice (ECJ) held in its Hedqvist decision that transactions to exchange a traditional currency for bitcoin or other virtual currencies and vice versa constitute the supply of services for consideration, which are generally subject to VAT, but fall under the
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exemption from VAT. Buying or selling bitcoin is therefore exempt from VAT in all EU Member States.

II. Custodianship of Cryptocurrencies by Financial Institutions

EU financial law does not contain a definition of safekeeping and record keeping of ownership of securities. There are many different entities involved. The rules at the issuer level are regulated in the corporate laws of the EU Member States, whereas the investor-level rules vary depending on which type of EU financial legislation applies. With regard to cryptoassets, ESMA in its report defines safekeeping services as “having control of private keys on behalf of clients.” These custodians would then have to ensure the safekeeping and segregation of client assets. However, ESMA points out that this requires “further consideration” as there might be other relevant factors, and the safekeeping of cryptoassets may take different forms. In addition, it suggests that regulators look into the issue of multiwallet providers.

III. Regulation of Cryptocurrencies as Financial Securities

ESMA in its report reviewed whether cryptoassets qualify as financial instruments under MiFID 2. It defined “cryptoassets” as “a type of private asset that depends primarily on cryptography and Distributed Ledger Technology as part of their perceived or inherent value” and that is “neither issued nor guaranteed by a central bank.” ESMA uses the term to refer to both virtual currencies and digital tokens issued through ICOs. It notes that there is currently no legal definition of cryptoassets in EU financial securities laws.

MiFID II defines “financial instruments” as “those instruments specified in Section C of Annex I.” Among others, these instrument include “transferable securities,” defined as “those classes of securities which are negotiable on the capital market, with the exception of instruments of payment.” In order to review whether cryptoassets qualify as financial instruments, in particular as transferable securities, ESMA surveyed the National Competent Authorities (NCAs) of the Member States, gave them a sample set of six cryptoassets issued in an ICO, and asked
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them whether they would qualify as financial instruments under national law. It pointed out that the classification of a cryptoasset as a financial instrument falls within the competence of the respective NCA and varies depending on the national implementation of MiFID 2. A majority of NCAs determined that cryptoassets with attached profit rights qualify as transferable securities. No NCA labelled the sample case of a pure utility-type cryptoasset as a financial instrument. For hybrid cryptoassets, the financial instrument features mostly prevailed. Member States that defined the categories for financial instruments broader than in MiFID 2 and included instruments with an investment purpose or expectation of returns were able to capture more of the sample cryptoassets than the other NCAs. The NCAs agreed that cryptoassets should be subject to some type of regulation; however, at a minimum cryptoasset-related activities must be subject to anti-money laundering laws.

If a cryptoasset is qualified as a financial instrument, several legal provisions will potentially apply to them, among them the Prospectus Directive (PD), the Transparency Directive (TD), the Market in Financial Instruments Directive framework (MiFID II), and the Market Abuse
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A. Prospectus Directive

The Prospectus Directive (PD), which will be repealed and replaced by the Prospectus Regulation (PR)57 in July 2019, requires that a prospectus must be published before transferable securities are offered to the public or before such securities are admitted to trading on a regulated market in the EU. Some provisions of the PR already came into force in July 2018.58 The requirement to publish a prospectus for cryptoassets offered to the public in an ICO therefore only applies if they are qualified as transferable securities.59 Depending on the size of the offer, some cryptoassets might be exempt from the obligation to publish a prospectus (the threshold for which is €1 million (about US$1.12 million)) and only be subject to disclosure requirements.60 When a prospectus has


56 5th AMLD, supra note 21.


58 Id. art. 49, para. 2.

59 ESMA REPORT, supra note 2, at 23, no. 96.

60 Id. at 23, no. 97; PR, art. 1, para. 3.
to be published, it must contain the necessary information to enable an investor to make an
informed decision about the financial condition of the issuer, meaning in the case of cryptoassets
“detailed information on the issuer’s venture, the features and rights attached to the crypto-assets
being issued, the terms and conditions and expected timetable of the offer, the use of the proceeds
of the offer and the specific risks related to the underlying technology.” 61 However, there are no
specific schedules for ICOs unlike for IPOs, so that existing schedules must be adapted to the
ones that they mostly resemble.62

B. Transparency Directive

The Transparency Directive (TD) objective is to improve information supplied to investors about
issuers of securities admitted to trading on a regulated market in the EU. It therefore requires the
disclosure of periodic and ongoing information about issuers—for example, annual financial
reports.63 Like MiFID 2, it only applies to transferable securities, meaning that issuers of
cryptoassets that are qualified as transferable securities must comply with these
disclosure obligations.64

C. Markets in Financial Instruments Directive Framework

The MiFID II framework obligates companies that provide investment services or activities in
relation to financial instruments to register as an investment firm and comply with the legal
requirements set out in MiFID II.65 According to the ESMA report, the following cryptoasset-
related activities will most likely qualify as investment services: “placing, dealing on own
account, operating an MTF [Multilateral Trading Facility] or OTF [Organized Trading Facility] or
providing investment advice.”66 The report focuses on the applicability of MiFID II to cryptoasset
trading platforms as the most common type of intermediaries. These platforms are generally
divided into three categories:

- those that have a central order book and/or match orders under other trading models;
- those whose activities are similar to those of brokers/dealers; and
- those that are used to advertise buying and selling interests.67

Category 1 platforms are qualified as multilateral systems and should therefore either operate as
Regulated Markets (RMs) or as MTFs or OTFs.68 Category 2 platforms must adhere to the
requirements set out in Title II of MiFID 2 for broker/dealers, whereas the third category of
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Platforms fall outside of the scope of MiFID II. Cryptoasset trading platforms that are covered by the MiFID II framework must comply with several requirements—for example, minimum capital requirements, organizational requirements, investor protection provisions, rules for transparent and nondiscriminatory access to MTFs, OTFs, and RMS, pre- and post-trade transparency rules, and transaction reporting and obligations to maintain records, among others.

The ESMA report identified the following gaps and issues that arise from the application of the MiFID II framework to cryptoassets:

- **Disintermediated access to cryptoasset trading platforms:** Checks on the reputation, sufficient level of trading ability, competence, experience, adequate organizational arrangements, and resources of members or participants “may be time and resource intensive for the platforms in the case of individual investors, because of their large number, and many individual investors may not pass those tests.”

- **Pre- and post-trade transparency provisions:** These rules are designed for equity and nonequity instruments and not all Member States will qualify cryptoassets as such, which would result in divergent transparency rules across Member States.

- **Transaction reporting and obligations to maintain records:** The rules were designed to capture traditional instruments, and standards must be adapted to cryptoassets.

- **Platforms with decentralized business models:** The lack of a clearly identified operator and the reliance on self-executing pieces of code raise specific issues.

- **Hybrid platforms:** There is a need to clarify the types of investment services they can provide.

D. The Market Abuse and Short-Selling Regulation

The Market Abuse Regulation (MAR) prohibits insider dealing and the disclosure of inside information and market manipulation (market abuse) with regard to financial instruments that are traded or admitted to trading on a trading venue, MTF, or OTF. The MAR would apply to such cryptoassets, which means that several arrangements, systems, and procedures to prevent, detect, and report market abuse have to be put in place. ESMA recommends that for the next revision of the MAR, the EU should look into whether the price of a financial instrument could be influenced through manipulative trading activity in cryptoassets that do not qualify as financial instruments. Furthermore, it warns that “new actors may hold new forms of inside
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information, such as miners and wallet providers, which could potentially be used to manipulate the trading and settlement of crypto-assets.”

Where a position in a cryptoasset that qualifies as a financial instrument confers a financial advantage in the event of a decrease in the price or value of a share or sovereign debt, the Short Selling Regulation applies. However, the determination of net short positions is dependent on the list of financial instruments included in Annex I of the Commission Delegated Regulation (EU) 918/2012. ESMA proposes to explicitly include cryptoassets in that list.

E. Settlement Finality Directive and Central Securities Depositories Regulation

The Settlement Finality Directive (SFD) and the Central Securities Depositories Regulation (CSDR) apply to settlement activities. The objective of the SFD is to reduce systemic risk in payment, clearing, and securities settlement systems, in particular with regard to insolvency. The CSDR aims to “harmonize certain aspects of the settlement cycle, [implement] settlement discipline and provide a set of common requirements for CSDs [central securities depositories] operating securities settlement systems in order to enhance cross border settlement in the EU.”

The ESMA report points out various issues when the trading platform or the DLT network for cryptoassets qualifies as a securities settlement system, among them:

- whether a market operator can be identified in the case of decentralized business models;
- the role of miners under the CSDR;
- that participants to a securities settlement system cannot be individuals as is the case for most cryptoasset trading platforms and DLT networks;

---

75 Id. at 29, no. 135.
76 Id. at 30, no. 138; Regulation (EU) No. 236/2012 of the European Parliament and of the Council of 14 March 2012 on Short Selling and Certain Aspects of Credit Default Swaps (Short Selling Regulation), 2012 O.J. (L 86) 1, archived at http://perma.cc/2R73-PNFZ.
78 ESMA REPORT, supra note 2, at 30, no. 139.
79 Id. at 30, no. 141.
80 Id.; SFD, supra note 52.
81 ESMA REPORT, supra note 2, at 30, no. 142; CSDR, supra note 53.
potential issues in relation to settlement finality and Delivery versus Payment (DvP) in a DLT environment; and

timeline requirements set by CSDR.82

F. Alternative Investment Fund Managers Directive

The Alternative Investment Fund Managers Directive (AIFMD) “lays down the rules for the authorisation, ongoing operation and transparency of the managers of alternative investment funds (AIFMs) which manage and/or market alternative investment funds (AIFs) in the Union.”83 Several NCAs told ESMA that some of the sample cryptoassets would qualify as collective investment undertakings, most likely AIFs under national law.84 However, ESMA states that further research needs to be conducted to determine whether the AIFMD applies to these cases.85

G. Directive on Investor-Compensation Schemes

If an investment firm is no longer financially able to meet its obligations, investors will receive compensation under the Directive on Investor-Compensation Schemes.86 The Directive applies to all MiFID firms that deal with MiFID financial instruments.

IV. Treatment of Cryptoassets Not Considered Securities

EBA in its report reviewed whether EU financial services law applies to cryptoassets, in particular whether they qualify as “electronic money” within the Second Electronic Money Directive (EMD2) or as “funds” within the Second Payment Services Directive (PSD2).87 It emphasized that the report did not focus solely on cryptoassets that are used as a means of exchange as earlier reports did.88 For purposes of the report, it defined the term “cryptoasset” as

an asset that depends primarily on cryptography and distributed ledger technology (DLT) or similar technology as part of its perceived or inherent value, is neither issued nor guaranteed by a central bank or public authority, and can be used as a means of exchange and/or for investment purposes and/or to access a good or service.89

82 ESMA REPORT, supra note 2, at 31, nos. 147-150.
83 AIFMD, supra note 54, art. 1.
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A. Second Electronic Money Directive

The Second Electronic Money Directive (EMD2) defines “electronic money” as

electronically, including magnetically, stored monetary value as represented by a claim on the issuer which is issued on receipt of funds for the purpose of making payment transactions as defined in point 5 of Article 4 of Directive 2007/64/EC [PSD2], and which is accepted by a natural or legal person other than the electronic money issuer.90

The EBA report found that, depending on their characteristics, certain cryptoassets will qualify as electronic money under the EMD2. The issuers of these cryptoassets would require an authorization as an electronic money institution, unless a limited network exception applies.91

The following was provided as an example of a proposed business model involving a cryptoasset that was qualified as electronic money by one or more NCAs:

Company A wishes to create a Blockchain-based payment network. The network is open meaning that both merchants and consumers can participate. Company A explains that it intends to issue a token which is intended to be the means of payment in the network. The token is issued on the receipt of fiat currency and is pegged to the given currency (e.g. EUR 1 to 1 token). The token can be redeemed at any time. The actual payment on this network is the underlying claim against Company A or the right to get the claim redeemed.92

B. Second Payment Services Directive

The Second Payment Services Directive (PSD2) puts in place rules for different categories of payment service providers.93 It defines “funds” as “banknotes and coins, scriptural money or electronic money as defined in point (2) of Article 2 of Directive 2009/110/EC [EMD2].” The EBA report states that if cryptoassets are categorized as electronic money and are used to provide a payment service, PSD2 would apply.94

C. Recommendations

EBA advises the European Commission to carry out a cost-benefit analysis and, if necessary, to develop proposals for EU-level action.95 It recommends taking a holistic and balanced approach as well as an activities-based approach, focusing on the interconnectedness of cryptoasset activities with the traditional financial system and with consumers, and trying to achieve a coordinated international response.96

90 EMD2, supra note 5, art. 2, no. 2.
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V. Distinctions in Treatment of Different Categories of Cryptocurrencies

ESMA pointed out that most cryptoassets will not qualify as financial instruments or be covered by EU financial services rules, and investors will therefore not benefit from investor protection rules. However, most investors will not be aware that most cryptoassets are not subject to these rules, especially when they are traded on the same venues. Instead of national regimes for cryptoassets, ESMA suggests a bespoke regime on an EU level for cryptoassets that do not qualify as financial instruments, as well as for pure utility-type cryptoassets and certain payment-type cryptoassets. In addition, there is a consensus among ESMA, EBA, and the NCAs that all activities involving cryptoassets should be subject to the AMLD. ESMA “advises to focus the regime for crypto-assets that are not financial instruments on warning buyers about the risks of those crypto-assets, instead of a more elaborate regime that could legitimise crypto-assets and bring them into a similar regulatory remit as the one for crypto-assets that are financial instruments.”

EBA’s report states that “it appears that a significant portion of activities involving crypto-assets do not fall within the scope of current EU financial services law (but may fall within the scope of national laws).” Like ESMA, it therefore sees potential issues regarding consumer protection, a level playing field, and divergent national approaches.

---

97 ESMA REPORT, supra note 2, at 39, no. 179.

98 Id. at 40, no. 182.

99 Id. at 40, no. 183.

100 Id. at 40, no. 185.

101 EBA REPORT, supra note 2, at 15, no. 28.

102 Id.